VII.  Continuity of Operations Planning  (COOP)

The Continuity of Operations Plan (COOP) is intended to ensure continuance of essential Federal functions across a wide range of potential emergencies.  Essential functions are those that enable federal agencies to provide vital services, exercise civil authority, maintain the safety and well being of the general populace, and sustain the industrial/economic base in an emergency.  The COOP deals with maintaining essential work once the safety of your personnel has been assured.

The anthrax attacks demonstrated that hard-copy mail is not essential for every federal office, but mail remains a critical function for many federal programs.  The mail manager should be thoroughly involved in the COOP process in any case.  The actual steps that are included in the COOP plan, to keep incoming and outgoing mail flowing in the event of an emergency, depend on the degree to which mail is essential to agency operations.

What are the Key Elements of a COOP?

· Outline essential functions.
· Plan decision process for implementation.

· Establish a roster of authorized personnel. 

· Provide advisories, alerts and COOP activation, and associate instructions.

· Provide an easy reference guide for emergency response

· Establish accountability. 

· Provide for attaining operational capability within 12 hours.

· Establish procedures to acquire additional resources.

What are the Responsibilities of the Mail Manager in a COOP?

The following are key suggested questions that the COOP should address for mail:

· Should an alternate facility will be planned for incoming and/or outgoing mail.

· How quickly should the alternate facility be ready to operate?

· How much of the original operation will be reconstituted in the alternate facility?

What are the Objectives of a COOP for a mail facility?

· Ensure the safety of associates during an emergency.

· Ensure the continuous performance of essential functions/operations during an emergency. 

· Reduce or mitigate disruptions to operations.  

· Protect essential facilities, equipment, records, and other assets.  

· Reduce loss of life and minimize damage and losses.

· Facilitate decision-making during an emergency.

· Achieve orderly recovery from emergency situations across wide range of potential emergencies or threats, including acts of nature, accidents, technological, and attack-related emergencies.

· Mitigate risks. 

COOP background documents

COOP is a good business practice, and part of the fundamental mission of agencies as responsible and reliable public institutions.  Since 1988, a number of documents have built the foundation for COOP in federal agencies:

· Executive Order 12656 assigned responsibility for national security emergency preparedness to Federal departments and agencies. 

· Presidential Decision Directives 39, 62, and 63 addressed counter-terrorism, terrorism, and critical infrastructure.

· Presidential Decision Directive 67 specifically addressed COOP in 1998.

These documents are available for download at: http://www.fema.gov/library. 

Fly-away kits 

To be prepared for various types of breaches of security or different types of emergencies, each mail center should have a “fly-away kit.”  At a minimum, this should consist of COOP checklists (see Section XII below, key contact lists, diskettes or CDs with critical files, any specialized tools that are routinely used, maps to alternate sites records, and any other information and equipment related to an emergency operation.  A “fly-away kit” should contain those items considered essential to supporting contingency operations at an alternate site.  You should designate a key official and one or more alternates to pick up the kit in an emergency.  You should also keep a duplicate fly-away kit at your backup facility.


The COOP should be tested on a quarterly basis.  Verify that all the information is up-to-date, that contacts, facilities access, and the call trees are correct.











