Nobody wants mobile products that harm agency computer systems. Or products that expose end users to malware.  NIST, the National Institute of Standards and Technology, has been working on mobile security standards. But they have been focusing on enterprise use of mobile. Like. when an employee loses a government phone, how does the IT shop remotely wipe the data?  We are just at the beginning of getting security guidance for mobile consumer products.  As agencies develop citizen services apps they need to protect end users.  Whether protecting log-ins or passwords when users are on public wi-fi networks or avoiding cross-site scripting vulnerabilities on mobile sites and in APIs--agencies need to ensure that the public is safe. And they need to protect agency networks.  And, once again, the many and evolving platforms are a moving target for standards and practices.  See more below.
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