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	A
	Agencies must have a written mail security plan for each facility that processes mail, regardless of the facility's mail volume.  

Do you have a documented agency policy enforcing this mandate?                   [image: image1.png]


 Yes [image: image2.png]


 No 

Do you ensure your employees are aware of the mandate?                               [image: image3.png]


 Yes [image: image4.png]


 No 

Do you verify adherence with the mandate, e.g., via performance measures?   [image: image5.png]


 Yes [image: image6.png]


 No 


How familiar are you with this mandate?  Very Familiar
What is the biggest challenge to adherence?  Unaware of requirement
Please provide evidence and an explanation for each criteria.

     Please provide evidence and an explanation for each criteria.
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Attachments  (0 files)
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GSA interim response (if necessary)

  Written Policy             [image: image7.png]


 Yes [image: image8.png]


 No 
  Awareness                 [image: image9.png]


 Yes [image: image10.png]


 No

  Verification                 [image: image11.png]


 Yes [image: image12.png]


 No 
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	C
	Agency follow-up response (if necessary)
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	D
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GSA final response


  Written Policy             [image: image13.png]


 Yes [image: image14.png]


 No 
  Awareness                 [image: image15.png]


 Yes [image: image16.png]


 No

  Verification                 [image: image17.png]


 Yes [image: image18.png]


 No 





Our agency’s mail centers have security plans in place. The requirements are cited in the GSA Internal Mail Management Handbook (ADM P 1840.1), Chapter 13-1, General Security. Some GSA regional offices have written instructions which are displayed in their mail center that address the responses to security breaches; such as, bomb threats, suspected powder in or on envelopes, and explosive devices in envelopes are the major items displayed.





No attachments are needed here because the web link provides all the needed information.





Overall Score:


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive.gif" \* MERGEFORMATINET ��� Effective


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive.gif" \* MERGEFORMATINET ��� Moderately Effective


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive-selected.gif" \* MERGEFORMATINET ��� Ineffective


� HYPERLINK "http://www.gsa.gov/cpescoring" ��View Details�





Thank you for the information provided above. The criteria used by CPE to evaluate agency responses are located on the GSA Center for Policy Evaluation website (www.gsa.gov/cpescoring). We are aware of your agency’s mail management internal order (OAAAP 1840.1), and your documented agency policy that requires all mail centers to have written security plans.  However, we need to know (with documentation), 1) if and how you are regularly making affected employees aware of this requirement, and 2) how policy adherence is verified. If your agency is not currently meeting those criteria, please address your future plans.





Our agency’s Management Services Division, Administrative Policy Division, Agency Mail Manager requires all Internal Regional Mail Managers (IRMM) to have written security plans. Security plans are located in the agency’s Mail Management Handbook stated above. Also, IRMM are lead to the agency’s Overview of Mail Management which has guidelines and assessment about security plans. Internal Regional Mail Managers are required to send the Agency Mail Manager on an annual basis a checklist of security procedures, which includes how often the security plans are tested. The Agency Mail Manager discuss on a regular basis the importance of having updated security plans in place and make regular random site visits during the year to test the validity of the plans. �





Overall Score:


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive-selected.gif" \* MERGEFORMATINET ��� Effective


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive.gif" \* MERGEFORMATINET ��� Moderately Effective


� INCLUDEPICTURE "https://gsa.inl.gov/prt/common/images/icons/16x16/radio-inactive.gif" \* MERGEFORMATINET ��� Ineffective


� HYPERLINK "http://www.gsa.gov/cpescoring" ��View Details�





From the additional information that you have provided we have revised your interim evaluation. Thank you for your participation in the GSA/Center for Policy Evaluation’s annual agency evaluations.





No attachments provided as GSA/CPE can access information on internal agency website.  








