Questions and Answers 
Request for Proposal #OCIO-14558
GSA Enterprise Email and Collaboration Services

General Response

GSA would like to remind potential Offerors that this is a requirement for Software as a Service (SaaS) and for a web-based solution.  A typical integration response that replicates the existing system is unlikely to be able to meet our objectives as defined in the Statement of Objectives.  We are attempting to move into an environment that is described by those objectives. 

The use of a Statement of Objectives is meant to provide industry the widest possible latitude within our stated objectives to provide a technical solution using their best business and information technology judgment.   For example, a number of Features and Functions in the provided matrix (Attachment 1) are not marked as “Required”.  Considerable effort was taken to make the items as generic in description as possible and to afford opportunity for innovation and alternatives.  We have defined our situation in a thorough manner to allow you to design the solution.

Finally, we advise you to read carefully the answers to all the questions submitted so as to have the most complete and current information regarding this RFP.  Thank you for your interest in this opportunity.

RFP Section- SOO:

1. Question: Page SOO-2, Paragraph 2, "The current e-Mail and collaboration software. . .".  Domino has the ability to provide applications/macros in support of the IBM email system. Are there any macros or code that would need to be replicated to successfully migrate the GSA’s current email system? If so, when will this information be provided?

Answer:  No macros or code will be needed to migrate.  Transition of Domino applications is not part of this  requirement.

2. Question: Page SOO-2. Please provide requirements and existing capabilities for the 17 remote locations referenced in the SOO?  For example, provide the blackberry and network capacity requirements.

Answer: 
Blackberry Users

Region 1     279	
Region 2     462
Region 3     647
Region 4     786
Region 5     927
Region 6     577
Region 7     654
Region 8     388
Region 9     641
Region 10  404
Region RW  1031
CO   	1216
CM4 	 820

Bandwidth 

Region 1	60m
Region 2	60m
Region 3	60m
Region 4	60m
Region 5	60m
Region 6	350m/400m
Region 7	300m/300m
Region 8	60m
Region 9	250m/150,
Region 10	60m
Region RW 200m/300m
CO		100m
CM4	100m

As a point of clarification, the RFP only requires that an interface to Blackberry Service be provided (Attachment 1, Item 2.02).  Every solution must address this interface.

In addition, GSA wants to understand the process involved in your solution for expansion of Blackberry users (if any) (Attachment 1, Item 2.03).   GSA will also consider an Offeror’s proposal that includes more support in this arena (Attachment 9, A9.3.1), and/or support to other Smart phones (Attachment 1, Item 1.18) as Optional Service Offerings (Attachment 9, A9.3.2).

3. Question: Page SOO-2, “IBM Lotus Quickr (version 82.) in the collaborative environment”, is migration of Quickr sites in scope?  Are migration of items such as Lotus Notes Databases and Applications in scope?  

Answer: No.  GSA expects to handle the migration of these services internally.  However, an Offeror is free to propose these services as an Optional Service Offering in Volume 3 (See Attachment 9, A9.3).

4. Question: Page SOO-2, “The current e-mail and collaboration software infrastructure supporting the GSA in multiple domain names...”; How many domains are included within the scope of this RFP? Describe the relationship between the domains, such as Parent/sister/etc. Is there a central Active Directory instance that holds all user information or are there multiple instances covering individual departments or groups? How many total GAL contacts exist? Are there other corporate directories?  Where are they stored and in what format?

Answer:  There are currently two domains that need to be supported.  The domains are equal and there is a central directory for each domain. 

There are approximately 15,500 users across both domains. 

Yes, there is another Domino directory that contains group mail lists as well as our Active Directory.

5. Question: Page SOO-3 “Approximately 9,300 accounts are also accessed via BlackBerry phones”:

a. Are all phones integrated with the Lotus Domino/Notes/Sametime system requiring migration BlackBerry smartphones? If there are non-BlackBerry devices, please specify the model of device(s).

Answer:  Each Blackberry is used to access our email and Sametime environment.   Please refer to our clarification under Question 2, above.

b. Are all BlackBerry devices running BlackBerry software version 4.5.0 or higher? If no, quantify how many devices do not meet or exceed this software version level.

Answer:  Not all Blackberry devices are running at that level.  At this point 1071 devices do not have 4.5.0 or higher.

c. How many BES servers are there? Are there the same quantity of licenses as active servers? If no, please clarify.

Answer:  We currently have 14 BES servers and all have the required licenses.

d. Are all BES servers configured within a single BlackBerry Domain? If not, describe the criteria used to group servers and how many SQL database servers are provisioned to serve BES.

Answer:  Yes, all BES servers are configured within one Blackberry Domain.

e. How are users distributed among BES instances? Are there any policies which govern their assignment?

Answer:  Users are setup by locale and proximity to where their email server resides.  No specific policies exist.

6. Question: Page SOO-3	In the current environment, what is the average number of tier 1 & 2 email/calendar/contact calls per month received by the GSA Help Desk?

Answer:   We expect the tier 1 and 2 calls to be resolved by GSA in-house helpdesk. Average number of  tier 1 and 2 calls per month to the help desk is 265. 
 
7. Question: 	Page SOO-3, Item 4.1.1.1. Is the Government specifying Microsoft Active Directory domains or SMTP email domains (or both) with the statement "Provide enhanced and state-of the-art email functionality in a multiple domain environment?”

Answer:   GSA requires a solution that will provide functionality as required in the objectives of the solicitation.  The use of a Statement of Objectives (SOO) provides industry with a wide range of technical and business solutions that they may offer within those objectives.  Your solution should include a clear understanding of how it should work and why it is a superior approach that meets or exceeds our functional requirements.

8. Question: Page SOO-4, Item 4.1. Does content retention, which is subject to the litigation regulations, follow only U.S. Regulations?
 
Answer:  For the purposes of this RFP we must adhere only to regulations of the United States government.

9. Question: Page SOO-4, Item 4.1.2. Provide 24x7 trouble shooting service for inquiries, outages, issue resolutions, etc. What is the current volume of Level 2-3 help desk calls and service requests on a monthly basis?

Answer:  Level 2 calls will be handled by internal GSA helpdesk.  We do not have data on the number of calls that must be escalated beyond the GSA helpdesk, but assume an experienced provider will have historical information to estimate the need based on the number of users.

10. Question: Page SOO-4, Item 4.2.2. Provide security controls that are confirmed to meet the security standards for Moderate Impact systems as described in NIST SP 800-53 with an accepted Certification and Accreditation (C&A). At what point is the NIST SP 800-53 to be completed?

Answer:  The Offeror chosen will need to have this completed 45 days after award.  Refer to paragraph 2.4.2.2- Objective 15.

11. Question: Page SOO-4. The Government states a requirement to integrate with a multi-domain environment.  How many domain’s/forests are currently deployed?  Are these Active Directory Domains?

Answer:   There are currently two domains, both are Active Directory. 
  


12. Question: Page SOO-4. Email Archival: Will all of the seats require the same level of archival support?  On page 4 of the SOO limited archival storage is mentioned.  What is the duration (retention) of this unlimited storage? 

Answer:   Not all users have the same volume or require the same number of emails to be archived.   We expect offerors  to propose the best archiving solution, including options for extended retention.  

13. Question: Page SOO-4. We assume GSA is interested in a service that offers a dedicated solution to provide the desired security capabilities.  Please confirm. 

Answer:  We are not requiring a dedicated solution.  

a. Do all users have access to the same Global Address List records from BlackBerry devices?

Answer:  Yes, all Blackberry users have access to the Global Address List. 

14. Question: Page SOO-4, Item 4.1.2- 7.  What scopes of data categorized as “essential” exist other than emails with a litigation hold that may need to be migrated? What is the criteria to determining what additional data is “essential” and if it needs to be migrated?

Answer:  In addition to the Litigation Hold email, GSA is  requiring contact and calendar entries to be migrated.   If there is any data beyond these items that would make a more seamless transfer, GSA expects that to be proposed. 

Please note that additional migration services may be offered under optional services (refer to Attachment 9, A9.3.)

15. Question: Page SOO-6, Item 4.3.1-21, can GSA provide more detail on the scope of these metrics, e.g. are these project management based metrics, or solution based metrics?

Answer:  GSA expects operational and performance SLA’s and metrics to be included in the proposal.

16. Question: Page SOO-8, Item 5.6 (f). Will all BlackBerry Enterprise Server instances in the solution be hosted domestically?

Answer:  They need to be hosted domestically whether GSA or new solution provider manages the servers. 



RFP Section- Attachment 1 Features and Functions

17. Question: Page 3, Item 1.02. Is it permissible for end users to utilize high fidelity mobile applications instead of low fidelity mobile browsers in order to improve user experience and productivity?

Answer: Yes, as long as those applications can meet security requirements and GSA internal testing. 

18. Question: Page 3, Item 1.04. Does GSA currently run a SAML aware Single Sign-on solution? (if so, what version)? Is there an Identity Management system in place at GSA?

Answer:  GSA will have an Identity Management system in place in September 2010.  It does SAML (version 2.0) and single sign-on. 


19. Question: Page 3, Item 1.04. In the features and functionality matrix, section 1.04, LDAP integration is mentioned.  Is this integration with Active Directory or another LDAP solution?

Answer:   The integration is with Active Directory.

20. Question: Page 4, Item 1.09 Vendor 24/7 Support for Government Technical Staff. Will the winning vendor’s support staff be allowed to utilize the existing GSA help desk systems for logging and tracking tier 2 calls?

Answer:  No.

21. Question: Page 4, Item 1.09. Can the government clarify that the vendor is only provide a help desk for technical staff? If there are issues with software installed on the users desktop to provide the offline capability desired in feature 2.13 Offline Capability, will the vendor be required to send troubleshoot the user’s workstation or would the vendor support others doing the local troubleshooting?

Answer:  Troubleshooting of user problems will be down by GSA.   Only level 3 calls will be escalated to the Contractor.  Any contact with the Contractor will be with GSA technical staff, not the end user.

22. Question: Page 5, Item 1.10. What specific email open data format is the GSA referring to?

Answer:  The Offeror should provide the open format(s) they propose.  The purpose of this requirement is to have a format that is not proprietary.

23. Question: Page 5, Item 1.11. Does this requirement mean physical or logical data segregation/separation?

Answer:  GSA is interested in an offerors best technical and business solution.  The Offeror should propose, explain, and defend their selected methodology.

24. Question: Page 5, Item 1.13. What is the scope of this content filtering and flagging requirement?  Assume this is intended for inbound and outbound email and for the metadata tagging of email within a users email corpus through the use of content filters. Does automated tagging include collaboration document content stored within the cloud based offering?

Answer:  This Item is not marked as a requirement; therefore, the Offeror may describe what their solution can provide.  

25. Question: Page 6, Item 1.14. Please elaborate on "fully unified messaging of voice and email message" - Unified communications could be as simple as allowing the voice mail server to send voice messages to the users inbox via a mail protocol or could be as full featured as providing text to voice transcription of emails to a user that calls into the message system.

Answer:  GSA seeks a robust solution, with the minimally acceptable solution providing access to voicemail messages via the inbox.  We expect the offeror to describe the capabilities of their solution.

26. Question: Page 6, Item 1.16. What type of Instant Messaging networks/platforms would need to be supported for interoperability between internal & external users?  Would these be commercial services such as Yahoo, AOL, MSN, etc..., corporate IM services like Lotus SameTime, standards based services that utilize XMPP, a combination, any or all?	

Answer:  GSA is not prescriptive on this requirement. We expect the Offeror to describe what their solution can provide.  

27. Question: Page 6, Item 1.17. What browser plugins and versions are enabled for the web browser?  Specifically, is Flash included?

Answer:  We expect the offeror to describe what their solution can provide.  Flash is currently supported in our existing environment.   

28. Question: Page 7, Item 1.20. Could the government clarify whether the email needs to be synchronized with each site in near real time? Would it be acceptable to split users between the sites and in the event of a failure recover the failed site from tape at the available site?  Does archiving capability need to be synchronized in near real time between sites? 

Answer:  The environment needs to be resilient and provide access from anywhere at any time (refer to Attachment 9, A9.1.1.2).

29. Question: Page 7, Item 1.21. Could the government clarify if email resides inside or outside of the Trusted internet Connection (TiC)?

Answer:  There is no specification or constraint describing where email resides.  From the GSA perspective, if the service is a cloud service, it does not matter where the email resides.  For intra-GSA user Email & Collaboration applications,  that traffic does not have to cross a GSA TIC facility, however External email that is exchanged with GSA email users must cross a GSA TIC facility since this is considered external communication and as such must be routed through a TIC facility.  

30. Question: Page 7, Item 2.01. Does archive refer only to IBM DB2 CommonStore for Lotus Domino from SOO-2 that is less than 1 terabyte or does it include other archives as well?  

Answer:  The terabyte of litigation hold data is for CommonStore data only.  

31. Question: Page 8, Item 2.02. Can the government clarify that they are hosting and retaining all BES servers so the vendor is only supplying the interface? Does the vendor need to support the blackberry devices? 

Answer:   The defined requirement is for a viable interface.  The proposed solution may also provide an Optional Service Offering that supports  the Offeror hosting the BES servers.  See also the answer to Question 2, above.

32. Question: Page 8, Item 2.02 Blackberry Interface. Will the Blackberry devices, CALS, and BES Servers be GFE and hosted in a government data center; or does the government intend for the contractor to provide and manage these items in the contractor's facility?

Answer:  The defined requirement is for a viable interface.  The proposed solution may also provide an Optional Service Offering that supports  the Offeror hosting the BES servers. See also the answer to Questions 2 and 31, above.

33. Question: Page 8, Item 2.02. (14.1) What other policy configuration requirements or security requirements do you have besides FIPS 140-2 as stated? (14.2) 

Answer:  There are no other requirements than those stated.

In reference to “Describe the documents your solution supports and any limitations in integrating BES services”, clarify what is meant by “documents your solution supports”. Is this asking what type of document formats are supported as attachments and/or are viewable on the BlackBerry handheld?

Answer:  Yes, the term ‘documents’ refers to the formats supported.

34. Question: Page 9, Item 2.10. What is the current inbox size limit? Does GSA intend to migrate all mailbox data, or only a specific time-frame of data (e.g. most recent 30 days of email data)?

Answer:   We do not currently have a limit on the size of an inbox.   It is anticipated that some user email will also need to be migrated.  Your solution should allow for that and describe the alternatives so that GSA can make decisions on an approach based upon your proposal and GSA’s  business requirements.  See also Attachment 9, A9.1.1.4 Tab D Data Migration Plan and Recommendations as well as A9.3.5 Data Migration Services.

35. Question: Page 9, Item 2.10. It states, “The current e-mail infrastructure is site specific”, How many Domino servers exist at your data centers? How are users assigned and distributed to a Domino server?

Answer:   Refer to SOO-2 for background.   We don’t believe the current hardware infrastructure is particularly relevant for the new solution since the solicitation is not seeking a replacement of that design.  We have 44 email servers that are distributed in 17 locations.  Users are assigned by proximity to the 17 locations. 

36. Question: Page 9, Item 2.10. Does existing email refer only to the email stored on the Domino server?  Later in the same section the RFP states, “be capable of transferring current and other archived email data to the target system.”  What is the format of the “current and other archived email”?

Answer:  Yes, existing email refers only to email stored on Domino servers.  The existing and archived emails are stored in Domino.  A viable solution will have the capability to transfer (migrate) current and other archived email data (that is, archives besides the litigation storage in CommonStore).  See the answer to Question 34, above, and Attachment 9, A9.1.1.4 Tab D Data Migration Plan and Recommendations as well as A9.3.5 Data Migration Services.

37. Question: Page 9, Item 2.10 Data Migration Capability. Is the litigation hold data extracted from IBM Common Store in RFC 822 format? If not, what is the format? What is the current process for extracting this data and once extracted is it still considered unaltered?

Answer:  CommonStore utilizes DB2 for storage.  We use IBM email search for CommonStore and it is considered unaltered. 

38. Question: Page 9, Item 2.10. What type of medium is "other archived email data" stored on?  Tape, cartridge, drives, etc... If the "other archived email data" is on tape, what tape format(s) is/are used by GSA? (LTO, DLT, DAT/DDS, etc...)

Answer:  Any data that may be migrated resides on disk.

39. Question: Page 9, Item 2.11. By interval do you mean how long it takes for the out of office notification to be sent?

Answer:  Yes.

40. Question: Page 10, Item 2.16. Does GSA currently deploy any on-premise or hosted fax to email/email to fax servers or is the ability to scan or fax to and from email a new functionality that GSA is looking to provide?

Answer:   We currently have multiple disparate fax solutions but would like the Offeror to describe their solutions capability.

41. Question: Page 10, Item 2.16. Could you describe how GSA would like scan and fax capabilities to integrate with email?

Answer:   We currently have multiple desperate fax solutions but would like the Offeror to describe their solutions capability.

42. Question: Page 11, Item 3.04 Archiving. Please specify the requirement for length of time for archives and identify if there are different requirements based on role.

Answer: Currently, GSA retains this data for unlimited period of time and there are no roles-based rules.

43. Question: Page 13, Item 5.01. What version of Entrust services is GSA currently running / plans on running?

Answer:  We are currently running Entrust Managed SSP CA.

44. Question: Page 14, Item 5.04. What level of permanent data purge is considered sufficient for Assured Deletion?

Answer:  Given the different architectural designs of the email and file systems, GSA would like to the contractor to propose their solution.  Ideally, once a file is deleted it would not be recoverable using normal administrative tools and better yet it would not be recoverable using forensics tools.



RFP Section- Attachment 2 GSA CIO IT Security Procedural Guide 

45. Question: Page 5. It notes that for Cloud computing contracts additional controls not found in the guide may be required.  Are these additional controls detailed anywhere?

Answer:   All control requirements have been provided and/or referenced within the RFP.  No additional controls are required.

46. Question: Page 14, Section 1.5.2. It states, “The Contractor shall certify that applications are fully functional and operate correctly as intended on systems using the Federal Desktop Core Configuration (FDCC). This included Internet Explorer 7 configured to operate on Windows.” What is the roadmap for web browsers in respect to the FDCC?  Is there a provision for using an alternate web browser for specific applications, while maintaining the configuration of Internet Explorer 7 as the standard browser for existing applications?

Answer: There is no provision for alternate web browsers.  All applications must work with an FDCC hardened browser.  The roadmap is IE8 and the configuration requirements for this browser are identified in fdcc.nist.gov

RFP Section- Attachment 3 PWS Template 

47. Question: Page 1. Section 2.1 states: “Describe how your solution will meet each objective from the SOO.  Reference any other parts of your proposal submission that fulfill the objectives or describe how they will be fulfilled rather than replicate them here.”  The remaining portion of the section (2.1.1 through 2.1.3) has an entry for each of the 21 SOO objectives.    Do you expect the vendor to describe how our solution will meet all 21 objectives individually by each sub section or are you looking for a generalized approach to be contained in section 2.1?

Answer:  Offerors are free to format their response in any way that assists the evaluators in ascertaining that all objectives have been met and that justifies how your solution fully meets them.  Repeated material is not desired or required, but clarity in the response is in the Offeror’s best interest.

48. Question: Page 1, Section 2, Sub-Section 2.1.1.1 #3. What is the current message store size of the existing mail system? What is the current mailbox size and content policy?

Answer:   The current email system is utilizing 18, 420 GB.  GSA currently does not impose a size limitation for the user’s inbox.  Auto-deletion is set at 60 days.

49. Question: Page 2, Section 2, Sub-Section 2.1.1.2 #s 3 & 7. What is the timeline for the systems/data migration? What is the data format in “CommonStore”?

Answer:  GSA anticipates beginning to test migration to the new system beginning approximately October 2010. Migration completion will be dependant on the offeror’s migration plan. CommonStore utilizes DB2 for storage.

50. Question: Page 2, Section 2, Sub-Section 2.1.2.1. Does GSA have an SLA/Requirement for uptime associated with this section?

Answer:  GSA expects that Offerors will provide SLAs for their solution that are competitive to those commercially available.

51. Question: Page 2, Section 2, Sub-Section 2.1.2.3 #s 16 & 17. What level of customization is required? What is the current environment for E-Mail and Office Automation Suites?

Answer:  Offerors are expected to describe the level of customization their solution is capable of providing.  The current environment is described in the Statement Of Objectives, SOO.2 Background and in Attachment 6, Approved GSA Software.

52. What will be the flow down clauses for this Order from the following Sections of the Alliant Contract? 

Section E - Inspection and Acceptance
Section F - Deliveries or Performance
Section H - Special Contract Requirements

Answer: All the clauses that apply to the Alliant Contract will flow down for this task order and will be incorporated at award; specifically those for Fixed Price and/or Time & Material.  This procurement does not allow for a cost contract type.

RFP Section- Attachment 4 GSA Approved Standard Software 

53. Question: The GSA Approved Standard Software attachment does not list an internet browser standard.  Does GSA have a browser standard and if so, what is/are the approved browsers?

Answer: IE7

54. Question: Is the service provider limited to use only software on the GSA Approved Standard Software list? 		

Answer: No. 




RFP Section- Attachment 6 Price Spreadsheet Template 

55. Question: Page 1. Can the government provide anticipated quantities for CLINS 001a through 001h that will be used in their price evaluation? 

Answer: The Government cannot anticipate all the possible pricing methodologies and therefore will not be providing the anticipated quantities that may be used in the price evaluation. Offerors shall provide their best pricing and describe any quantity discounts, if applicable. 

56. Question: Page 1. The requirement in Section 4.1.1 of the SOO specifies unlimited archiving; however CLIN 001b in the pricing table specifies Email with unlimited storage. Please clarify this inconsistency as unlimited email storage and unlimited archiving storage are two different offerings.

Answer:  Data would be either archived, or online, not both.  We expect solutions to describe optimum business solutions whenever possible. The Offeror should propose and explain their selected methodology.

57. Question: Indirect and Direct Costs were not addressed on the template.  Please advise.

Answer: GSA can envision a number of approaches that represent a valid solution and cannot anticipate all the possible pricing methodologies.   Offerors are expected to provide all prices in a detailed manner and to include appropriate Indirect and Direct costs as needed.  
  
RFP Section- Attachment 9 Detailed Proposal Instructions and Evaluation Factors

58. Question: Page A9-5, Section A9.1.2.2. This section states that the Offeror will also provide a comprehensive Implementation Communication Plan for the implementation of their service to GSA.  This plan must explain the means, methods, and time frames that the Offeror will use for all communications to GSA customers during the implementation period. Is it expected that offerors will provide a separate document, a complete Communication Plan as a part of their submission, and is this part of the Volume I, 130 page limit? Or, is this expected to be a high level overview of a detailed plan that will be provided post award?

Answer:  The Communications Plan is part of the 130 page limit.  For the purposes of evaluation a high level plan that provides the key elements will be acceptable and a more detailed plan will need to be provided post award.

59. Question: PageA9-5, Section A9.1.2.3. The following statement is made: “In this subsection the Offeror shall provide a subcontracting plan and describe the subcontract management process to be used under the Task Order.”The Alliant Contract in Section H.10 has approved and incorporated an Individual Small Business Subcontracting Plan. Would the GSA accept the copy of this agreement in the RFP response?

Answer:  Yes, the basics of that plan will suffice but please include what portions of this specific requirement you intend to dedicate to Small Business and provide the information as requested in Section A9.1.2.3.

60. Question: Page A9-6, Section A9.1.2.3 & Instructions to Offerors 7.1.1. Please confirm that current annual reports, certified balance sheets, latest audited financial statements, and profit and loss statements provided as part of offerors’ response to Tab C: Corporate Stability/Capability, are not considered part of Volume 1’s 130-page limit.

Answer:  Thank you for noting this inconsistency.  Those particular submissions should not be considered part of the submission’s page limit.  They should be submitted with Volume 6, Price Proposal. The instructions have been updated to reflect this change.  This requirement was deleted from Section A9.1.2.3 and a new tab was added under Volume 6, Tab E: Corporate Financial Information.  

61. Question: Page A9-6, Section A9.1.2.3. Provide information pertaining to the proposed subcontractor’s financial condition and capability if subcontracts are valued at $100,000 or more”. If our subcontractor is a privately held small business, what information/documentation would suffice to prove their financial condition and stability?

Answer: This section has been revised. GSA expects each offeror to do the responsibility determinations of their prospective subcontractors. If any subcontracts are valued at $100,000 or more, please provide information regarding the subcontractors responsibility determination.  

62. Question: 	Page A9-7, Page A9-15, & Attachment 5. Given that successful past performance is a key indicator of future success, and a key factor in analyzing risk, will the government allow submission and evaluation of more than two past performance references?

Answer:  GSA will only evaluate two past performance references.  Choose those examples that best demonstrate your experience as it relates to this requirement.

63. Question: Page A9-8, Section A9.3. What contract type is required for optional services offerings?  We assume they can be a mixture of Firm Fixed Price and Time & Materials.

Answer:  Offerors are free to propose a mix of firm-fixed price and T&M pricing options. GSA expects offerors to propose competitive pricing in accordance with their commercial pricing practices and Alliant Contract that will be advantageous to GSA.  GSA has a preference to utilize Firm Fixed Price to the maximum extent practicable.  

64. Question: Page A9-10, Considering adequate competition per Alliant contract section B.7, as well as FAR Part 15.4 regarding commercial items, please confirm that this solicitation falls under the exceptions to cost and pricing data requirements as allowed in FAR 15.403-1(b)(1), 15.403-1(c)(3) and FAR 16.202-2(a).  Relative to the second paragraph of section A9.6.3, the terms “costs” or “fee” can be assumed to be the price and/or additional fees where applicable.

Answer:  This is not a competition under FAR Part 15.  It is assumed that some aspects of a solution may not be part of your Alliant contract CLIN structure and will require some price documentation. A9.6.3 has been revised to state that an offeror must fully disclose all pricing associated with the services offered.  The assumption of fees can be assumed to be the price and/or additional fees where applicable.
  
RFP Section: Instructions to Offerors

65. Question: 	Instructions.4 Evaluation Process	In order to ensure facilities and resource support is available for the Operational Capability Test (OCT); please provide a schedule for the OCT? 

Answer:  The OCT will be conducted by GSA staff.  Since an initial evaluation must be conducted for all Offerors prior to calling for the OCT, it is impossible to determine an exact time without knowing at least the number of offers we will receive (see Instructions to Offerors, Instructions.4 Evaluation Process). In accordance with Instructions to Offerors (Instructions.7).“Offerors should be ready and able to provide all proposed services on the date this RFP closes unless clearly noted as a future offering in the Features and Functions Matrix (Attachment 1).”  Offerors should be aware that GSA intends to request the OCT information as soon as a determination has been made for highly rated offers. 

66. Question: Instructions.4 Evaluation Process	Is the Government willing to provide test data for the OCT?

Answer:  The Government will conduct the test and provide any needed test data.

67. Question: Page 6, Is the submission of the Buy/Accessible GPAT template included in the page limit of 130 pages? Is there an incumbent? If, so, who is it? Is there a project manager affiliated with this project.

Answer:  Yes, the GPAT is included in the page limitation.  There is no incumbent since the current system is managed and provisioned by GSA. Yes, there is a project manager affiliated with this project.  

68. Question: What will be the place of performance for this Task Order?   What is the government anticipating being the Task Order Value for this effort?

Answer: The place of performance is CONUS.  GSA is not providing the independent government estimate.

General Questions:

69. Question: GSA eBuy Instructions state that “All products and services offered must be on your current GSA schedule contract.”  It also states:  “Please do not include open market items with your offer.” In the RFQ Description, however, it states: “This RFQ is issued pursuant to the terms and conditions of the GSA Alliant contracts for the purpose of entering into a competitively awarded Task Order.” Please verify if GSA Schedule pricing is still a requirement if this RFP is being issued under Alliant. 

Answer: The GSA eBuy instructions appear to speak only for GSA Schedule holders and do not take into consideration the GWACs. For the purposes of this RFP, the Alliant contract is the basis for task order award. Having a GSA Schedule is not a requirement for this procurement. 

70. In order to provide GSA a well thought out and developed customized solution, the Offeror requires answers to the questions above and an adequate period of time to create its response; therefore, the Offeror requests a three week extension to the proposal due date.

Answer:  GSA will not be able to provide a three week extension. However, we will extend the RFP due date to July 19, 2010.

71. Understanding that GSA is held to OMB mandates and executive branch office standards, the Trusted Internet Connection (TIC) initiative along with information security and other standards should apply to the Software as a Service (SaaS) solution created for GSA.

Answer:  Yes, the solution would need to work within the TIC environment.

72. If mail to and from a public solution is encrypted, will GSA engage the TIC “encrypted traffic analysis” feature to scan that traffic appropriately?

Answer:  Depending on what type of encryption is utilized, the TIC capabilities to decrypt such traffic may be employed.  GSA also has capabilities to decrypt and scan certain types of encrypted traffic (SSL) but we feel that the best solution for such traffic analysis is in the clear before entering the GSA email system or leaving the email system within a traditional email firewall/“store and forward” type analysis, versus per packet analysis. 
  
73. If the public Internet-shared SaaS solution is considered a non-secure Extranet connection, will GSA include added bandwidth requirements for MTIPS to be able to scan all traffic that goes to and from the GSA network to the SaaS solution? Furthermore, has GSA considered the impact of its Unified Communications & Collaboration plans on MTIPS bandwidth requirements?

Answer:  This is a new solution and GSA has no historical data to determine impact on MTIPS.  It is requested that the offeror include any known impacts in their proposal.   

GSA plans to add additional bandwidth when migrating to TIC facilities, among other reasons, to handle unified communications and collaboration traffic.  The anticipated TIC model will be based on a scaleable bandwidth architecture such as MPLS, so the expectation is to be postured for growth, including the additional unified communications and collaboration traffic loads.        

74. If the SaaS solution is considered a secure end or node on GSA’s network, does GSA have expectations as to how email coming to and from that public Internet solution will flow through their MTIPS solution?  If so, can you please provide details?

Answer:  If the SaasS solution is within GSA’s network, the public Internet traffic will need to flow thru a GSA TIC facility (such as offered by Networx MTIPS.  ) While technically any sites behind any TIC portal can setup private communications channels per the TIC reference architecture., it would make much more sense to keep the GSA email traffic on the same TIC facilities (Einstein, SOC, etc.) as the rest of the GSA external connections, rather than considering a multi-TIC solution. 
  
75. If a vendor proposes a private network solution behind the TIC portal where internal traffic stays internal, will the solution have to be dedicated for it to be considered a private node on the GSA network or can a shared solution be proposed?

Answer:  A shared solution would be acceptable as long as the architecture met the TIC mandate.  The issue of a shared solution lies within guarantees that external GSA email traffic does not share external bandwidth pipes with the other customers of a shared solution.  If GSA buys 1Gig of TIC facilities, no non-GSA email traffic should be present in that 1 Gig… Each customer of a shared solution would need their own distinct TIC bandwidth.    

76. Expectations for email security including spam, virus, malware, etc. scanning and protection are noted.  What are the requirements for quarantining emails and for accessing those emails that have been quarantined?

Answer:  GSA is interested in seeing your solution’s capability in this area.

77. Please verify if mailbox servers, mailbox storage, archiving servers, and archiving storage must be within the FISMA data center boundary.

Answer:  Yes, all servers and storage must be within the FISMA boundary.  

78. Will GSA consider contracting for a minimum seat count per month?

Answer:  Yes, GSA would consider such a proposal among others.

79. Will GSA consider a multi-year base period?

Answer:  This requirement is for one year with four option years.  

80. Unlimited mailbox storage along with archiving may represent significant redundant costs related to storage.  Online email storage is often more costly than archive storage.  Does GSA have a retention policy short of “unlimited” that could be proposed to better control associated costs and pricing?

Answer:  Data would be either archived or online, not both.  We expect solutions to describe optimum business solutions whenever possible.

81. Could incremental storage above this minimum level be made an “optional” pricing line item?

Answer:  Offerors are free to proposal a variety of pricing methodologies and Optional Service Offerings.

82. If a data center went off line (e.g., for a week), what level of functionality does GSA expect from its geo-redundancy requirement?  For example, is automatic failover required?  Does GSA require continued single sign-on with user name and password remaining the same?  Also, must all mailbox and archived data be available?

Answer: GSA is seeking a robust solution which can ensure resiliency, redundancy, and reliability as defined in the offeror’s SLAs.  Automatic failover is required and it should be transparent to the end user.  Email is considered a mission essential function for GSA (refer to Attachment 9, 9.1.1.2).

83. Do GSA security requirements (FISMA, NIST, etc.) mandate that the solution has to be dedicated to GSA or federally shared only with appropriate logical separations?

Answer: GSA does not believe the security requirements necessarily require dedicated solutions.  The Offeror’s description of their technical solution will need to pass the necessary privacy and security requirements as outlined in the RFP.

84. If GSA chooses shared public Internet cloud-based solution, will GSA consider that solution part of its “TIC Internal Zone” on its network with encryption to and from GSA email servers or will GSA consider it an “External Zone” or extranet to the GSA network?

Answer: TIC reference architecture provides for VPN, etc. to extend the GSA network, and be considered internal/trusted IF and ONLY IF the external network is owned and managed by GSA.  If the solution includes shared resources, it may not be considered internal to TIC compliance auditors.  Therefore any external solution will need to be dedicated to GSA in order to be considered as part of the TIC internal Zone. 

85. Are applications implemented in Lotus Notes, such as vacation approval workflows, in scope for this task order?  

Answer:  No.

86. Shall users connect to the email and collaboration solution from any system and/or device, including personal devices and desktops, or from GSA controlled systems and devices only?

Answer:  Connection may be from non-GSA devices.

87. Does GSA currently plan on running and maintaining the existing Lotus Notes environment for a period of time following the migration?

Answer:  Yes, if the resulting system is not a Lotus Notes solution, we anticipate maintaining that environment for a period of time. 

88. What is the scope of the security background check and the associated risk-based BI?  Will the investigation(s) be applied only to on-site contractors working at GSA?

Answer:  The scope of the background investigations will be dependent on the type of position and may include NACI, MBI, or LBI.  The background investigation will not only be limited to onsite contractors working at GSA.  It will include anyone who has access to GSA, individuals with privileged access, and anyone else who poses a potential risk to the system.  Exact roles that need background investigations will need to be determined based on the architecture.    

89. Question: The FISMA and associated security requirements noted in the RFP suggest a dedicated environment.   Is this the intent of the solicitation?

Answer: No.  

General Mobile Access Questions:

90. Will Research In Motion BlackBerry Enterprise Server, Microsoft SQL Server, and server hardware resources integrated with the solution be government furnished equipment (GFE)?

Answer: The defined requirement is for a viable interface. If this is your approach then GSA would continue to own and maintain the BES environment.  If your proposed solution supports  the Offeror hosting the BES servers, then those would not be provided as GFE.  See related answers to questions 2 and 31 above, and Attachment 9 A.9.3.1.

91. Does GSA intend to have BES leverage virtualization in the new implementation, with or without the addition of new hardware resources to meet specifications required for the applications?

Answer: This will be solution dependent (see question 90 above).  GSA will consider any hardware changes that are required based on the offeror’s solution and recommendations.

92. Does GSA utilize Push-to-talk services such as Sprint Nextel Direct Connect?

Answer: No

93. Mobile Applications are generally not compatible with PKI or SSO. Is it permissible for the solution to utilize mobile apps that require the same credentials as the SSO, but do not present the SSO interface?

Answer: Yes.

94. Does the government impose a maximum mailbox size on users or a maximum attachment size? If so, please specify these maximums. 

Answer: GSA does not impose a maximum mailbox size, nor do we limit the attachment size.

95. Could the government clarify how long emails should remain in a user’s email box before being archived? 

Answer: GSA is not prescriptive on this requirement. We expect the Offeror to propose the best archiving solution.  

96. Could the government specify how much storage is consumed by the current email system? 

Answer: 18,420GB

97. Are there any requirements for backup or offsite retention of tapes to recover items such as corrupt email boxes? If so, what is the recovery point objective? 

Answer: GSA is seeking a robust solution which can ensure resiliency, redundancy, and reliability as defined in the offeror’s SLAs. GSA is interested in an offerors best technical and business solution.  The Offeror should propose, explain, and defend their selected methodology.


