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A9
Detailed Instructions AND EVALUATION FACTORS
A9.1 
Instructions for Volume 1

This volume will be used to evaluate the technical capabilities of the Offeror as well as the functions and features of the services being offered.  The Offeror is encouraged to propose innovative solutions that meet GSA’s objectives for this procurement.  In formulating its technical and management solution, Offerors should consider all available information from the Statement of Objectives, Attachments to the RFP, and industry best practices.  

A cover letter shall accompany the Technical/Management Proposal to set forth any information that the Offeror wishes to bring to the attention of the government.  The cover letter shall also stipulate that the Offeror’s proposal is predicated upon all the terms and conditions of this RFP.  In addition, it must contain a statement that the Offeror’s acceptance period is valid for at least 180 calendar days from the date of receipt by the government.  
A9.1.1
Technical Approach (Volume 1, Part I)

A9.1.1.1
Tab A: Features & Functions Matrix
The Offeror shall complete and return Attachment 1 Features & Functions Matrix to demonstrate its approach for meeting GSA’s mandatory technical requirements as well as extended features and functions included in the Offeror’s proposal.  The Offeror shall use the Features & Functions Matrix provided in the RFP to cross-reference desired features and functions to their proposed solution.   Instructions for completing the Features and Functions Matrix are included in Attachment 1.
A9.1.1.2
Tab B: Resiliency, Redundancy, and Reliability 

The Offeror shall describe and demonstrate the robust nature of its technical solution and demonstrate how its particular approach will ensure that the Offeror’s Cloud services can deliver the resiliency, redundancy, and reliability defined in the Offeror’s SLAs.  The Offeror shall affirm that all data at rest will reside within the contiguous United States, the District of Columbia, and Alaska (CONUS).  The Offeror shall provide a description of the infrastructure (hardware and software) architecture and network specifications (including a minimum of two data center facilities at two different and distant geographic locations), access points, and connectivity, or other relevant technical details to show evidence of the ability to provide services required.  

The Offeror shall describe its solution for redundancy and reliability including disaster recovery and continuity of operations strategies, plans, and tests.  The Offeror shall describe best practice and business considerations they recommend from their experience in the storage of non-email related objects (such as voice mail, images, video, etc) and which represent a reasonable and practical management approach.

The Offeror shall describe its philosophy and approach to technology refresh, patching, and upgrades as well as the Offeror’s controls for testing and deployment of new technologies/releases.  

A9.1.1.3
Tab C: Privacy, Security, and Section 508 Compliance
The Offeror shall describe its understanding of and preparation to comply with the government’s requirements for privacy protection, security readiness, and accessibility compliance (Section 508).  

Offerors shall fully describe their approach to meeting the Privacy and Security Objectives listed in SOO.4.2.2 and for supporting the Constraints described in SOO.5.  The Offeror will describe the normal methods it uses to clear personnel for access (background checks, etc.)  

Offerors shall fully describe the methods, processes, and tools used to implement the security controls and control enhancements listed in the table below at the Moderate Impact level, as described in NIST SP 800-53, Rev. 3, and amplified in the agency-specific guidance provided in GSA’s CIO IT Security Procedural Guide CIO-IT Security-09-48, Security Language for IT Acquisition Efforts (see Attachment 2).  For each control, the Offeror shall also state whether the security control implementation is a standard part of the Offeror’s service for e-mail and collaboration tools or is provided as an optional service offering, and if so, what optional service offerings are proposed for implementation of that control.  For example, for AU-3 (Content of Audit Records), if the content of audit records is selectable and can be tailored to the customer’s requirements, explain what selection and tailoring distinctions are available. If the Offeror maintains metrics for the effectiveness of particular controls, the Offeror shall describe the control metrics and demonstrate the relevance of the metric to the effectiveness of control in reducing security risks. The security controls for which a full description is required are listed in the table below, along with the minimum security control enhancements for Moderate Impact systems.  If additional control enhancements beyond the minimum are offered, the other enhancements should be described as well.

	Control Identifier
	Security Control Title
	Minimum Security Control Enhancement(s)

	AU-3
	Content Of Audit Records
	Control Enhancement 1

	CM-3
	Configuration Change Control
	Control Enhancement 2

	IA-2
	Identification And Authentication (Organizational Users)
	Control Enhancements 1, 2, 3, 8

	IR-7
	Incident Response Assistance
	Control Enhancement 1

	PE-3
	Physical Access Control
	None

	PS-3
	Personnel Screening
	None

	SC-12
	Cryptographic Key Establishment And Management
	None

	SC-17
	Public Key Infrastructure Certificates
	None

	SC-28
	Protection Of Information At Rest
	None

	SI-3
	Malicious Code Protection
	Control Enhancements 1, 2, 3

	SI-4
	Information System Monitoring
	Control Enhancements 2, 4, 5  6


Section 508 of the Rehabilitation Act of 1973 (29 U.S.C. 794d) technical standards, functional performance criteria, and information, documentation, and support requirements from 36 CFR part 1193 Subparts B, C, and D have been determined to apply to this acquisition.  Offerors must describe how their proposed Electronic and Information Technology (EIT) solution (deliverables as well as information, documentation, and support proposed in their EIT solution) meet at least those technical provisions, functional performance criteria, and information, documentation, and support requirements identified in the Government or Vendor Product/Service Accessibility Template (GPAT/VPAT).  The GPAT is found in Attachment 7 of this RFP.

A9.1.1.4
Tab D: Data Migration Plan and Recommendations

Provide a Data Migration Plan.  The Offeror’s Data Migration Plan shall address security and privacy of data, data reconciliation and cleanup, timing, duration and scope of testing and parallel operations, the development of automated tools to support data migration and the responsibilities and authority of persons participating in the data migration. The migration approach shall also address post-migration error correction contingencies.  The Offeror’s Data Migration Plan shall include two parts.  

Part 1 of the Data Migration Plan shall include the Offerors’ proposal for the establishment of user accounts and transfer of contact and current calendar information from the existing to the target system.  This plan will also include the transition of Litigation Hold data in the CommonStore facility.  The Offeror shall include the execution of Part 1 of the Data Migration Plan as a separate line item in their price proposal as part of their implementation.

Part 2 of the Data Migration Plan shall include one or more recommended methodologies for migrating e-mail (archived and current), archived calendar information, and other data or configurations to the target environment.  The Offeror shall explain the technical approaches for executing this data migration strategy.  Note:  If the Offeror chooses to propose an Optional Service Offering for the execution support to migrate data, these services should be proposed in Volume 3 (see A9.3) and separately priced as Optional Service Offerings in the Price Proposal.

A9.1.1.5
Tab E:  Interoperability 

Discuss the methods used and provide examples of how well your solution interfaces with commercial market applications, GSA’s approved standard software, and GSA’s network infrastructure.   A list of standard software approved for use within GSA is provided as Attachment 4 GSA Approved Standard Software.
A9.1.2
Management Approach (Volume 1, Part II)

The management approach will determine the capability of the organization to manage the fulfillment of the objectives of the Statement of Objectives (SOO).  The Offeror’s proposal shall demonstrate the knowledge, capability and experience regarding the RFP requirements as well as the Offeror’s corporate viability.  

A9.1.2.1
Tab A: Service Level Agreements (SLAs)

The Offeror shall provide in this part of its proposal all SLAs related to the comprehensive list of the services that the Offeror proposes to fulfill the objectives of this RFP.  The Offeror shall provide standard industry metrics and measures for establishing performance levels for each service.  In addition, the Offeror shall provide SLAs related to notifications of security breaches, compromises of data, and corruption of data, which clearly define who is responsible to provide the remedy to the impacted accounts where individual Personally Identifiable Information (PII) is exposed.  The Offeror’s SLAs shall include metrics related to resolving issues with service and clearly define the Offeror’s escalation policy and procedures.  Further the SLAs shall clearly define how metrics and measures are calculated.

A9.1.2.2
Tab B: Customer Engagement Policy and Implementation Communications 
Plan  
The Offeror shall describe in detail its normal customer engagement policies and strategies and explain how their approach will provide value to the GSA.  The Offeror will provide a description of their strategy for communicating to GSA on technical, contractual, and service disruption or modification (upgrade) matters.  The description must explain the means, methods, and usual advance notification for various situations.

The Offeror will also provide a comprehensive Implementation Communication Plan for the implementation of their service to GSA.  This plan must explain the means, methods, and time frames that the Offeror will use for all communications to GSA customers during the implementation period.

A9.1.2.3
Tab C: Corporate Stability/Capability 

The Offeror shall demonstrate in this section of its proposal the corporation’s ability to provide GSA with the proposed services over a potential five (5) year period.  The Offeror shall describe in detail the capabilities and experience of the Offeror that establishes it to be competent to perform the services being solicited.  In this subsection the Offeror shall provide a subcontracting plan and describe the subcontract management process to be used under the Task order.  Large businesses will be required to partner with small business in providing some of the operational services (such as training and transition services).  It is mandatory that the Offeror be solely responsible for successful performance of the requirements in accordance with the provisions outlined in this RFP.  However, a summary list must be submitted describing proposed joint ventures, pooling of vendors, and/or subcontractors.  A detailed explanation regarding the administration and management of the proposed team must be provided.  

In addition, details of the business relationships that the Offeror has with these vendors and the duration of that business relationship should be provided.  The Offeror shall include an organization chart(s) depicting relationships between the Offeror and the vendors of the software, software integration, and installation.  

Finally, provide information pertaining to the proposed subcontractor’s financial condition and capability if subcontracts are valued at $100,000 or more.  The government is also interested in 1) the kinds of technical certifications the Offeror’s employees hold and the industry standards (e.g. CMMI, ITIL, etc.) maintained; 2) if the Offeror has filed for bankruptcy within the last 10 years and, if so, the circumstances surrounding the filing and the final outcome of that filing; and, 3) whether or not the company is currently involved in any pending litigation and, if so, the circumstances surrounding the litigation.  The Offeror shall furnish its D&B number, most current annual report, certified balance sheet, latest audited financial statement, and profit and loss statement.

A9.1.2.4
Tab D: Transition Strategy and Training Plan

Transition Strategy:  The Offeror shall include in this section of its proposal a description of its transition support service offerings and a strategy and plan for transitioning GSA to the new e-mail and collaboration Cloud service with minimal risk and disruption of business.  Where appropriate, the Offeror shall address how its service offerings will enable the rapid decommissioning of the associated legacy systems.  If relevant, the Offeror shall include a description of the alternative strategies considered together with the associated benefits and risks and the Offeror’s justification for choosing the proposed approach.  The Offeror shall describe the proposed schedule and tasks required to implement new capabilities and decommission legacy systems and explain how the schedule and tasks are aligned and integrated with the Offeror’s deployment and Training Plan.  The Offeror shall propose all necessary support and services to provide a successful and uneventful implementation to include planning, execution, and post implementation.  

The Offeror shall include in this section an exit strategy for transitioning and migrating away from the new Cloud services environment should this be required in the future. The Contractor shall affirm that they will exercise its best effort, and cooperate in all activities necessary to coordinate and phase-in task performance by a successor party, such that an orderly and efficient transition occurs between the Contractor and the successor performing party.    The Offeror shall explain the approach or options for continued access to archive or litigation hold data.  The Offeror will cooperate in a periodic test of the exit strategy on a small percentage of the accounts.

Training Plan:  As part of its transition strategy, the Offeror shall provide a Training Plan that describes the standard training or educational tools and mechanisms which are normally provided as part of the base solution (at no additional cost.)  The Training Plan should clearly identify the target audiences (technical and system administration staff or end user) for each training approach.

The Training Plan should also present any recommendations for more detailed technical, hands-on, or classroom training where the features in the proposed service offerings warrant additional effort.  Training available at additional cost should be identified and described here as well as being offered under the Optional Service Offering, A9.3.4 Additional Training.  If no or limited user transition support or training is being offered in the proposal, the Offeror should provide known sources with a history of transitioning and/or training users in similar implementations.  

A9.1.2.5
Tab E: Operating Organization
The Offeror shall provide an overview of the operating structure and geographical locations of the firm at the national, regional and local levels and years in business.  The Offeror shall also include in this Tab:

Contact Information:  The Offeror shall include the name, title, street address, city, state, zip code, telephone number, fax number and e-mail address of the company officer that will be the primary contact person for the proposal as well as the name, title, street address, city, state, zip code, telephone number, fax number and e-mail address of the company officer that will be the primary project contact person for the duration of the implementation of the proposed system.  

Sample Invoice:  The Offeror shall include in this section of its proposal a copy and detailed explanation of a sample invoice (sanitized of any or customer price information) for the types of services discussed in this RFP. 

Roles and Responsibilities:  The Offeror shall provide a table, document, or chart that clearly describes activities (transition, training, ongoing operations and maintenance, etc.) and the associated roles and responsibilities for each.  It should delineate separate or joint responsibilities assigned to the offeror and/or the government. 
A9.1.2.6
Tab F: GSA Administration of Cloud Services
The Offeror shall provide a detailed description of the toolset proposed for administration, performance monitoring, and control.  The Offeror shall explain which tools are for use by the Offeror, which tools are to be used by GSA System Administrators, or those for use by both in a chart or table.  The Offeror shall also describe the operational processes associated with these tools.  The Offeror shall describe and illustrate with examples the kinds of reports that provide both current and historical status and volume of trouble calls, changes, and resource utilization.

A9.1.2.7
Tab G: Relevant Experience and Past Performance 

The Offeror shall provide two examples of previous contract engagements where the Offeror provided or is providing services similar to those required in this RFP.  The Offeror shall include a detailed description of each effort, the services and support provided, an explanation of why the experience is relevant in demonstrating the Offeror’s capabilities for fulfilling the objectives stated in this RFP, and the dates of engagement (period of performance).  The Offeror shall provide the Contract Type (Firm Fixed Price, Time & Materials; Cost Reimbursable, Cost plus award fee, definitive contract, task order, etc.) and estimated contract value for each engagement. In addition, the Offeror shall describe the past performance and explain why the engagement was successful.  A template for providing the necessary information for the two examples is provided in Attachment 5 Past Performance Form.

A9.2
Performance Work Statement (Volume 2)

In this part, the Offeror shall provide its proposed PWS describing the activities and measurable outcomes required to implement and perform its proposed solution.  A mandatory template for the PWS has been provided with this RFP as Attachment 3 Performance Work Statement Template and already contains the objectives.  The PWS shall include a level of detail sufficient to manage the work performed as well as producing the associated deliverables and reports.  In addition, the Offeror shall provide a milestone schedule for the completion of the mandatory work required to transition to the new, fully operational capability.  The Offeror's PWS must comply with the GSA CIO IT Security Procedural Guide CIO-IT Security-09-48, Security Language for IT Acquisition Efforts (see Attachment 2) as required for a Moderate Impact system and include all required language from that guide as already included in the supplied PWS template as Section 5 and Section 6.  The PWS should follow the general guidelines of the Evaluation Factors found in the detailed instructions of this Attachment.
A9.3
Optional Service Offerings (Volume 3)

The Offeror may choose to submit Optional Service Offerings in Volume 3 of their proposal.  This volume shall include any additional service offerings related to the e-mail and collaboration Base Service offering proposed by Offerors.  GSA will make a business decision as to whether or not to exercise any of these Optional Service Offerings after task order award depending upon either their cost effectiveness or technical superiority to existing avenues of providing the service.   When offering these services the Offeror shall propose all necessary qualified personnel, facilities, access, equipment, supplies, services, subcontractors, and related administrative, information technology  support, and functionality to provide any optional services.  These services should be proposed as Optional Service Offerings that the government may exercise in addition to the mandatory requirements and be clearly and separately priced in the Price Proposal.  Examples of optional service offerings include but are not limited to:

A9.3.1
Blackberry Services

The Offeror may propose Blackberry services operations, which include messaging monitoring, disaster recovery, remote device wiping, systems management, and helpdesk call center support including remote management of customer Blackberry accounts and the operations and maintenance of the interface.

A9.3.2
Services for other Smart Phones

The Offeror may propose services for the operations of other Smart Phones that they support.
A9.3.3
Social Networking Integration

The Offeror may propose a collaboration system integrated with Social Networking (Web 2.0) capabilities such as RSS/ATOM integration, micro-blogging, display/synchronization of contact information located on Linked-In, Facebook, and Twitter, etc.

A9.3.4
Additional Training

The Offeror may propose additional training services that may have value to the government.

A9.3.5
Data Migration Services

The Offeror may propose data migration services to migrate existing e-mail and calendar data and archives to the target architecture.  These services are in addition to the mandatory migration of user ID and contact information and the IBM DB2 CommonStore® litigation hold storage.

A9.3.6
Other Optional Service Offerings

The Offeror may propose additional services that might be useful in achieving GSA objectives.

A9.4
Operational Capabilities Test Information (Volume 4)

After the most highly rated proposals are identified, Offerors still in competition for award shall be asked to provide sufficient access and information to allow GSA to perform an Operational Capabilities Test (OCT).  This effort is intended to demonstrate how readily the Offeror’s proposed service will fulfill the objectives of this RFP. The Offeror shall provide the government with a point of contact (providing their name, title, phone number, and e-mail address) and access to test accounts that can fully exercise the capabilities of their proposed solution.  The government will execute a standard set of test tasks against the provided service to verify capability and ease of use.  The test will include the Blackberry interface.  The Offeror shall provide ten accounts with standard user access and two accounts with system administration access to any status, performance monitoring, and resource utilization reporting capability the Contractor’s offering will provide.  The Offeror shall include in this section of its proposal, the materials, information, and documentation required to support the OCT.

This process will give the technical evaluation team an opportunity to:

 Clarify or substantiate any area(s) contained in the Offeror’s response;

 Verify the claims made by the Offeror in the proposal;

 Judge the ease of use and functionality of the solution;

 Demonstrate and evaluate the features of the services being offered; and,

 Confirm that the proposed solution is operational.

During the OCT, the government may formulate questions regarding the features and functionality of the Offeror’s proposed solution.  The government will provide Offerors with an opportunity to respond in writing to all government questions. 

All costs associated with providing the necessary access/capability for the OCT are the Offeror’s responsibility.  Representatives from the MITRE Corporation may be present as technical advisors during the technical evaluations and OCTs.  The results of the OCT will be documented in the technical evaluation documentation.

A9.5
Oral Presentation Materials (Volume 5)

If the government requests oral presentations, instructions for the supporting materials and the logistics of the presentation will be provided to Offerors with the most highly rated written technical proposals.
A9.6
Instructions for Price Proposal (Volume 6)

The Offeror’s Price Proposal shall contain the following tabs: 

A9.6.1
Tab A: Cover Letter 

The offer shall provide a cover letter signed by representatives of the Offeror authorized to commit the company to contractual obligations.
A9.6.2
Tab B: Price Proposal for Services 

The price proposal shall be consistent with the Offeror’s GSA Alliant Contract, inclusive of any discounts offered.  The Offeror shall provide an excel spreadsheet following the format provided in Attachment 6, Price Spreadsheet Template.  There are two CLINs with multiple sub-CLINs. CLIN 001 is the base service offering. The offeror shall provide pricing for all the mandatory capabilities.

CLIN 002 is the optional service offerings, if proposed.  Examples of such offerings are listed in this Attachment 9, A9.3 Other Optional Service Offerings (Volume 3).  Offerors must clearly identify and separately price all optional service offerings.  Optional service offerings should not also be included in the price for the base requirements.  Offerors may add rows to the spreadsheet, as needed.     

For both the base service offering and optional services, offerors must propose how services will be priced for the option years.

A9.6.3
Tab C: Price Supporting Documentation 

The information requested in the proposal is required to enable the government to perform a price analysis and ultimately to enable the government to determine fair and reasonable prices.  Along with Attachment 6 Price Spreadsheet Template, the Offeror is required to provide back-up documentation for each CLIN.  Where appropriate the back-up documentation shall detail the labor categories to be used, labor hours proposed by category, material and equipment costs, a cross reference to their pricing schedule under their Alliant contract, any additional discounts, and a total cost breakdown.  For commercial items not under the GWAC price schedule, please provide documentation of commercial rates.  
The offeror shall describe the overall pricing strategy and fully disclose all costs associated with the services offered. The offeror shall clearly show how fees are applied with a clear delineation of one time fees, annual fees, and continuing expenses based on utilization.  The following list of items is provided solely as examples, it is not an exhaustive list of items that may be covered by an offeror’s proposal. 
Examples:       Volume Discounts      Storage or transaction fees
                        e-Discovery Costs       Upgrade charges for software
                        Data Perfection           Fees for escalation of problems
                        Initial set-up                Litigation hold costs
A9.6.4
Tab D: Assumptions, Conditions, or Exceptions  

Offerors must submit, under a separate tab, all (if any) assumptions, conditions, or exceptions upon which the Price Proposal is based.
Evaluation Factors for award

A9.7
Method of Award

The government anticipates awarding a task order to the Offeror whose proposal is the most advantageous to the government, price and other factors considered.  Technical proposals will be evaluated based on the factors described below.  Price proposals will be evaluated in accordance with the considerations below.  Technical merit is more important than price.  Award may be made to other than the lowest priced technically acceptable proposal.  The selection decision will be based on the following factors:

(a)
Non-Price factors:

Factor 1: Technical Approach (Subfactors are listed in descending order of importance)

Subfactor a:  Features and Functions Matrix
Subfactor b:  Resiliency, Redundancy and Reliability
Subfactor c:  Privacy, Security, and Section 508 Compliance
Subfactor d:  Data Migration Plan and Recommendations
Subfactor e:  Interoperability 
Factor 2: Management Approach (Subfactors are listed in descending order of importance)

Subfactor a:  Service Level Agreements (SLAs)

Subfactor b: Customer Engagement Policy and Implementation Communications Plan
Subfactor c:  Corporate Stability and Capability
Subfactor d:  Transition Strategy and Training Plan

Subfactor e:  Operating Organization

Subfactor f:  GSA Administration of Cloud Services 
Subfactor g:  Relevant Experience and Past Performance 
Factor 3:  Performance Work Statement

Factor 4:  Operational Capabilities Test Results

Factor 5:  Optional Service Offerings

(b)
Price Factor

Order of Importance:  There are five non-price factors listed and numbered in descending order of importance.  Non-price factors 1 and 2 are of equal importance.  The subfactors in non-price factors 1 and 2 are listed in descending order of importance.  Non-price factors 3 and 4 are of equal importance and together are less important that factors 1 and 2 combined.  Non-price factor 5 is the least important of all other non-price factors.  The non-price factors, when combined, are more important than the price factor.

Note: Oral presentations (if conducted) will not be evaluated separately.  The information presented in the oral presentations will be considered and, where necessary, documented as part of the evaluation of non-price factors.

A9.7.1
Non-Price Evaluation Factors

A9.7.1.1
Factor 1 - Technical Approach

The Offeror will be evaluated on its technical capabilities as well as the capabilities of the offered services.  The Offeror will be evaluated on its innovative solutions and approaches to fulfilling GSA’s objectives as stated in the SOO.  The government will evaluate the Offeror’s Technical Approach to determine the manner and extent to which the Offeror’s proposed services (features and functions) and infrastructure will meet the government’s objectives as described in the Statement of Objectives (SOO) and the requirements in the RFP.  The government will also evaluate the extent to which the risks associated with the program are identified and mitigated against in the Offeror’s proposed solution.  

A9.7.1.1.1
Subfactor a – Features and Functions Matrix 
The government will evaluate the manner and extent to which the Offeror’s Technical Approach fulfills GSA’s requirements (see Attachment 1, Features and Functions Matrix).

A9.7.1.1.2
Subfactor b – Resiliency, Redundancy, and Reliability
The government will evaluate the manner and extent to which the Offeror’s Technical solution delivers a robust design and demonstrates how its particular approach will ensure that the Offeror’s Cloud services can deliver the resiliency, redundancy, and reliability as defined in the Offeror’s SLAs.  The government will verify that the Offeror’s solution includes the minimum requirement for two data centers in CONUS.

A9.7.1.1.3
Subfactor c – Privacy, Security, and Section 508 Compliance Readiness
The government will evaluate the manner and extent to which the Offeror’s Technical Approach fulfills GSA’s privacy, security, accessibility (Section 508) requirements.  

Specifically, the government will evaluate the proposed solution’s adherence to requirements for protecting Personally Identifiable Information (PII) and to the Privacy Act, Title 5 of the U.S. Code, Section 552a and applicable agency rules and regulations.
Specifically, the government will evaluate the proposed solution’s ability to maintain a secure hosting environment and for meeting the security standard for Moderate Impact systems as described in NIST SP 800-53 as well as the Offeror’s approach for obtaining accepted Certification and Accreditation (C&A).  The description of security controls required under Attachment 9, A9.1.3 will be considered representative of the Offeror’s capability to meet the full range of security control requirements for a Moderate Impact IT system, to be detailed in the required documentation after task order award.  For the subset of security controls listed in Attachment 9, A9.1.3, Offerors will be evaluated on the demonstrated completeness of the implementation of the listed security controls, including minimum required and additional security control enhancements, and on the adherence to applicable NIST standards and GSA standards described in GSA’s CIO IT Security Procedural Guide CIO-IT Security-09-48, Security Language for IT Acquisition Efforts (see Attachment 2).  If the Offeror’s proposal includes metrics for the effectiveness of particular controls, the proposal shall also be evaluated on the demonstrated relevance of the metrics to the effectiveness of controls in reducing security risks.  The government will evaluate how well the Offeror demonstrates an understanding of the government Privacy requirements and the manner and extent to which the Offeror’s solution meets those requirements.

Specifically, the government will evaluate the manner and extent to which the Offeror’s solution meets the Section 508 requirements.  Responses to this RFP will only be considered for award after it has been determined that the proposal adequately addresses the requirements for Section 508. Only proposals which contain adequate information to document their responsiveness to the Section 508 requirements (i.e. a completed GPAT or VPAT®) will be eligible for any additional merit consideration. Supplies or services delivered as a result of this RFP will be accepted based in part on satisfaction of identified Section 508 requirements for accessibility.  Note for Offerors:  generally accepted inspection and test methods corresponding to the identified Section 508 standards are reflected in the Buy Accessible Acceptance Guide found at Attachment 8.
A9.7.1.1.4
Subfactor d – Data Migration Plan and Recommendations
The government will evaluate the manner and extent to which the Offeror’s proposed Data Migration Plan and Recommendations fulfill the program objectives, satisfies the program requirements, and mitigates risk.  

A9.7.1.1.5
Subfactor e – Interoperability

The government will evaluate the manner and extent to which the Offeror’s proposed solution for interoperating with commercial market applications and GSA’s approved standard software and network infrastructure fulfills the program objectives and satisfies the program requirements.

A9.7.1.2
Factor 2 – Management Approach

The Offeror will be evaluated on its management approach and capabilities for fulfilling GSA’s objectives as described in the Statement of Objectives (SOO) and the requirements in the RFP.  The government will also evaluate the extent to which the risks associated with the program are identified and mitigated against in the Offeror’s proposed solution.  

A9.7.1.2.1
Subfactor a – Service Level Agreements (SLAs)

The government will evaluate the manner and extent to which the Offeror’s SLAs provide sufficient availability assurance, operational support, customer notification, escalation procedures, and metrics that demonstrate a highly robust offering for GSA that fulfills the program objectives and satisfies the program requirements.  The Offeror will be evaluated on the extent and completeness to which the Offeror’s SLAs define a basis for guaranteed performance as it relates to their solution and its availability (expressed as a ratio of activity time to measurement time).  The government will evaluate the Offeror’s SLAs to determine the extent to which the proposed metrics are meaningful to GSA’s business goals and the objectives of this procurement.  The government will evaluate the extent to which the Offeror minimizes GSA’s management burden by providing GSA with the tools required to effectively monitor the parameters of service described in the SLAs, identify violations, and calculate related penalties.  The government will evaluate the extent to which the Offeror’s SLAs include innovative penalty structures that incentivize performance.  The government will evaluate the Offeror’s SLAs to determine the extent to which they reflect industry standards.

A9.7.1.2.2
Subfactor b – Customer Engagement Policy and Implementation 
Communications Plan

The government will evaluate the manner and extent to which the Offeror’s Customer Engagement Policy will provide sufficient and responsive support to GSA that fulfills the program objectives and satisfies the program requirements.  

The Implementation Communications Plan should be sufficiently complete to allow for a smooth and informed initial transition. 

A9.7.1.2.3
Subfactor c – Corporate Stability and Capability

The government will evaluate the manner and extent to which the Offeror demonstrates corporate stability and those capabilities required to accomplish a smooth transition, provide a superior solution, maintain sufficient resources to fulfill the government’s requirements, shows the corporate dedication to superior technical service and best practices, and increases the potential for meeting program objectives.  

A9.7.1.2.4
Subfactor d – Transition Strategy and Training Plan

The government will evaluate the manner and extent to which the Offeror’s transition strategy and training plan provide confidence that a smooth transition has been sufficiently designed, has adequately identified and mitigated risks, is feasible, practical, complete, and executable, and fulfills the program objectives and satisfies the program requirements.  The government will evaluate the exit strategy provisions to insure they are adequate and practical and to determine the way in which they provide access to archive and litigation hold data.  The government will evaluate the adequacy of the proposed periodic testing of the exit plan.

A9.7.1.2.5
Subfactor e – Operating Organization

The government will evaluate the manner and extent to which the Offeror’s operating organization response fulfills program objectives.  The government will examine the response to see if it provides clear information about the firm, its representatives, and its invoice practices.  The government will evaluate the manner and extent to which the Offeror’s roles and responsibilities document clearly delineates the line of demarcation between government and Offeror in the project activities, providing a firm basis for the business.

A9.7.1.2.6
Subfactor f:  GSA Administration of Cloud Services 
The government will evaluate the manner and extent to which the Offeror’s description of the toolset and operational processes and reports proposed for administration, monitoring and control and their use in administration and monitoring of the service defines an effective and thorough operational capability that fulfills the objectives of the program.  

A9.7.1.2.7
Subfactor g – Relevant Experience and Past Performance

The government will evaluate the information provided to determine the extent to which the Contractor has demonstrated experience which is relevant to the objectives and requirements in this RFP, increasing the potential to successfully fulfill the objectives of the program.  Offerors with experience demonstrating completed implementations of solutions similar to the specifications identified in this RFP that supplied large enterprises with 10,000 or more e-mail user accounts will be of particular interest.
Additionally, the government will review information from the Past Performance Information Retrieval System (PPIRS) at www.ppirs.gov to evaluate the Offeror’s past performance.  The government reserves the right to interview program managers and Contracting Officers or other sources with knowledge of the Offeror’s past performance.

A9.7.1.3
Factor 3 – Performance Work Statement (PWS)

The government is looking for innovative and feasible solutions.  The government will evaluate the Offeror’s Performance Work Statement (PWS) based on its feasibility, practicability, innovativeness, and appropriateness in accomplishing the objectives of this RFP.  The government will evaluate the manner and extent to which Offerors applied industry standards and benchmarks in the development of the offered services.  Additionally, the government will evaluate the feasibility and innovation applied in the development of the PWS, effectiveness of the schedule, defined milestones and work approach.  The government will also evaluate the Offerors on the clarity of their approach and their ability to convey to the government their capability to perform the requirements of this RFP with minimal risk and yet with innovative and cost effective ideas. 

A9.7.1.4
Factor 4 – Operational Capabilities Test Results 

The government will contact Offerors with the most highly rated technical proposals following the technical evaluation of Factors 1, 2, and 3 to request the necessary information (Volume 4, see instructions at A9.4) so that an Operational Capabilities Test (OCT) can be accomplished by the government.  The OCT will be evaluated on the ability of the services to fulfill the objectives stated in the SOO and the requirements found in the RFP.  Any observations and findings from the OCT will be documented in the Technical Evaluation Report.

A9.7.1.5
Factor 5 - Optional Service Offerings

Offerors have been given an opportunity to provide optional services (see Instructions to Offerors A9.3 Optional Service Offerings (Volume 3)).  In order for the government to view these as viable offerings that may add value to the proposal (for best value consideration) or to eventually exercise any of these offerings (after a future award), these offerings must be evaluated.  Because they are not required of any Offeror, Optional Service Offerings hold the least weight in the technical evaluation.  No negative impact will be derived from failing to provide any such offerings nor will there be any negative impact for proposing any optional service that is not deemed advantageous.  However, Optional Service Offerings rated as acceptable and above may provide a positive impact to an Offeror’s proposal if they are found to add value.  While they will not be used in determining the most highly rated technical proposals, they may be used as part of the award decision.  Therefore the Technical Evaluation Team will document their evaluation of these offerings and may make some recommendations concerning the potential operational value they might represent.

A9.7.1.6
Oral Presentations

The government may ask Offerors with the most highly rated technical proposals to provide an Oral Presentation.  The purpose of this exchange would be to provide more clarity and enhance the government’s understanding of an Offeror’s proposal, and will only be conducted with Offerors whose proposals require additional clarification for which an oral presentation is warranted.  Offeror’s invited to participate will be requested to provide the individual who would act as principal point of contact for the company should they receive an award and any technical or operational staff that can assist with clarifications.  The Offeror will be provided with a list of topics and/or questions that relate to their proposal.  The Offeror shall prepare a briefing and/or presentation to respond to this information, which will become part of the offeror’s technical proposal.  Information that the parties intend to include in the task order as material Terms and Conditions shall be put in writing.  This session is not to be a repetition or presentation of their proposal nor is it a marketing opportunity.  The meeting will be interactive and may include follow-on questions.  The session will be held in the Washington, DC area and will be conducted in less than 3 hours.  While the timing of the sessions cannot be confirmed until proposals are received and reviewed, it is anticipated to be conducted within approximately 30 days of receipt of proposals.  Neither formal discussions nor negotiations will be conducted by the Contracting Officer at this meeting. A recording of the session will not be allowed.  The results of the presentation will be evaluated as part of the non-price factor evaluation, and the results will be documented with those factors or as part of the overall recommendations in the Technical Evaluation Report.

A9.7.2
Price Proposal Evaluation

Offerors' price proposals will be evaluated to determine realism and reasonableness.  Prices that are excessively high or low may be considered unrealistic and unreasonable, and may receive no further consideration.  The government will be evaluating all proposals to determine best value.  

A9.8
Best Value Basis of Award

Following the Technical and Price Evaluation, the GSA will evaluate the overall solution of the Offeror, taking into account technical, operational, and price considerations for the solutions proposed.  A Best Value analysis will include tradeoffs or consideration for the full impact and cost of a given solution in comparison to competitors.  The process permits tradeoffs among cost or price and non-cost factors and allows the government to accept other than the lowest priced proposal. The perceived benefits of the higher priced proposal shall merit any additional cost, and the rationale will be documented.  The goal of a best value award is to provide the government with an excellent business decision based on the best combined quality and economic value.  GSA is seeking a solution which (as FAR 2.01 defines Best Value) “provides the greatest overall benefit in response to the requirement” across the potential life of the task order and that will result in a better value and investment of public funds to support GSA’s mission.
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