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optical wavelength service (OWS) Cutover Checklist
I.
Networx Service Functional Definition:
Government Agencies require dedicated broadband, framing-independent transport networks to interconnect their offices in different regions of the United States and internationally. In offering OWS, the Networx Vendor will always provide the optronics equipment and fiber connectivity that comprise the transport network. Management of the network, however, may be performed by either the providing Networx Vendor or the Agency. In the latter case, Agencies will manage their dedicated networks via a Web portal or a remote User Interface (UI). 
OWS is provided over Wavelength Division Multiplexing (WDM) equipment where several wavelengths, or lambdas, are multiplexed into a composite signal that is transported over a single fiber. The composite signal is then de-multiplexed at the receiver end and each wavelength is recovered.

This checklist is for OWS utilizing WDM.  It does not address the emerging Automatic Switched Transport Network (ASTN) technology because it is not immediately available by Networx Vendors nor is it expected to be in the near future.  Tables 1 & 2, respectively, list the configurations and UNIs that may be offered by the Networx Vendor.  Point-to-point, bi-directional, duplex services will be connected from the SDP to the Optical Transport Network via a fiber pair as illustrated in Figures 1-3 as described in Table 1.  The Networx Vendor’s OWS over WDM complies with the standards presented in the Applicable Standards.
This check list addresses CONUS, OCONUS and Metro bidirectional wavelengths that are 2.5Gbps or 10Gbps single point-to-point for connecting two Agency sites in different locations. It is assumed that OCONUS wavelengths are on-net to the Networx Vendor’s network, e.g., OWS service in London provided by the Networx Vendor’s London OWS SDP.

The Networx Vendor’s network will support the following levels of clock transparency:

a. Asynchronous transport, where the Networx Vendor’s network will not apply clocking to Agency’s traffic.

b. Synchronous Status Messaging (SSM) byte transparency

The Networx Vendor will support Metro wavelengths that are rate and protocol independent, and optionally, support CONUS and Non-Domestic Wavelengths that are rate and protocol independent.

The support to framed wavelengths will include byte transparency where the overhead bytes are passed through without being overwritten (i.e. non-intrusive Synchronous Optical Network/Synchronous Digital Hierarchy (SONET/SDH) processing of the signals).
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Figure 1. Networx Vendor will provide two geographically diverse delivery channels from SDP1 to SDP2.
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Figure 2. The Networx Vendor will provide two geographically diverse delivery channels originating from a common SDP terminating at two different SDP locations.
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Figure 3. The Networx Vendor will allow Domestic (CONUS) or Non-Domestic (OCONUS) wavelength services to transport the wavelengths through the metro network via single metro hub and or dual hub metro network.
Applicable standards include:
Optical Wavelength Services (OWS) over WDM shall comply with the following standards, as applicable: After award, the Networx Vendor may propose alternatives at no additional cost to the Government that meet or exceed the provisions of the standards listed as follows

1. International Telecommunications Union (ITU) Standards defining frequencies grid and physical layer parameters for WDM are G.692 and G.694

2. ITU Standards defining frequencies grid for CWDM are G.694.2. Standards for physical layer parameters are still under development.

3. ITU Standards defining OTN architecture, interface formats, and physical layer interfaces are G.872, G.709, and G.959.1 respectively. (Optional)

4. Applicable ITU Standards defining submarine transmission functional requirements are G.971, G.972, G.973, G.974, G.975, G.976 and G.977.

5. Telcordia standards for metro and long haul protection are GR-253, GR-1400, and GR-1230.

6. Telcordia standard for reliability assurance is GR-418

7. Applicable Telcordia for WDM systems are GR-1073, GR-1312, GR-2918, GR-2979 and GR-3009.

8. VSR4-01 (OC-192 Very Short Reach Interface, 12 fibers 850nm) OIF-VSR4-01.0 - Very Short Reach (VSR) OC-192 Interface for Parallel Optics. (Optional)

9. VSR4-02 (OC-192 Very Short Reach Interface, 1 fiber 1310nm) Note: VSR4-02 has been included as the 4dB link option in VSR4-05 below (Optional)

10. VSR4-03.1 (OC-192 Very Short Reach Interface, 4 fibers 850nm) OIF-VSR4-03.0 - Very Short Reach (VSR) OC-192 Four Fiber Interface Based on Parallel Optics. (Optional)

11. VSR4-04 (OC-192 Very Short Reach Interface, 1 fiber 850nm) OIF-VSR4-04.0 - Serial Shortwave Very Short Reach (VSR) OC-192 Interface for Multi-mode Fiber. (Optional)

12. VSR4-05 (OC-192 Very Short Reach Interface, OXC 1310nm) OIF-VSR4-05.0 - Very Short Reach (VSR) OC-192 Interface Using 1310 Wavelength and 4 and 11 dB Link Budgets. (Optional)

13. VSR5-01 (OC-768 Very Short Reach Interface)

OIF-VSR5-01.0 - Very Short Reach Interface Level 5 (VSR-5): SONET/SDH OC-768 Interface for Very Short Reach (VSR) Applications. (Optional)

14.
All new versions, amendments, and modifications to the above documents and standards when commercially available.
Optical Wavelength Services (OWS) over WDM Features

	ID
	Configuration
	Description

	1

(Optional)
	Customer Network Management
(CNM) – Level 1


	The Networx Vendor will provide monitoring capabilities only via this feature. Agency personnel will be able to monitor wavelength(s) via alarm messages from the Optical Transport Network into a software user interface (UI). The UI shall be a website or a Java application available via a remote application.



	2
(Optional)
	Customer Network Management
(CNM) – Level 2


	The Networx Vendor will provide management and monitoring capabilities. These will be included to support a alarm messages visibility and execution of control commands that shall be sent into the wavelength(s). Operations available will include set up, modification and tearing-down connections. The CNM can be a website or a UI that is available via remote application

	3
	Equipment Protection 1:1 - CPE
	The Networx Vendor will provide protection to the client interfaces at the SDP, where the protection channel is bridged to the failed working channel.

	4
	Equipment Protection 1+1 - CPE
	The Networx Vendor will provide protection to the User to Network Interfaces at the SDP, where the protection channel is permanently bridged to the working channel. Protection switching is faster than 1:1

	5
	Equipment protection – Network Side


	The Networx Vendor will support two channels facing the network for full redundancy and equipment protection at the SDPs.

	6
	Geographical Diversity – Non- Domestic and CONUS

Wavelengths


	The Networx Vendor will support geographically diverse wavelengths to be used by the Agency as a hard protection against fiber failures. When delivering CONUS wavelength services, the Networx Vendor will maintain diversity through the metro and deliver the wavelength to two Agency SDPs. Physical interfaces facing the Networx Vendor’s network that are required to provide geographically diverse wavelengths originating at the Networx Vendor’s POP.

	7
	Geographical Diversity – Metro Wavelengths


	The Networx Vendor will support geographical diverse wavelengths in the metro area by delivering metro wavelengths. The Networx Vendor will maintain diversity through the metro and deliver the wavelength to two Agency SDPs

	8
	Geographic Diverse Wavelength –

single site delivery


	The Networx Vendor will provide two geographically diverse delivery channels from SDP1 to SDP2. This is the minimum configuration supported and will consist of two fiber links traveling in different fiber conduits that traverse different geographies but end at the same SDP, as indicated in Figure 1. In this illustration is assumed that the Agency and the Networx Vendor’s metro WDM are collocated.

	9
	Geographic Diverse Wavelength –

dual site delivery


	The Networx Vendor will provide two geographically diverse delivery channels originating from a common SDP terminating at two different SDP locations. As indicated in Figure 2 it is assumed that the Agency’s equipment is collocated with the Networx Vendor’s metro WDM.

	10
	Geographic Diverse Wavelength –

single metro hub


	The Networx Vendor will allow Domestic (CONUS) or Non-Domestic (OCONUS) wavelength services to transport the wavelengths through the metro network via single metro hub as depicted in Figure 3.

	11
	Geographic Diverse Wavelength –

dual metro hub
	The Networx Vendor will allow Domestic (CONUS) or Non-Domestic (OCONUS) wavelength services to transport the wavelengths through the metro network via a dual metro hub as depicted in Figure 3.

	12

[Optional]


	Protected Non-Domestic

Wavelength


	The Networx Vendor will support protected Non-Domestic Wavelengths and they will be architected using submarine transmission protocols such as Bidirectional Path Switched Ring (BPSR) or equivalent. The Networx Vendor will ensure protection switching in the submarine transmission networks to be less than 4 seconds for a single failure as depicted in Figure 3.

	13

[Optional]


	Protected CONUS Wavelength
	The Networx Vendor will support protected CONUS Wavelengths using transmission protocols to provide resiliency. Protection switching in the nationwide transmission networks will be less than 300 ms for a single failure.

	14
	Protected Metro Wavelength
	The Networx Vendor will provide protection on a per wavelength basis when delivering services in the metro areas, such as Unidirectional Path Switched Ring (UPSR). Restoration times for protected wavelengths in the metro area will be below 60 ms for a single failure. When delivering protected wavelengths in the metro area, the Agency and the Networx Vendor will agree on whether equipment protection is required facing the CPE. If so, the Networx Vendor will provide protection at the SDP and multiple UNIs will be ordered, the number of which will depend on the protection method selected by the Agency.


II. Networx Performance Requirements
	Key Performance Indicators
	Service Level
	Performance Standard (Threshold)
	Acceptable Quality Level (AQL)
	How Measured

	Availability (OWS over WDM)
	Routine
	99.9%
	≥ 99.9%
	OWS over WDM availability shall be measured in service on an end-to end basis. COT(HR) shall be calculated based on ES and/or SES as defined by GR-253, G.826 through G.829 and shall be expressed in Hours. Availability is computed by the standard formula:
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	Critical
	99.999%
	≥ 99.999%
	

	Time To Restore (TTR)
	Without Dispatch
	4 hours
	≤ 4 hours
	The Networx Vendor shall calculate Time to Restore (TTR) as the elapsed time between the time a service outage is recorded in the Trouble Management System and the time the service is restored minus any (1) time due to scheduled network configuration change or planned maintenance or (2) time, as agreed to by the Government, that the service restoration of the service cannot be worked due to Government caused delays. Examples of Government caused delays include: 1) the customer was not available to allow the contractor to access the Service Delivery Point or other customer-controlled space or interface; 2) the customer gave the contractor an incorrect address for the SDP; 3) the customer failed to inform the contractor that a security clearance was required to access the SDP or customer-controlled space; 4) or the Government required service at a remote site and agreed that a longer transit time was required.

	
	With Dispatch
	8 hours
	≤ 8 hours
	

	Grade of Service (Restoration Time)
	Routine
	100 ms
	≤ 100 ms
	Restoration time is the time taken to reroute the traffic over a redundant path before the failure is repaired. For critical user traffic, the redundant path should be a geographically diverse wavelength in a 1+1 configuration where the time accounted for includes the switching time and the propagation time in the fiber. Proactive monitoring using element management systems should be used to measure restoration time in real time. Simulation tools are also available and used by Networx Vendors. Calculated based on an 8000 km ring using the following formula: T= Detect time + Time in fiber + Time in Nodes + Time to bridge and switch + Traffic delay time. Domestic networks are usually ring based on the backbone. For 1+1 protection based on APS, GR-253 compliance includes 10 ms for detection and 50 ms for the actual switching.

	
	Critical
	60 ms
	≤ 60 ms
	

	Bit Error Rate(BER)
	Routine
	10-12
	≤ 10-12
	Bit Error Rate (BER)– This KPI shall be measured out-of-service (OOS) at service turn-up or when requested by the subscribing Agency (i.e. after a failure). Both directions of the wavelength shall be tested. The duration of the BER test shall be determined using criteria included in recommendations such as ITU-T M.21 00 and service acceptance testing criteria.


III. Interfaces

Table 2
	UNI Type
	Interface Type
	Standard
	Frequency of Operation
	Payload Data Rate or Bandwidth
	Signaling or Protocol Type

	1
	Optical
	GR-253, ITU-T G.707
	1310 nm
	2.5 Gbps
	SONET or SDH

	2
	Optical
	GR-253, ITU-T G.707
	1310 nm
	2.5 Gbps
	SONET or SDH Concatenated

	3
	Optical
	GR-253, ITU-T G.707
	1310 nm
	10 Gbps
	SONET or SDH

	4[Optional]
	Optical

(over 12 fibers)
	OIF-VSR4- 01.0
	850 nm
	10 Gbps (12 fibers)
	SONET or SDH

	5 [Optional]
	Optical

(over 1 fiber)
	OIF VSR4- 02
	1310nm
	10 Gbps (1 fiber)
	SONET or SDH

	6 [Optional]
	Optical

(over 4 fibers)
	OIF-VSR4- 03.0
	850nm
	10 Gbps (4 fibers)
	SONET or SDH

	7 [Optional]
	Optical

(over 1 fiber)
	OIF-VSR4- 04.0
	850 nm
	10 Gbps (1 fiber)
	SONET or SDH

	8 [Optional] [Optional]
	Optical
	OIF-VSR5- 01.0
	850 nm
	40 Gbps
	SON ET or SDH


IV. Connectivity
Hand-off at the SDP will be accomplished by the Networx Vendor using two fibers over two ports when delivering bidirectional wavelength services, with one fiber for each direction. Patch panel and fiber terminations will be based on Agency needs. The Networx Vendor will provide access methods to the ordered wavelength service for an end-to-end offering. Each end of the wavelengths will be delivered using access methods required by the Agency.

When Agency access is provided via the backbone of the Long Haul (LH) DWDM systems and is not collocated, the Networx Vendor will specify the appropriate reach of the optical interface to be used. If the distance is too long for interfaces such as FICON, Fiber Channel, etc., the mediation devices, or needed gateways, will be specified in order to compensate for distance limitations.

The Networx Vendor will provide multi-vendor interoperability support to the CPE owned or leased by the Agency by completing connectivity using the appropriate UNIs in the following cases:

a. If the CPE and the metro WDM system is collocated at the Agency’s office, connectivity should be established using Short Reach (SR) interfaces (1310 nm) or Very Short Reach (VSR).

b. If the CPE and the metro WDM systems are not collocated the metro WDM will be located in a Networx Vendor-provided facility in a collocation hotel. In this case, the Networx Vendor will interface with the CPE using the appropriate optical interface that will reach the distance between the Agency’s office and the collocation site.

c. The wavelength service will support different kinds of traffic depending on the type of CPE (i.e., Fiber Connectivity (FICON), Enterprise System Connection (ESCON), and Fiber Channel for a Storage Area Network (SAN)).
V.
Testing

Agency-facing side of the SED should be tested. Gateway to SDP light meter testing should be performed (the light meter should sense the modulation format of the light wave), then SED-network-SED testing prior to cutover.
BER is the Key Performance Indicator (KPIs) for Optical Wavelength Services (OWS) over WDM.  It should be LE 10-12. The duration of the BER test shall be determined using criteria included in recommendations such as ITU-T M.2100 Testing.

If the Agency order includes optical failover, the circuit should be failed from the working to the protect, and the restoration time should be verified.

	Optical Wavelength Service Checklist*

PRE-CUTOVER

TASK                                  DESCRIPTION                                           STATUS            

	Administrative
	Has an Agency Hierarchy Code (AHC) been provided to the Networx vendor?
	

	
	Have Local Government Contacts (recommend at least two per location) been identified and contact information provided?
	

	
	Has a Project Specific Transition Plan Identifier been assigned?
	

	
	Note (P_OPS) in the Agency Service Request Number (ASRN) if this is parallel service
	

	Scenario Options
	Scenario 1:

The Agency desires to replace the existing OWS with the Networx Vendor’s OWS including local loops, IXC transport, and SEDs.  

The Agency should ask the Networx Vendor to provide certification that the SED selected from the Networx Vendor’s SED list will perform as specified per feature on the Networx Vendor’s network. 

The Networx Vendor should install end-to-end parallel service that includes local loops, SEDs, and IXC transport.  There should be no interim Networx Vendor-Incumbent hybrid configuration.
	

	
	Scenario 2:

The Agency desires to reuse existing CPE and/or access.  The existing CPE must be tested and certified for compatibility with the Networx Vendor’s network and features such as protection switching. Any necessary CPE configuration changes, e.g., line encapsulation, must be documented.  Parallel service, to the extent possible, should be provisioned and tested to the selected dmarc.  Cutover can then performed with physical fall back to the incumbent’s facilities. If local loops are being reused the cutover will need to be coordinated also with the LEC.
	

	
	Scenario 3:

In this scenario the Agency will provide A and/or Z wavelength access, and the Networx Vendor will provide the IXC and possibly one access wavelength.  For example, in the Washington, D.C., area the Agency may purchase OWS from WITS and IXC and Z tail from the IXC.  Alternatively, the Agency may have metro facilities where they would interconnect with the Networx Vendor at a carrier hotel.  The Agency may present to the Networx Vendor either an optical or electrical interface; and it is the responsibility of the Networx Vendor to provide a gateway to accommodate any incompatibilities.  Cutover should take advantage of any loop back opportunities.
	

	Pre-Ordering/Design Decisions
	Select Access Method: Agency or Networx Vendor provided.  Inform Networx Vendor of desired access arrangements.
	

	
	Determine wavelength speed and framing, and route (primary and planned restoration path)
	

	
	Determine adequacy of existing CPE if the decision is to re-use.  Otherwise, select SEDs from Networx Vendor list. Obtain Networx Vendor certification of CPE or SED adequacy by required feature. Consider witnessing test in Networx Vendor lab.
	

	
	Plan with adequate installation and testing time if the Agency is procuring or provisioning access from its own facilities. Assure delivery prior to the Networx Vendor components. 
	

	
	Have TSP authorization codes to revoke existing service been provided if necessary?
Has TSP confirmation for new service been provided to NCS, if necessary?

(Applies to dedicated access circuits)


	

	
	Determine compatibility with Networx Vendor service if reusing Agency CPE.  Assure feature interoperability, e.g., protection switching.
	

	
	Determine Adequacy of inside optical facilities.  Incorporate appropriate lead time if construction is necessary.
	

	
	Work with Networx Vendor to select end-to-end routes (primary and restoration).  Assure Networx Vendor does not propose routes with common failure points.  Avoid use of same entrance facilities.
	

	
	Determine the Parallel Operations Period – all orders for parallel service will have to be so noted in the ASRN.
	

	
	Prepare Fall-Back plan: 
Typically just a physical re-connect at the Government site or an administrative (logical) change if parallel service is physically maintained unless the cutover was executed at the LEC Central Office. 
	

	
	Order internal and/or external construction with sufficient lead time.
	

	Site Preparation
	Is sufficient power capacity available?
	

	
	Is sufficient space available? (equipment, necessary storage, dial-up access line)
	

	
	Is spare rack space available?
	

	
	Is the HVAC system adequate?
	

	
	Assure availability of Agency staff and resources necessary to facilitate required construction. 
	

	User Training
	Train Agency staff for 1) equipment care and remote Networx Vendor-required Agency support, e.g., power cycle and 2) trouble reporting procedures
	

	Installation
	Have OWS facilities been completed?
	

	
	Has required inside wiring been installed and tested?
	

	
	Have SED(s) and Circuit(s) been installed and tested?
	

	
	Have any required Out of band facilities been installed?, e.g., dial-up.
	

	Network Management
	Provide all new circuit and equipment information to the affected Network Management Organization 
	

	Documentation
	Provide all Circuit Layout Records, CPE or SED test documentation, and “As Built” documents to the affected Network Management Organization 
	

	Execute Tests
	See Examples Below of a Networx Vendor Networx Services Verification Test Plan: Have the Agency LGC or Network Management Organization and Networx vendor reviewed the results of this testing to insure all is ready for the actual cutover?
	

	Conduct Pre-Cutover Testing
	See Examples Below of a Networx Vendor Networx Services Verification Test Plan:
	


*Use this checklist in conjunction with Generic Cutover Checklist
The Agency should insure that all of the features and functions ordered with the service were delivered and are operational within the seventy two hour acceptance window. The Networx vendors are to perform verification testing on the service for each order at the initial service delivery to an Agency per the Networx service verification test plan.

V. Cutover Activities
	Optical Wavelength Service Checklist*


CUTOVER

TASK                                        DESCRIPTION                                   STATUS            

	Communicate schedule and status with stakeholders
	
	

	Obtain authorization to proceed or delay
	GO/NO-GO notification 


	

	Activate new service(s)
	
	

	Conduct acceptance test
	
	

	The Agency should notify Networx vendor  and TCC of rejection of service within 72 hours of cutover
	Acceptance period of 72 hours begins upon receipt of the Service Order Completion Notice (SOCN)
	

	Test out of band access 
	Network Management System should use the out-of-band system to access CPE/SEDs.  
	

	Begin production
	
	

	Record SED/CPE settings and place under configuration control
	
	

	Obtain signoffs for cutover completion
	
	

	Deactivate legacy service
	
	


VI. Transition Cutover Contact List

Transition Cutover Contact List
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Local Government Contact Personnel:

Name:  
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Networx Vendor:    










Networx Vendor Key Contact Personnel:
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Location:   
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(continued)







OPTO Electronics Vendor:  










OPTO Electronics Vendor Key Contact Personnel:

Name:  
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Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 
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Access Vendor:  










Access Vendor Key Contact Personnel:

Name:  












Name:  











Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 











Office # 










Email:  












Email:  











CUTOVER ISSUES LOG
	ISSUE #
	INITIATOR
	ISSUE SUMMARY

	
	
	

	Priority/Impact
	Owner
	Target Resolution Date

	
	
	

	Status
	Status Date
	Resolution
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