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Video Teleconferencing Service (VTS) Cutover Checklist

I. Networx Service Functional Definition
Video Teleconferencing Services (VTS) enables participants at different locations to simulate face to face meetings and conduct interactive dialogue with instant sharing of various applications and documents. VTS will offer point-to-point and multi-point conferencing with audio conference add-on capabilities to support the following three user configurations: desktop, portable roll about, and fixed conference room locations.
[image: image4.emf]Federal Acquisition Service

U.S. General 

Services Administration

Federal Acquisition Service

U.S. General 

Services Administration


[image: image2.emf]Video Teleconferencing Legend

V.1.0

Central Office Switch

Carrier Switch

Demarcation Point

Video Teleconferencing 

Endpoint (H.323/H.320)

Network Router

Telephone (CPE)

Personal Computer 

(CPE)

Dedicated Access Line

Switched Access Line

Conference Phone

MGC-100

ACCORD

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

Pwr

Fail

Active

PWR

IN OUT

PWR

IN OUT

Conference Controller

Vendor Network

 Public Network

Channel / Data 

Service Unit

ENTER

CANCEL

1

A

2

B

3

C

4

D

5

E

6

F

7 8 9

*

#

QUICK SHIFT

0

TSU

CS RS TD RD CD ALM TST

IQ


II. Applicable Standards
1) Federal Telecommunications Recommendations (FTR) 1 080B - 2002 (hereafter referred to as FTR-1 080) issued by the Technology and Standards Division of the National Communication System (NCS).

2) FTR 1080 encompasses the specifications for narrow-band audio and video teleconferencing, from 56 Kbps to 1920 Kbps, primarily based on the following standards:

a. ITU-T H.320 recommendations for telephony networks.

b. ITU-T H.323 recommendations for packet based multi-media conferencing.

c. ITU-T T.120 recommendation for document conferencing.

3) IETF RFC 3261 Session Initiation Protocol (SIP) (Optional)

4) The VTS shall provide the capability to support channel aggregation and bonding for multi-rate DS-0 service (64 Kbps or 56 Kbps channels).

5) The contractor shall comply with new versions, amendments, and modifications made to the above listed documents and standards when offered commercially.
III. Networx Performance Requirements

	VTS Performance Metrics

	Key Performance Indicator    (KPI)
	Service Level
	Performance Standard (Threshold)
	Acceptable Quality Level (AQL)
	How Measured

	Availability
	Routine
	99.50%
	≥ 99.5%
	Availability is measured end-to-end and calculated as a percentage of the total reporting interval time that VTS is operationally available to the Agency.  Availability is computed by the standard formula: 
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	Time to Restore  
	Without Dispatch
	4 hours
	< 4 hours
	The Networx Vendor will calculate Time to Restore (TTR) as the elapsed time between the time a service outage is recorded in the Trouble Management System and the time the service is restored minus any (1) time due to scheduled network configuration change or planned maintenance or (2) time, as agreed to by the Government, that the service restoration of the service cannot be worked due to Government caused delays. Examples of Government caused delays include: 1) the customer was not available to allow the contractor to access the Service Delivery Point or other customer-controlled space or interface; 2) the customer gave the contractor an incorrect address for the SDP; 3) the customer failed to inform the contractor that a security clearance was required to access the SDP or customer-controlled space; 4) or the Government required service at a remote site and agreed that a longer transit time was required.

	
	With Dispatch
	8 hours
	< 8 hours
	

	Grade of
Service
(Completed
Service
Requests)
	Routine
	95% of VTS conference
requests met
	≥ 95%
	The Grade of Service (completed service requests) applies to video conferences that are reserved and confirmed. It shall be calculated as the ratio of the number of locations successfully completing a VTS call divided by the total number of locations scheduling a VTS call within a calendar month. The contractor shall compute the number of completed service requests by counting the cumulative number of locations associated with each conference that were successfully completed. The contractor shall compute the number of service requests denied by counting the cumulative number of locations associated with each VTS conference that could not be scheduled for a particular date and time requested in a calendar month. VTS calls that were disconnected and then re-established only due to the fault of the contractor would be included as a denied request. 


Video Teleconferencing Service (VTS) Cutover Checklist*
*Use in conjunction with Generic Cutover Checklist

	PRE-CUTOVER
	
	STATUS

	Administrative
	Has an Agency Hierarchy Code (AHC) been provided to the Networx vendor?
	

	
	Have Local Government Contacts (recommend at least two per location) been identified and contact information provided?
	

	
	Has a Project Specific Transition Plan Identifier been assigned?
	

	
	Note (P_OPS) in the Agency Service Request Number (ASRN) if this is parallel service
	

	Pre-Ordering/Design Decisions
	Choose Access Type – , CSDS (ISDN), IP, Private Line (Optional), Agency provided
	

	
	Engineer Access Diversity/Redundancy
	

	
	Are adequate entrance facilities, CPE (Codec/IMUX) interfaces, available to support parallel access?
	

	
	Determine local loop framing protocol and line coding requirements

Determine local interface connection type (e.g., V.35, RJ48, etc.) and port speed
	

	
	Determine application requirements for transcoding, firewall traversal, secured communication
	

	
	Verify the Networx Vendor supports the features and interfaces specific to the agency’s application.
	

	
	Obtain TSP Code for new service from NCS

Cancel TSP codes with the NCS to revoke existing service.
	

	
	Engineer CPE requirements: 
Are Networx SEDs required? 

Will the local service CPE support parallel service? 

Determine HW/SW changes necessary in the local switching to accommodate the planned cutover strategy. 

Are there any existing Codec/IMUX, SEDs or other devices that need to be configured. 
	

	
	Determine the adequacy of inside wiring
	

	
	Determine speed and termination points (e.g. BRI, PRI/T1, Ethernet)
	

	
	Determine the Parallel Operations Period – all orders for parallel service will have to be so noted in the ASRN.
	

	
	Develop Fall-Back plan: Reconnect to the old service platform and have the incumbent vendor re-establish original routing.
	

	Site Preparation
	Is sufficient power capacity available?
	

	
	Is sufficient space available?
	

	
	Is spare rack space available?
	

	
	Is the HVAC system adequate?
	

	User Training
	Have users received training on trouble reporting, such as, Network Inventory Code (NIC), LEC and IXC circuit IDs, Portal and toll free reporting, SED ownership, etc.?
Have users been informed about operating Codec / IMUX / Equipment (activating and rebooting), Reservation scheduling, off-net dialing, and attendant services.
	

	Installation
	Have the Codec / IMUX and underlying access Circuit been installed?
	

	
	Has the system been configured for the correct service type? (CSDS, IP)
Has the Numbering and/or IP Addressing been loaded?
Follow Cutover Checklist of underlying access services.
	

	
	Has required inside wiring been installed and tested?
	

	Network Management
	Provide all new circuit and SED information to the affected Network Management Organization, Network Operation Center (to include Carrier, Government, or Third Party Managed Service provider) visibility of MIB enabled devices
	

	Documentation
	Provide all circuit and routing (“as-built”) records to the affected Network Management Organization
	

	Execute Tests
	See Examples Below of a Networx Vendor Networx Services Verification Test Plan: Have the Agency LGC or Network Management Organization and Networx vendor reviewed the results of this testing to insure all is ready for the actual cutover?
	

	Conduct Pre-Cutover Testing
	
	


IV. Scheduling
· Recommend that GSA perform testing on the Networx vendor’s scheduling system to ensure compliance with the Secure Central Reservations System requirements.
V. Call through Testing
· All testing should observe call completion and video / audio quality:

· Testing should be done both dial-out (Originating) and dial-in (Receiving)

· If multiple protocols are being utilized each protocol should be tested with the same tests (e.g. both CSDS and IP)
· Point to Point – Networx to Networx – Same Type (CSDS/CSDS or IP/IP)

· Point to Point – Network to Off-Net (FTS2001 or PSTN/Internet) – Same Type (CSDS/CSDS or IP/IP)

VI. Feature Testing - Gateways

· Point to Point – Networx to Networx – Disparate Type if utilized (CSDS/IP or IP/CSDS)

· Point to Point – Networx to Off-Net (FTS2001 or PSTN/Internet) – Disparate Type if utilized (CSDS/IP or IP/CSDS)
· Document Sharing

VII. Feature Testing - Multipoint

· Test Engineer sets up multipoint call with at least 3 end points

· Dial-In (Meet Me) to Bridge – Test Engineer sets up ad-hoc conference in bridge

· Dial-Out from Bridge – Test engineer sets up scheduled conference in bridge with dial-out

The Agency should insure that all of the features and functions ordered with the service were delivered and are operational within the seventy two hour acceptance window. The Networx vendors are to perform verification testing on the service for each order at the initial service delivery to an Agency per the Networx service verification test plan.
	FINAL CUTOVER
	
	

	Communicate schedule and status with stakeholders
	
	

	Obtain authorization to proceed or delay
	GO/NO-GO notification 


	

	Activate new service(s)
	
	

	Conduct acceptance test
	Dial In / Dial Out


	

	
	Bridging Service (Multipoint)
	

	
	Point-To-Point
	

	The Agency should notify the Networx vendor  and TCC of rejection of service within 72 hours of cutover
	Acceptance period of 72 hours begins upon receipt of the Service Order Completion Notice (SOCN)
	

	Begin production 
	
	

	Deactivate legacy service 
	
	

	Obtain signoffs for cutover completion
	
	



Transition Cutover Contact List

Agency Name: _______________________________________
 Local Government Contact Personnel:

Name: __________________________

Name: ____________________________

Title/Function: ___________________

Title/Function:______________________

Location: _______________________

Location: __________________________

Mobile #: _______________________

Mobile #:__________________________

Office #: ________________________

Office #: ___________________________

Email: __________________________

Email: _____________________________

Networx Vendor: _______________________________________________

Networx Vendor Key Contact Personnel:

Name: __________________________

Name: ____________________________

Title/Function: ___________________

Title/Function:______________________

Location: _______________________

Location: __________________________

Mobile #: _______________________

Mobile #:__________________________

Office #: ________________________

Office #: ___________________________

Email: __________________________

Email: _____________________________ 

CPE Vendor Name: _______________________________________
CPE Vendor Key Contact Personnel:

Name: ________________________

Name: ____________________________

Title/Function: _________________

Title/Function:______________________

Location: _____________________

Location: __________________________

Mobile #: _____________________

Mobile #:__________________________

Office #: ______________________

Office #: ___________________________

Email: ________________________

Email: _____________________________

Access Vendor: _______________________________________________

Access Vendor Key Contact Personnel:

Name: ________________________

Name: ____________________________

Title/Function: _________________

Title/Function:______________________

Location: _____________________

Location: __________________________

Mobile #: _____________________

Mobile #:__________________________

Office #: ______________________

Office #: __________________________

Email: ________________________

Email: ____________________________ 


Network Management: ______________________________________________

Name: ________________________

Name: ____________________________

Title/Function: _________________

Title/Function:______________________

Location: _____________________

Location: __________________________

Mobile #: _____________________

Mobile #:__________________________

Office #: ______________________

Office #: __________________________

Email: ________________________

Email: ____________________________ 


CUTOVER ISSUES LOG
	ISSUE #
	INITIATOR
	ISSUE SUMMARY

	Priority/Impact
	Owner
	Target Resolution Date

	
	
	

	Status
	Status Date
	Resolution
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