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Voice Over Internet Protocol Transport Services (VOIPTS) Cutover Checklist
I. Networx Service Functional Definition:  Voice Over Internet Protocol Transport Services (VOIPTS)
Voice over Internet Protocol Transport Service provides real time transport of Agency voice communications over the Networx IP network and interoperates with the PSTN. VOIPTS will allow voice calls, originating from on-net locations to be connected to on-net and off-net locations by direct dialing.
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II. Applicable standards include:
1. Internet Engineering Task Force (IETF) RFC 3761 (ENUM) and RFC 3966

2. Internet Protocol (IP) IPv4. IPv6 when and where offered commercially
by the vendor
3. IETF RFC 2474,2475 DiffServ

4. ITU-T E.164 as interpreted by the Industry Number Committee of Alliance for Telecommunications Industry Solutions (ATIS)

5. ITU-T G.71 1

6. ITU-T G.723.x [Optional], G.726 [Optional], G.728 [Optional], or
G.729.x [Optional]

7. TU-T H.248.1 (MEGACO), H.323, H.350 when and where offered commercially by the vendor
8. ITU-T P.800 series of standards for telephone transmission quality

9. ITU-T T.30, T.37 and T.38, Group III fax

10. Media Gateway Control Protocol (MGCP) IETF RFC 3435 when and
where offered commercially by the vendor
11. IETF RFC 3550 Real-Time Transport Protocol (RTP)

12. IETF RFC 2205 Resource Reservation Protocol (RSVP) (Optional)

13. IETF RFC 3261 SIP (Session Initiation Protocol) when and where
offered commercially by the vendor
14. IETF RFC 768 User Datagram Protocol (UDP)

15. Reserved
16. All new versions, amendments, and modifications made to the above listed documents and standards when commercially available.
III. Networx Performance Requirements
Voice over Internet Protocol Transport Service provides the agency network connection to/from and interoperate with both the Networx network and Public Switched Telephone Network (PSTN) including both wire line and wireless networks, in domestic and non-domestic locations with the following performance.
Voice over Internet Protocol Transport Service Performance Metrics (C.2.7.8.4.1)
	Key Performance
Indicators
	Service
Level
	Performance
Standard
(Threshold)
	Acceptable Quality
Level (AQL)
	How Measured

	Latency
	Routine
	200 ms
	≤ 200 ms
	Latency is the average time (round trip) for a packet to travel from source SDP to destination SDP. This applies to CONUS.

	Grade of Service

(Packet loss)
	Routine
	0.4%
	≤ 0.4%
	Grade of Service (Packet Loss) is defined as the percentages of packets that are sent by the source SDP but never arrive at the destination SDP (the percentage of packets that are dropped). The packet loss can be measured with an ICMP test. This applies to CONUS.

	Availability
	Routine
	99.6%
	≥ 99.6%
	Availability is measured end-to-end and calculated as a percentage of the total reporting interval time that the VOIPTS is operationally available to the Agency. Availability is computed by the standard formula:
Availability =
RI(HR)-COT(HR)
RI(HR)
x 100  



	
	Critical
	99.9%
	≥ 99.9%
	

	Jitter
	Routine
	10 ms
	≤ 10 ms
	Jitter is the average variation or difference in the delay between received packets of an IP packet data stream from SDP to SDP. Relevant standard: IETF RFC 1889. This applies to CONUS.

	Time To Restore
	Without
Dispatch
	4 hours
	≤ 4 hours
	The vendor will calculate Time to Restore (TTR) as the elapsed time between the time a service outage is recorded in the Trouble Management System and the time the service is restored minus any (1) time due to scheduled network configuration change or planned maintenance or (2) time, as agreed to by the Government, that the service restoration of the service cannot be worked due to Government caused delays. Examples of Government caused delays include: 1) the customer was not available to allow the vendor to access the Service Delivery Point or other customer-controlled space or interface; 2) the customer gave the vendor an incorrect address for the SDP; 3) the customer failed to inform the vendor that a security clearance was required to access the SDP or customer-controlled space; 4) or the Government required service at a remote site and agreed that a longer transit time was required.

	Time To Restore
	With

Dispatch
	8 Hours
	≤ 8 hours
	


IV. Interfaces

Voice over Internet Protocol Transport Service Interfaces (C.2.7.8.3.2)

	UNI Type
	Interface Type and
Standard
	Payload Data Rate
or Bandwidth
	Signaling Type

	1
	Ethernet port: RJ-45 (Std: IEEE 802.3)
	Up to 100 Mbps
	SIP, H.323, MGCP, or SCCP [Optional]

	2
	Analog Trunk: Two-    Wire (Std: Telcordia
SR-TSV-002275)
	4 kHz Bandwidth
	Loop Signaling (loop start and ground start)

	3
	Analog Trunk: Four- Wire (Std: Telcordia
SR-TSV-002275)
	4 kHz Bandwidth
	E&M Wink Start Signaling

	4
	Digital Trunk: T1

(Std: Telcordia SR- TSV-002275 and

ANSI T1 .102/1 07/403)
	Up to 1.536 Mbps
	T1 Robbed-Bit Signaling

	5
	Digital Trunk:
ISDN
PRI T Reference Point (Std: ANSI T1 .607

and 610)
	Up to 1.536 Mbps
	ITU-TSS Q.931

	6
OCONUS /
non-domestic
[optional]
	Digital Trunk: E1 Channelized (Std: ITU-TSS G.702)
	Up to 1.92 Mbps
	SS7, E1 Signaling


Note: The User-to-Network Interfaces (UNI's) at the SDP, as defined are mandatory unless indicated optional.
V. Pre-cutover Activities

	Voice over Internet Protocol Transport Service Checklist*

PRE-CUTOVER                                                                             STATUS            

	Administrative
	Has an Agency Hierarchy Code (AHC) been provided to the Networx contractor?
	

	
	Have Local Government Contacts (recommend at least two per location) been identified and contact information provided?
	

	
	Has a Project Specific Transition Plan Identifier been assigned?
	

	
	Note (P_OPS) in the Agency Service Request Number (ASRN) if this is parallel service
	

	Pre-Ordering/Design Decisions
	The access will be vendor provided.
	

	
	Determine the adequacy of inside wiring as required.
Engineer CPE requirements: IP addressing, codec’s requirements, MEGACO, H.323, or SIP, Agency Firewall traversal policy, 911 call routing see note below.
	

	
	Verify speed and termination points for service.
	

	
	Determine the Parallel Operations Period – all orders for parallel service will have to be so noted in the ASRN.
	

	
	Fall-Back plan: Typically just a physical re-connect at the Government site and/or an administrative (trunk group/routing) change.
	

	Site Preparation
	Is sufficient power capacity available if required to support parallel operations?
	

	
	Is sufficient space available?
	

	
	Is spare rack space available?
	

	
	Is the HVAC system adequate?
	

	User Training
	Have users received training on trouble reporting, Network Inventory Code (NIC), LEC and IXC circuit IDs, Portal and toll free reporting, SED ownership, etc.?
	

	Installation
	 Have SED(s) and underlying access been installed and tested? Routing tables completed?
	

	
	Verify signaling parameters and interfaces are correct on installed Gateway circuits.
	

	
	Has required inside wiring been installed and tested?
	

	Network Management
	Provide all new service and SED information to the affected Network Management Organization.
	

	Documentation 
	Provide all “As-Built” drawings to site personnel and the affected Network Management Organization.
	

	Execute Tests
	See Examples Below of a Networx contractor Networx Services Verification Test Plan: 

Have the Agency LGC or Network Management Organization and Networx contractor reviewed the results of this testing to insure all is ready for the actual cutover?
	


*Use this checklist in conjunction with Generic Cutover Checklist

Note: Emergency 911 support involves ensuring that a person who places a 911 call is properly identified and that the call gets routed to the correct Public Safety Answering Point (PSAP) location via a Class 5 or soft-switch facility. The PSAP Automatic Location Identification (ALI) database contains phone numbers for the geographic region it serves. The numbers provided by the VoIPTS are not registered in the ALI database, and hence when 911 calls are made, calling party address will not be provided. Therefore, basic 911 services would apply and the call would be transferred to a PSAP 911 operator. We would recommend that the subscribers to the service have at least one standard plain old telephone service (POTS) line terminate at the location to insure that the location will be registered in the ALI database, and the number can then be used as the calling ID when 911 calls are made from the this location as a backup and failover for emergency calls.
VI. Test Examples

The Agency should insure that all of the features and functions ordered with the service were delivered and are operational within the seventy two hour acceptance window. The Networx contractors are to perform verification testing on the service for each order at the initial service delivery to an Agency per the Networx service verification test plan

Voice over Internet Protocol Transport Service Testing
	A.
	Test Set-Up
	
	
	
	

	
	1
	Test Team
	
	
	

	
	
	Voice Implementation is responsible for the testing and activation of Narrowband Dedicated DAL/PL, Dedicated long distance, VNS enhanced private routing schemes services, Switched Network infrastructure, and Voice over IP. The team performs remote provisioning of network wiring elements and facilitates and schedules rearrangement activity. Test acceptance with Local Exchange Companies, Competitive Local Exchange Companies, vendors, end users. 

	
	2
	Test Tools
	
	
	

	
	
	a.
	Software
	The following are systems test tools that can be used to test the VOIPTS.

	
	
	
	Agilent - System used to trace calls and their routing and messaging across the network.

SBC - Acme Packet Session Border Controller or Session Director accessed and provisioned manually with IP addresses and trunk group names for call routing. Manages and routes calls made via the IP address assigned.

SONUS GSX - Policy Server utilized for origination, accessed manually for provisioning and troubleshooting. IP addresses and 8XX numbers are in routing tables. Mediates billing and accounting records

SONUS PSX - Policy server used to mediate billing and accounting records. Numbers or IP addresses are contained in routing tables. Accessed manually for troubleshooting and verification.

	
	
	b.
	Hardware
	
	
	

	
	
	
	None

	
	3
	Test Configuration
	
	
	

	
	
	IP Gateway information is sent to the customer, who then configures their network to access the Gateways.

	B.
	Test Procedure
	
	
	

	
	Test calls are made by the customer both on and off network. Test for 911 call routing.

	C.
	Test Parameters
	
	
	

	
	Pass/Fail


If the service being obtained includes access redundancy the test should include unplugging the primary path and determining if the back-up path is used.

VII. Cutover Activities

	Voice over Internet Protocol Transport Service Checklist*




	FINAL CUTOVER
	
	

	Communicate schedule and status with stakeholders
	
	

	Obtain authorization to proceed or delay
	GO/NO-GO notification 


	

	Activate new service(s)
	
	

	Conduct acceptance test
	
	

	The Agency should notify Networx contractor  and TCC of rejection of service within 72 hours of cutover
	Acceptance period of 72 hours begins upon receipt of the Service Order Completion Notice (SOCN)
	

	Begin production
	
	

	Obtain signoffs for cutover completion
	
	

	Deactivate legacy service
	
	


VIII. Transition Cutover Contact List

Transition Cutover Contact List







  Agency Name:  










Local Government Contact Personnel:

Name:  












Name:  











Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 











Office # 










Email:  












Email:  

















Networx contractor:    










Networx contractor Key Contact Personnel:

Name:  












Name:  











Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 











Office # 










Email:  












Email:  











Transition Cutover Contact List

(Continued)







   CPE Vendor:  










CPE Vendor Key Contact Personnel:

Name:  












Name:  











Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 











Office # 










Email:  












Email:  

















Access Vendor:  










Access Vendor Key Contact Personnel:

Name:  












Name:  











Title/Function:  










Title/Function:   








Location:   











Location:   










Mobile #:  











Mobile #:  










Office #: 











Office # 










Email:  












Email:  











CUTOVER ISSUES LOG
	ISSUE #
	INITIATOR
	ISSUE SUMMARY

	
	
	

	Priority/Impact
	Owner
	Target Resolution Date

	
	
	

	Status
	Status Date
	Resolution
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