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Order Number GST007NS0023
IP Video Transport Service (IPVTS) Cutover Checklist
I. Networx Service Functional Definition:  IP Video Transport Service (IPVTS)
Internet Protocol Video Transport Service will transport Agency video traffic over the contractor’s IPVTS IP packet switched network with guaranteed service levels. This includes, but is not limited to, transport of point-to-point, multi-point, and uni-cast/multi-cast IP video communications operating at a variety of data rates. IPVTS will offer a gateway service to allow access outside of the contractors IPVTS network and bridging services for multi-point conferences.
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II. Applicable standards include:
Internet Protocol Video Transport Service shall comply with the following standards (and recommendations) as applicable. After award, the contractor may propose alternatives at no additional cost to the Government that meet or exceed the provisions of the standards listed below.

1. Federal Telecommunications Recommendations (FTR) 1 080B - 2002 (hereafter referred to as FTR-1 080) issued by the Technology and Standards Division of the National Communication System (NCS).

2. FTR 1080 encompasses the specifications for video teleconferencing and video telephony primarily based on the following standards:

a. ITU-T series H.323 recommendations for packet based multi-media conferencing

b. ITU-T series T.120 recommendations for multimedia document conferencing

c. ITU-T series H.320 recommendations for narrow band video conferencing

3. IETF RFC 3261 Session Initiation Protocol (SIP) when and where available commercially

4. IETF RFC 3376 Internet Group Management Protocol (IGMP)

5. ISO/IEC Moving Picture Experts Group (MPEG) digital video standards.

6. ITU-T H.350

7. The Networx Vendor will comply with new versions, amendments, and modifications made to the above listed documents and standards when offered commercially.
Internet Protocol Video Transport Service shall comply with the appropriate standards for the underlying IP network services as described in the following Cutover Checklists (IPS), (PBIP-VPNS), and (NB-IPVPNS).
IP Video Transport Service (IPVTS) Features
	ID
Number
	Name of Feature
	Description

	1
	Certification
	The Networx Vendor will provide pre-testing, registration and certification that Agency video teleconferencing equipment is compatible and can conduct IPVTS calls over the contractors IPVTS network. In the event that the equipment is not certified, the contractor will notify the Agency of the deficiency and required changes to be operable with IPVTS.

	2
	Coding Conversion (Transcoding)
	1. The Networx Vendor will provide transcoding that is compliant with FTR 1080 formats.

2. [Optional] The Networx Vendor will provide a coding
conversion capability that permits operation between Codecs, all of which use the National Television Standards Committee (NTSC) video format, but none of which support the FTR 1080 standard and none of which use the same encoding/decoding algorithm(s). At a minimum, the Networx Vendor will support the following compression algorithms as needed by the Agency: SG3/SG4, CTX, and CTX+.

3. [Optional] The Networx Vendor will provide a coding
conversion capability that permits operation between Codecs, all of which use the NTSC video format, in which one or more of the codec’s support the FTR 1080 and in which one or more of the codec’s do not support the FTR 1080. At a minimum, the Networx Vendor will support the following compression algorithms as needed by the Agency: SG3/SG4, CTX, and CTX+

	3
	Gateway Service
	The Networx Vendor will provide an IP gateway service to provide transparent connectivity between the contractors IPVTS network endpoints and external network endpoints.  At a minimum, the contractor’s gateway service shall provide interoperability and transcoding between end point devices utilizing different protocols such as (1) H.320, (2) H.323, or (3) SIP (when available commercially) based upon the subscribing Agency’s needs. The gateway service shall be capable, at a minimum, of operating at the following data transmission rates:

1. 128 Kbps

2. 256 Kbps

3. 320 Kbps

4. 336 Kbps

5. 384 Kbps

6. 448 Kbps

7. 512 Kbps

8. 768 Kbps

9. 1.544 Mbps (Optional)
10. 1.92 Mbps (Optional)

	4
	Rate Adaptation
	The Networx Vendor will provide a data rate adaptation capability to ensure that all IPVTS locations participating in a video teleconference at different data rate can interconnect with each other. The rate adaptation feature shall be used in conjunction with the reservation feature.

	5
	Security – Sensitive But Unclassified
	The Networx Vendor will support and provide transparent and secure IPVTS communications paths that do not corrupt Agency encrypted video conference data. This includes transport of video information that is categorized as sensitive but unclassified. The security capabilities are described in the FTR 1080 recommendation.

	6
	Security – Classified

[Optional]
	The Networx Vendor will support and provide transparent and secure IPVTS communications paths that do not corrupt Agency encrypted video conference data. This includes the transport of video that is categorized as classified (National Security Agency Type 1 encryption). The security capabilities are described in the FTR 1080 recommendation. The security capabilities are described in the FTR 1080 recommendation.


III. Networx Performance Requirements
The performance levels and Acceptable Quality Level (AQL) of Key Performance Indicators (KPI’s) for Internet Protocol Video Transport Service shall be measured and monitored.

IP Video Transport Service (IPVTS) Performance Metrics
	Key Performance Indicators
	Service Level
	Performance Standard (Threshold)
	Acceptable Quality

Level (AQL)
	How
Measured

	Availability
	Routine
	99.6%
	≥ 99.6%
	Availability is measured end-to-end and calculated as a percentage of the total reporting interval time that IPVTS is operationally available to the Agency. Availability is computed by the standard formula:
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	Latency
	Routine
	120 ms
	≤ 120 ms
	Latency is the average time for a packet to travel across the IPVTS service. This applies to CONUS only.

	Jitter
	Routine
	10 ms
	≤ 10 ms
	Jitter is the average variation or difference in the delay between received packets of an IP packet data stream from SDP to SDP. Relevant standards: IETF RFC 1889. This applies to CONUS only

	Grade of Service
(Packet Loss)
	Routine
	0.4 %
	≤ 0.4 %
	Grade of Service (Packet Loss) is defined as the percentage of RTP packets that are sent by the source SDP but never arrive at the destination SDP. This applies to CONUS only

	Time To Restore
	Without Dispatch
	4 hours
	≤ 4 hours
	The Networx vendor will calculate Time to Restore (TTR) as the elapsed time between the time a service outage is recorded in the Trouble Management System and the time the service is restored minus any (1) time due to scheduled network configuration change or planned maintenance or (2) time, as agreed to by the Government, that the service restoration of the service cannot be worked due to Government caused delays. Examples of Government caused delays include: 1) the customer was not available to allow the contractor to access the Service Delivery Point or other customer-controlled space or interface; 2) the customer gave the contractor an incorrect address for the SDP; 3) the customer failed to inform the contractor that a security clearance was required to access the SDP or customer-controlled space; 4) or the Government required service at a remote site and agreed that a longer transit time was required

	
	With Dispatch
	8 hours
	≤ 8 hours
	


IV. Interfaces

The Networx Vendor will support the User-to-Network Interfaces (UNIs) at the SDP.
	UNI Type
	Interface Type and
Standard
	Payload Data Rate
or Bandwidth
	Signaling Type

	1
	All IEEE 802.3 cable and connector types
	Up to 1.92 Mbps per IPVTS end point
	IEEE 802.3. IPv4. [IPv6 when available]


V. Pre-cutover Activities
	IP Video Transport Service (IPVTS) Checklist*

	PRE-CUTOVER
	
	STATUS

	Administrative
	Has an Agency Hierarchy Code (AHC) been provided to the Networx vendor?
	

	
	Have Local Government Contacts (recommend at least two per location) been identified and contact information provided?
	

	
	Has a Project Specific Transition Plan Identifier been assigned?
	

	
	Note (P_OPS) in the Agency Service Request Number (ASRN) if this is parallel service.
	

	Pre-Ordering/Design Decisions
	Is access diversity/redundancy required and available?
	

	
	Have the local loop framing protocol and line coding requirements been determined?
	

	
	Have TSP authorization codes to revoke existing service been provided if necessary?
Has TSP confirmation for new service been provided to NCS, if necessary?

(Applies to dedicated access circuits)
	

	
	Determine application requirements for transcoding, firewall traversal, secured communication
	

	
	Verify the Networx vendor supports the features and interfaces specific to the agency’s application.
	

	
	CPE requirements: Are Networx SEDs required? 
Will the local service CPE support parallel service? 
Determine HW/SW changes necessary in the local switching to accommodate the planned cutover strategy
	

	
	Verify speed and termination points.
	

	
	Determine Adequacy of inside wiring if new trunks are being installed.
	

	
	Determine the Parallel Operations Period – all orders for parallel service will have to be so noted in the ASRN.
	

	
	Prepare Fall-Back plan: 
Typically just a physical re-connect or changing the IP Addresses at the Government site or an administrative (logical) change if parallel service is physically maintained unless the cutover was executed at the LEC Central Office. 

Even with parallel service maintained the FTS2001 vendor would still have to re-point all traffic terminating to the transitioning site back to the original FTS2001 service.
	

	Site Preparation
	Is sufficient power capacity available?
	

	
	Is sufficient space available?
	

	
	Is spare rack space available?
	

	
	Is the HVAC system adequate?
	

	User Training
	Have users received training on trouble reporting, Network Inventory Code (NIC), Portal and toll free reporting, SED ownership, etc.?
	

	
	Has User and Admin training been completed on how to login and use the IP Video Transport Service, including reservations, Audio/Video/File sharing, and other IP Video features?
	

	Installation
	Has required inside wiring been installed and tested?
	

	Network Management
	Provide all new IP addresses and an other information to the affected Network Management Organization.
	

	Documentation
	Provide all “As-Built” drawings to site personnel and to the affected Network Management Organization.
	

	Execute Tests
	See Examples Below of a Networx vendor Networx Services Verification Test Plan: Have the Agency LGC or Network Management Organization and Networx vendor reviewed the results of this testing to insure all is ready for the actual cutover?
	

	Conduct Pre-Cutover Testing
	See Examples Below of a Networx vendor Networx Services Verification Test Plan:
	


*Use this checklist in conjunction with Generic Cutover Checklist

VI. Access/Connection/Feature Tests Examples:

The Agency should insure that all of the features and functions ordered with the service were delivered and are operational within the seventy two hour acceptance window. The Networx vendors are to perform verification testing on the service for each order at the initial service delivery to an Agency per the Networx service verification test plan.
Call through Testing

· All testing should observe call completion and video / audio quality
· Testing should be done both dial-out (Originating) and dial-in (Receiving)

· Point to Point – Network to Network
· Point to Point – Network to Off-Net (FTS2001 or PSTN/Internet)
· Test the data transmission rates to confirm different speeds the Agency will commonly use
Feature Testing - Gateways

· Point to Point – Network to Network
· Point to Point – Network to Off-Net (FTS2001 or PSTN/Internet)

· Document Sharing

Feature Testing – Multipoint

· Test Engineer sets up multipoint call with at least 3 end points

· Dial-In (Meet Me) to Bridge – Test Engineer sets up ad-hoc conference in bridge

· Dial-Out from Bridge – Test engineer sets up scheduled conference in bridge with dial-out

VII. Cutover Activities

	FINAL CUTOVER
	
	

	Communicate schedule and status with stakeholders
	
	

	Obtain authorization to proceed or delay
	GO/NO-GO notification 


	

	Activate new service(s)
	
	

	Conduct acceptance test
	
	

	The Agency should notify Networx vendor  and TCC of rejection of service within 72 hours of cutover
	Acceptance period of 72 hours begins upon receipt of the Service Order Completion Notice (SOCN)
	

	Begin production
	
	

	Obtain signoffs for cutover completion
	
	

	Deactivate legacy service
	
	


VIII. Transition Cutover Contact List

Transition Cutover Contact List
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Transition Cutover Contact List

(Continued)






CPE Vendor:  










CPE Vendor Key Contact Personnel:
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Transition Cutover Contact List

(Continued)
Incumbent Vendor:  










Incumbent Vendor Key Contact Personnel:
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CUTOVER ISSUES LOG
	ISSUE #
	INITIATOR
	ISSUE SUMMARY

	
	
	

	Priority/Impact
	Owner
	Target Resolution Date

	
	
	

	Status
	Status Date
	Resolution
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