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Project Information 

Many information systems that link state agencies and local governments are independent of one another. These multiple independent systems contribute to the cost and complexity of the intergovernmental environment. In response, several New York state and local government officials outlined an alternative vision for a "single point of contact" for government-to-government (G2G) work in NYS. 

With this vision in hand, the Center for Technology in Government (CTG) at the University at Albany led a prototype team made up of state and local governments and corporate partners to design, develop, and evaluate the prototype. The goal of the prototype is to pull multiple intergovernmental business functions from a range of programmatic areas through one common place. In building this role-based, web-based, single sign-on system, the research focus is to identify the technology, policy, and management implications related to building a full system.  In addition, CTG wanted to learn if it would provide state, county, and municipal governments with greater efficiency, high quality authentic data, and more consistent and coordinated services. 
The prototype offered just enough functions to test the concepts. One important feature was role-based access to different functions. Each user had access to only those functions that pertained to their job. Two functions were available to all state and local government users. The first is a searchable, unified Directory of Contact Information for State and Local Government Professionals. The second is an area of Informational Resources where state and local government professionals can find relevant information on laws and regulations, links to professional associations, data resources, and other helpful information. 

The role-based applications available through the gateway included the following. 

· Ability to update and manage the information in the contact repository for state and local government officials in NYS. All contact information was updated electronically through a decentralized process that makes each locality or state agency department the data owner. This was chosen to represent one authentic directory of selected state and local officials. It was modeled after a similar effort at the Office of the State Comptroller. 

· Processing of dog licensing transactions that occur between local governments and the NYS Department of Agriculture and Markets. This was chosen to represent a high volume transaction process. It involved the NYS Department of Agriculture and Markets and cities, towns, and villages throughout NYS. 

· A data quality check to investigate and update the status of parcel transfers in localities throughout NYS. This was chosen to represent a reporting process that involves the NYS Office of Real Property Services, county officials, and town and city assessors. Business rules that are used to check property records are electronically programmed into the application to check for potential errors, a process that is currently done manually.

Over the course of the project, many state and local people had a hand in developing, testing, refining, and evaluating the prototype.  76 people participated from 8 state agencies, 9 counties, 9 cities, and 18 towns.  Through prototype development, testing, and evaluation, many people said that the concept of the project and the approach is moving in the right direction. The project’s development process and the concept of the prototype made it clear to both state and local government participants that it was a better way of working compared to their current methods. 

All of the findings, lessons learned, conclusions, and recommendations will be shared through a Final Report and a Gateway Prototype Event (5/20/04 from 9 am – 12 noon in Albany, New York). The final report will be distributed and available on http://www.ctg.albany.edu/ in early June 2004.  If you would like a copy of the report or would like to register for the Gateway Prototype Event, contact Meghan Cook at mcook@ctg.albany.edu
CIO Council Update

The CIO Council will be having their next meeting at FOSE, and members are invited to attend the Azmuth Awards Dinner.  The last meeting featured a talk by Mark Andreeson about the future of technology. 

In addition, they are focusing on workforce planning, architecture and SmartBuy.

Introduction of Glenn Schlarman
Martha Dorris welcomed Glenn Schlarman, the new OMB Branch Chief of the 
Information Policy and Technology Branch, as her co-chair for the intergovernmental teleconference group.  Glenn is rejoining OMB from the Department of Energy where he served as the Deputy CIO focusing on Cybersecurity.

E-Authentication

Electronic Authentication Partnership

The goal of the Electronic Authentication Partnership (EAP) is to enable the interoperablity of public and private online authentication systems. It is comprised of stakeholder groups, including Federal agencies, state governments, private-sector companies and organizations, and public interest groups.  Karen Evans, Administrator of the Office of Electronic Government and IT in the Office of Management and Budget announced the EAP on December 9, 2003.  While a number of groups have been looking into problems associated with authentication, participants must still bilaterally negotiate trust with every other participant, and there is no coordinated approach. Since there is a blurring between private and government systems, the EAP is based on the premise that it is best to create a shared effort among government agencies, commercial entities and non-government organizations to resolve outstanding issues.

The EAP has formed four workgroups around the following topic areas and are looking for additional state and local participation.  The EAP will host a meeting in Washington DC on April 7&8 and welcome all interested parties.  The workgroups are:

Credential Standards and Assurance Levels

Evaluation, Accreditation and Compliance

Business requirements & processes

Governance 

Additional information can be found at www.eapartnership.org or by contacting Von Harrison at Von.Harrison@gsa.gov 

For information on the implementation of the e-authentication initiative please contact Georgia Marsh at georgiak.marsh@gsa.gov or 202-501-6733.  Additional information can also be found at  http://www.cio.gov/eauthentication/.

Council for Excellence in Government’s Homeland Security Initiative 

The Council's  "Homeland Security From the Citizens' Perspective" initiative places safe and engaged citizens at the center of homeland security and addresses their needs and priorities in the design, implementation, and enforcement of homeland security.  The project takes a two-pronged approach 1) Citizen input will be sought through a series

of town hall meetings across the country.  Governors, mayors, business leaders and others are invited to the various town hall locations.  2) The Council is convening a series of working group sessions with key players from industry, government, academia, and non-governmental organizations. These sessions are run concurrent with town hall meetings.  CEG plans to develop and communicate innovative, broadly supported recommendations to the Administration, the Congress, governors, mayors, business leaders and citizens to help achieve a safe, secure homeland.

Upcoming townhalls include Boston on March 23rd and Seattle on April 6th.  The  Council has also conducted a national survey of citizens and a smaller survey of  front line responders.  The results will be released March 31st.  All are welcome to attend.  Central findings of the poll include:

· Citizens feel safer today than they did a year ago, although terrorism is still a concern.

· There is a low awareness about preparedness plans for a terrorist attack but many citizens are taking action on their own.

· The public believes that government should have access to personal information if it will help prevent an attack, although civil liberties concerns remain high.

· The government gets high marks for its efforts toward protecting the homeland. 

· Citizens are willing to play a role in promoting a safe and secure homeland.

The results of this initiative will be released in May 2004.  For more information please see:  www.citizensecure.org and for web casts of the townhalls please visit the website: www.excelgov.org.
Inter-Agency Committee on Government Information

Federal Government to Develop Guidelines for Improving Agency Websites
The Inter-Agency Committee on Government Information (ICGI) was established as part of the E-Government Act of 2002, to improve the public's access to online federal government information. The ICGI has created several working groups, including the Web Content Standards working group, which will recommend standards, guidelines and best practices for federal agency websites.  In addition to compiling existing standards required by laws and regulations, we will recommend new standards and guidelines that we hope will enhance the ease-of-use and overall quality of federal websites.  The working group would like to solicit input from state and local governments to learn about their experiences in implementing similar web policies and standards at the state and local level and any lessons learned from the process.  Specifically, the group would like to know if states and localities have web policies, standards and best practices that they can share with us to help inform our process.  They would also like input about which improvements/standards they'd like to see on all federal agency websites.  For example, what common content should be on every federal website? (e.g., an "about us" link?  common questions?  links to grants? jobs?).   Please note that the focus is on content standards, not technical standards.   Please send your input to the ICGI feedback form at:  http://www.firstgov.gov/feedback/WebStandardsForm.jsp, or contact the working group co-chairs: Sheila Campbell at sheila.campbell@gsa.gov or Candi Harrison at Candis_B._Harrison@hud.gov.

Action Item

· Glenn Schlarma requested that we focus on privacy and security from the state and local perspective in an upcoming call.

