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Minutes

Update on the CIO Council



Dave Molchany, CIO Fairfax County, gave an overview of the CIO Council Offsite held at the Management of Change Conference in Philadelphia.  GSA’s MJ Jameson spoke about the USA Services Presidential E-Gov Initiative to provide multi-channel services to the citizen via Internet (www.firstgov.gov), phone (1-800-FED-INFO), and e-mail.  USA Services currently has 19 partner agencies that utilize USA Services for misdirected citizen contacts and 8 partner agencies that receive “Tier 1” customer services, where USAServices answers question through e-mail and its call-center on behalf of customer agencies.  Dan Matthews, CIO at Department of Transportation, highlighted Performance Outcomes in E-Government.  Return on Investment, a priority for managers, is being combined with a “business outcome focus.”  There was also discussion of IT skills and workforce, critical IT positions and the concept of IT Project Managers.  

There were related discussions at the E-Gov Government Solution Forum in a panel led by Karen Evans, Administrator for E-Government and Information Technology at OMB, with Dave Wennergren, CIO, Navy; Kim Nelson, CIO, EPA; Ira Hobbs, CIO, Treasury; and Dan Matthews, CIO, Transportation.  Karen Evans talked about project and program management certification and the need to teach the workforce, which is an important issue to all levels of government. Online Training is an approach being used.  Kim Nelson talked about enterprise architecture, and the interest of some lawmakers, including Representative Putnam of Florida, of documenting the ROI of architecture efforts.  Wennegren discussed creating a Best Practices repository for government.  The group discussed the necessity of opening such a repository to state and local practices.  There was some suggestion that it could be tied to the G2G portfolio.  Karen Evans will be discussing the repository with eth CIO Council.  Ira Hobbs discussed workforce issues and noted that Fed CIO’s stay only 18 months on average.  Local governments tend to have less turnover.

OMB:  Privacy Act and E-Gov Act Issues

Glen Schlarman brought in two colleagues to discuss implications of the Privacy Act and E-Government Act for state and local governments.  Eva Kleederman highlighted the need to raise awareness of aspects of the Privacy Act that apply to state and local government.  The Privacy Act protects personally identifiable information collected by government.  Section 7 of the act applies to state and local government use of social security numbers (SS#).  Many citizens are being asked to provide SS# to receive gov’t services.  Sec 7 limits the circumstances in which state and local governments can collect them.   State and local programs can only collect SS#'s if they were being collected prior to 1975 or if their use is allowed by federal law.  There are laws that allow state and local governments to use SS# in many instances.  Glenn mentioned a GAO report that highlighted the problem, GAO-02-352 May 2002 Social Security Numbers: Government Benefits from SSN Use but Could Provide Better Safeguards"
Dan Costello of OMB discussed E-Gov Act requirements in Sections 213 and 215.  Section 213 requires the federal government to evaluate Community Technology Centers (CTC) and their usefulness.   CTC’s are publically available resources that provide Internet access to the community, and are often located in public places such as libraries.  The report will be ready in April 2005.  The section also requires development of an online tutorial for FirstGov and federal government.  There was some questions amongst the group as to how CTC’s work and how they work with local jurisdictions.  Information about CTC’s is available at Www.ctcnet.org.  Atlanta has a robust CTC program.  The Executive Director would be a good contact for local governments looking to work with CTC’s.  Section 215 calls for a Digital Divide study.  Lots of work has already been done.  The National Academy of Sciences is working with GSA and other agencies to study the issue.

Industry Advisory Council, Program June 23rd GIS Event Panel
Bill Errico, Chair of the Industry Advisory Council’s ACT Homeland Protection Committee spoke about the work of the committee and their recent GIS event panel.   The Industry Advisory Council is the sister organization of the American Council for Technology, representing industry.    The Homeland Protection Committee is part of the E-Government shared interest group.  The group holds monthly meetings and has approximately 150 members.  The Committee held a panel discussion on June 23rd that focused on geospatial issues, with representatives from state and local, the National Guard, and federal government.  The group focuses on other issues such as Education and Awareness and Wireless solutions.  Bill also discussed HOMELAND SECURITY INFORMATION TECHNOLOGY EVALUATION PROGRAM (ITEP) funding for IT security and improve info sharing.  See below for more details.

Council for Excellence in Government’s Homeland Security Initiative Findings.

Brooke Mikesell, Project Leader for Technology and e-Government at CEG, talked about the findings of the Council’s newly released report on Homeland Security, “We the People: Homeland Security from the Citizens’ Perspective.”  Released May 25, 2004, the report summarized the findings from a variety of outreach efforts to the citizen on homeland security, including seven major town hall meetings (St. Louis, Miami, San Diego, Houston, Fairfax, Boston, and Seattle).  The report is available online at http://www.excelgov.org/displaycontent.asp?keyword=prhHomePage.  Four major themes run through the findings, with recommendations that correspond to each.

1. Dynamic, collaborative, results-oriented leadership

· The President should direct DHS to update the National Strategy for Homeland Security with input from federal, state and local government, the private sector and civic organizations

2. Informed and engaged citizens

· The President Should designate September as “Homeland Security Preparedness Month”

· Local government should produce an index card of critical information in a user-friendly format that can be distributed in multiple languages through many channels to homes, workplaces and schools

· State and Local Governments Should include reporters in homeland security training exercises as active participants – since citizens will rely on television and radio as their primary source of information in the event of an emergency

· Schools should involve parents in the development and upgrading of emergency preparedness plans 

3. Strategic and appropriate use and sharing of information

· DHS should require that all first responder communications equipment purchased with federal funds employ open, non-proprietary architecture market based open standards at the interface to allow seamless communications.  

· State and local government should follow the National Incident Management Standards (NIMS), which establish clear chains of command for information sharing and incident management structure. 

· Congress should pass legislation requiring the allocation of more radio spectrum to public safety officials as soon as possible

· Local officials should set up a mechanism (like 911 or 311) for citizens to report homeland security threats and emergency information.

· Federal, State, and local agencies should treat privacy and information security as issues of governance and performance. 

4. Innovation and Rigorous Evaluation

· DHS should encourage and support innovative approaches to information sharing

· DHS should work with state and local governments and private partners to compile and share lessons learned and best practices through websites, conferences, and publications. 

· Government and private organizations should establish awards for innovative, effective approaches to homeland security by all levels of government and others in the enterprise, including citizens. 

HOMELAND SECURITY INFORMATION TECHNOLOGY EVALUATION PROGRAM (ITEP)

Tom Bold, CIO Industry Liaison in the Department of Homeland Security, discussed the 
HOMELAND SECURITY INFORMATION TECHNOLOGY EVALUATION PROGRAM (ITEP), which will find IT Demo Projects.  ITEP is a competitive program intended to foster and evaluate novel uses of existing, “state-of-the-market” information technology that will demonstrate how to remove barriers and improve information sharing and integration.  The program was announced on May 28th.  The tight deadline was unfortunate but necessary.   DHS is anticipating 100 or so proposals by June 30th.  Eligible applicants are the State Administrative Agencies (SAAs) in each of the fifty states, the District of Columbia, the Commonwealth of Puerto Rico, Guam, American Samoa, the Commonwealth of the Northern Mariana Islands and the United States Virgin Islands.  As part of ITEP, the SAA for each state and territory, in collaboration with state CIOs and homeland security directors, may submit up to three applications for candidate projects to ODP.  The OCIO will coordinate a review of the applications through a panel of subject-matter experts.   Applications are due no later than June 30, 2004, and must be made through the ODP Grants Management System (GMS) at www.ojp.usdoj.gov/fundopps.htm.  Reviews of candidate projects will be completed by July 31, 2004, and grant awards will be made no later than September 30, 2004.   For additional information Tom can be reached at Thomas.Bold@dhs.gov.

NASCIO June 2004 Fly-In

Chris Dixon recapped the June 2004 NASCIO Fly-in.  Fifteen state CIO’s came to Washington DC to meet with Congressional leaders and government officials.  There were six major issues of interest to the fly-in participants:

· Protecting Governments’ Critical Information Assets (Cybersecurity) 

· Coordinating the Rollout of Homeland Security Information Systems 

· Achieving an Enterprise View and Information Sharing (Enterprise Architecture) 

· Achieving Wireless Communications Interoperability 

· Federal IT Funding Reform

· Privacy

Fly-in participants also participated in a roundtable in Thursday June 3 with 35 fed/state/local participants on wireless interoperability.  The Fly-in was a great success and provided access to high-level officials and congressman.  For more information, read the NASCIO Fly-in Issue Briefs https://www.nascio.org/washwatch/NASCIOww/issue_briefs.cfm and Calls for Action https://www.nascio.org/washwatch/NASCIOww/calls_for_action.cfm.  Chris Dixon can be reached at cdixon@amrinc.net.

E-Gov Fellows Program



Chris Wingo at the Council for Excellence in Government provided an overview of the Council’s E-Government Fellows Program.  The program will begin in October 2004 and is open top government manager at the GS-13/14/15 level in the federal government or the state and local equivalent.

The curriculum focuses on:

· Using e-Government Strategies to Achieve Results

· Using Effective Leadership Models

· Learning from the Best

· Real-Time and Practical Coaching

· Networking Effectively

· Learning How to Use the Framework of the President’s Management Agenda and the Government Performance and Results Act to Achieve Results

· Getting a Return on Investment

APPLICATIONS DUE: Are Currently Being Accepted

Applications may be submitted electronically or via mail cwingo@excelgov.org or fax (202) 728-0422.  Electronic applications are strongly encouraged.

ACCEPTANCE NOTICE: July 16, 2004

Applications will be notified within three weeks of submission. 

KICK-OFF SESSION: October 4 - October 7, 2004

The kick-off session of the 2004-2005 Fellows Programs will be held in Williamsburg, Virginia. 

TIME COMMITMENT

Approximately 21 days during the program year for both the Excellence in Government and e-Government Fellows Programs.

TUITION DUE DATE: October 29, 2004

Tuition payments are due to the Council. Purchase Order, check, and credit card are accepted.

Tuition for the Excellence in Government and e-Government Fellows program is $9,400.

Tuition includes:

• 21 contact days, including benchmarking and guest leader visits* 

• Books, readings, and other materials 

• Self-Assessment Tools and analysis 

• Individual coaching and development planning around self-assessment results 

• On-line collaboration tools 

• Access to the Council’s resources, expertise, and networks 

• Invitations to special Council events, such as Evenings of Excellence 

• Use of the Fellows Skills Bank and invitation to Senior Fellows activities

For more information visit the Council’s E-Gov Fellows Page at http://www.excelgov.org/displayMainSection2.asp?keyword=prlegHomePage. Chris can be reached at cwingo@excelgov.org or at 202-708-2018
Face-to-Face meeting in September.

Martha Dorris announced the next face-to-face meeting of the intergovernmental teleconference for September 2004.  There will be no meetings of the group in July and August.  

Martha closed the meeting by thanking everyone that participated in the ACT Management of Change Conference in late May.  The conference was a great success.  Over 450 people attended, the highest attendance yet.  The conference also included significant state and local participation. 

