The first meeting of the Governmentwide Transportation Policy’s Internal Transportation Security Working Group (TSWG) was convened on Wednesday, June 4th at 10:00 AM in room G241 of the GSA Headquarters, Washington, DC.  
Patrick O’Grady, Program Analyst for the Office of Governmentwide Policy’s Transportation Management Policy (MTL), facilitated the meeting by opening with a short presentation outlining the agenda and the expected mission of the TSWG.  At the suggestion of GSA’s legal counsel Mr. O’Grady explained that the TSWG needs to recognize that transportation security is the domain of the Department of Homeland Security’s Transportation Security Administration and that the TSWG is not expected to produce any regulations pertaining to security.
Opening the floor for discussion, several questions were posed to the group in an effort to frame the overall discussion and generate ideas.  Even though this was the first meeting of the TSWG the discussion was lively and covered several topics, however the discussion settled around three key themes:
·         Deliveries inbound - small package, LTL,
·         Facility security, and
·         Risk, threat and vulnerability assessments.
Deliveries: Inbound
The TSWG decided that the most immediate priority for the group is incoming freight.  Incoming freight is comprised of three categories: 
1. Government-to-government shipments (GTG), 
2. Commercial-to-government shipments (CTG), and 
3. Commercial-to-personal shipments (CTP).CTP shipments represent deliveries made to Federal associates from vendors like Amazon.com and are not on-the-account-of-the-government.  
Bill Bardwell, Veterans Affairs, introduced small package delivery as a main concern.  He explained that at his facility small package transportation service providers (TSP) have a tremendous amount of latitude for deliveries with the ability to frequently drive to delivery docks without security inspections or screening. 
As a solution, Bill suggested modifying the small package contracts to require TSPs to provide manifests ahead of delivery.  The rational is that security risk is highest with small package TSPs because their delivery schedules are unknown and deliveries arrive unannounced.  The TSWG felt that requiring the small package TSP to manifest would be difficult to manage due to the very nature of over night delivery.  Also, there was a concern that such a requirement would increase costs.  The topic remains open.
Facility Security
The second topic of concern crosses a line of authority and requires the transportation manager to closely work with their building security personnel.  The TSWG felt that facility security is not applied consistently across the Washington DC Metro area, adding to confusion on the part of the TSPs and the transportation managers.  Very few of the meeting participants knew or had copies of their facility delivery procedures.  Murray Welsh, National Endowment of the Arts, provided an example of his agency investing in an X-ray machine specifically for screening packages but has yet to install the machine for operation. 
Risk, Threat and Vulnerability Assessments
This is an area of great concern and the TSWG also tasked itself to develop guidelines on how to perform risk, threat and vulnerability assessments.  Denise Hicks, OGP’s Mail Management Policy Division, discussed at length the process that they went through to create security guidelines and check lists.  She offered to provide a copy of Mail’s guidelines to the TSWG. 
Rocky Loewner, Federal Emergency Management Agency, had a question for the TSWG concerning risks, threats and vulnerabilities.  FEMA is concerned that during disaster operations FEMA’s equipment and associates are at risk because the equipment is tagged as belonging to the federal government, clearly presents a target.  He asked the group for thoughts on what can be done to correct or mitigate this risk.  Murray Welsh suggested that FEMA could request a waiver from the Fleet Policy group to use state vehicle tags.  
Rocky Loewner also expressed that the group consider the security needs of less-than-truckload (LTL) and truck-load (TL) in the future.  Adding, that while small package deliveries are important, security concerns exist within the LTL and TL areas too.
At conclusion the TSWG recapped the areas of concerns where further investigation and development is required. They are as follows:
· There needs to be standard security guidelines for federal buildings, which includes standard guidance and instructions to federal associates and the TSPs
· Government vehicles/employees – handling process and tagging processes should be different, 
· Consideration of Government To Government, Commercial To Government and Commercial To Personal, an issue of non-government freight needs to be examined under risk, threats and vulnerabilities 
· Small Package: room for better control of shipments, example packages are not screened trucks not inspected 
· Development of security plans what should they include and how to develop, 
· Benchmark with private industry (shippers) security processes 
Tasks

1) Collect examples of agencies security guidelines, check lists, and self assessment guides

2) Identify Risk, Threat and Vulnerability procedures and processes and definitions

3) TSWG membership will collect security processes at their facilities

Additional assignments

·      Denise Hicks, GSA  will get a draft of biological agent in the mail center (done)

·      Denise Hicks, GSA will forward information of David Cox, FBI Explosive Test Operative to the TSWG facilitator (done)

·         Ruth Tetreault, Department of Defense (DoD), will provide guidelines from the Military Traffic Management Command (MTMC) headquarters (done)

·         Bill Bardwell, Veterans Affairs will forward their Material Handling handbook

