1. MAINTENANCE OF THE PROPERTY, RIGHT TO INSPECT (SIMPLIFIED) (SEP 2022)

   The Lessor shall maintain the Property, including the Building, Building systems, and all equipment, fixtures, and appurtenances furnished by the Lessor under this Lease, in good repair and tenantable condition. Upon request of the Lease Contracting Officer (LCO), the Lessor shall provide written documentation that Building systems have been properly maintained, tested, and are operational within manufacturer's warranted operating standards. The Lessor shall maintain the Premises in a safe and healthful condition according to applicable OSHA standards, including standards governing indoor air quality, existence of mold and other biological hazards, presence of hazardous materials, etc. The Government shall have the right, at any time after the Lease is signed and during the term of the Lease, to inspect all areas of the Property to which access is necessary for the purpose of determining the Lessor's compliance with this clause.

2. FIRE AND CASUALTY DAMAGE (SIMPLIFIED) (SEP 2022)

   If the building is partially or totally destroyed or damaged by fire or other casualty so that the leased space is untenable as determined by the Government, the Government may terminate the lease upon 15 calendar days written notice to the Lessor and no further rental will be due.

3. DEFAULT BY LESSOR (APR 2012)

   A. The following conditions shall constitute default by the Lessor, and shall give rise to the following rights and remedies for the Government:

   (1) Prior to Acceptance of the Premises. Failure by the Lessor to diligently perform all obligations required for Acceptance of the Space within the times specified, without excuse, shall constitute a default by the Lessor. Subject to provision of notice of default to the Lessor, and provision of a reasonable opportunity for the Lessor to cure its default, the Government may terminate the Lease on account of the Lessor's default.

   (2) After Acceptance of the Premises. Failure by the Lessor to perform any service, to provide any item, or satisfy any requirement of this Lease, without excuse, shall constitute a default by the Lessor. Subject to provision of notice of default to the Lessor, and provision of a reasonable opportunity for the Lessor to cure its default, the Government may perform the service, provide the item, or obtain satisfaction of the requirement by its own employees or contractors. If the Government elects to take such action, the Government may deduct from rental payments its costs incurred in connection with taking the action. Alternatively, the Government may reduce the rent by an amount reasonably calculated to approximate the cost or value of the service not performed, item not provided, or requirement not satisfied, such reduction effective as of the date of the commencement of the default condition.

   (3) Grounds for Termination. The Government may terminate the Lease if:
(i) The Lessor’s default persists notwithstanding provision of notice and reasonable opportunity to cure by the Government, or

(ii) The Lessor fails to take such actions as are necessary to prevent the recurrence of default conditions,

and such conditions (i) or (ii) substantially impair the safe and healthful occupancy of the Premises, or render the Space unusable for its intended purposes.

(4) Excuse. Failure by the Lessor to timely deliver the Space or perform any service, provide any item, or satisfy any requirement of this Lease shall not be excused if its failure in performance arises from:

(i) Circumstances within the Lessor's control;

(ii) Circumstances about which the Lessor had actual or constructive knowledge prior to the Lease Award Date that could reasonably be expected to affect the Lessor's capability to perform, regardless of the Government's knowledge of such matters;

(iii) The condition of the Property;

(iv) The acts or omissions of the Lessor, its employees, agents or contractors; or

(v) The Lessor's inability to obtain sufficient financial resources to perform its obligations.

(5) The rights and remedies specified in this clause are in addition to any and all remedies to which the Government may be entitled as a matter of law.

4. GSAR 552.270-27 INTEGRATED AGREEMENT (SEP 2022) (DEVIATION)

This lease, upon execution, contains the entire agreement of the parties and no prior written or oral agreement, express or implied, shall be admissible to contradict the provisions of the lease. Except as expressly attached to and made a part of the lease, neither the request for lease proposals nor any pre-award communications by either party shall be incorporated in the lease.

5. CHANGES (SIMPLIFIED) (SEP 2011)

A. The LCO may at any time, by written order, direct changes to the TIs within the Space, Building Security Requirements, or the services required under the Lease.

B. If any such change causes an increase or decrease in Lessor's costs or time required for performance of its obligations under this Lease, whether or not changed by the order, the Lessor shall be entitled to an amendment to the Lease providing for one or more of the following:

1. An adjustment of the delivery date;
2. An equitable adjustment in the rental rate; or
3. A lump sum equitable adjustment.
C. The Lessor shall assert its right to an amendment under this clause within **30 days** from the date of receipt of the change order and shall submit a proposal for adjustment. Failure to agree to any adjustment shall be a dispute under the Disputes clause. However, the pendency of an adjustment or existence of a dispute shall not excuse the Lessor from proceeding with the change, except the Lessor shall not be obligated to comply with such order or direction if the adjustment to which it is entitled causes the annual rent (net of operating costs) to exceed the Simplified Lease Acquisition Threshold established under GSAR 570.102.

D. Absent a written change order from the LCO, or from a Government official to whom the LCO has explicitly delegated in writing the authority to direct changes, the Government shall not be liable to Lessor under this clause.

6. GSAR 552.270-8 COMPLIANCE WITH APPLICABLE LAW (SEP 2022) (DEVIAITION)

Lessor shall comply with all Federal, state, tribal, and local laws applicable to its ownership and leasing of the property, including, without limitation, laws applicable to the construction, ownership, alteration or operation of all buildings, structures, and facilities located thereon, and obtain all necessary permits, licenses and similar items at its own expense. The Government will comply with all Federal, state, tribal, and local laws applicable to and enforceable against it as a tenant under this lease, provided that nothing in this lease shall be construed as a waiver of the sovereign immunity of the Government. This lease shall be governed by Federal law.

7. FAR 52.204-21 BASIC SAFEGUARDING OF COVERED CONTRACTOR INFORMATION SYSTEMS (NOV 2021)

(a) Definitions. As used in this clause—

**Covered contractor information system** means an information system that is owned or operated by a contractor that processes, stores, or transmits Federal contract information.

**Federal contract information** means information, not intended for public release, that is provided by or generated for the Government under a contract to develop or deliver a product or service to the Government, but not including information provided by the Government to the public (such as on public websites) or simple transactional information, such as necessary to process payments.

**Information** means any communication or representation of knowledge such as facts, data, or opinions, in any medium or form, including textual, numerical, graphic, cartographic, narrative, or audiovisual (Committee on National Security Systems Instruction (CNSSI) 4009).

**Information system** means a discrete set of information resources organized for the collection, processing, maintenance, use, sharing, dissemination, or disposition of information (**44 U.S.C. 3502**).

**Safeguarding** means measures or controls that are prescribed to protect information systems.

(b) Safeguarding requirements and procedures.
(1) The Contractor shall apply the following basic safeguarding requirements and procedures to protect covered contractor information systems. Requirements and procedures for basic safeguarding of covered contractor information systems shall include, at a minimum, the following security controls:

(i) Limit information system access to authorized users, processes acting on behalf of authorized users, or devices (including other information systems).

(ii) Limit information system access to the types of transactions and functions that authorized users are permitted to execute.

(iii) Verify and control/limit connections to and use of external information systems.

(iv) Control information posted or processed on publicly accessible information systems.

(v) Identify information system users, processes acting on behalf of users, or devices.

(vi) Authenticate (or verify) the identities of those users, processes, or devices, as a prerequisite to allowing access to organizational information systems.

(vii) Sanitize or destroy information system media containing Federal Contract Information before disposal or release for reuse.

(viii) Limit physical access to organizational information systems, equipment, and the respective operating environments to authorized individuals.

(ix) Escort visitors and monitor visitor activity; maintain audit logs of physical access; and control and manage physical access devices.

(x) Monitor, control, and protect organizational communications (i.e., information transmitted or received by organizational information systems) at the external boundaries and key internal boundaries of the information systems.

(xi) Implement subnetworks for publicly accessible system components that are physically or logically separated from internal networks.

(xii) Identify, report, and correct information and information system flaws in a timely manner.

(xiii) Provide protection from malicious code at appropriate locations within organizational information systems.

(xiv) Update malicious code protection mechanisms when new releases are available.

(xv) Perform periodic scans of the information system and real-time scans of files from external sources as files are downloaded, opened, or executed.

(2) Other requirements. This clause does not relieve the Contractor of any other specific safeguarding requirements specified by Federal agencies and departments relating to covered contractor information systems generally or other Federal safeguarding requirements for controlled unclassified information (CUI) as established by Executive Order 13556.

(c) Subcontracts. The Contractor shall include the substance of this clause, including this paragraph (c), in subcontracts under this contract (including subcontracts for the acquisition
of commercial products or commercial services, other than commercially available off-the-shelf items), in
which the subcontractor may have Federal contract information residing in or transiting through its
information system.

8. FAR 52.204-25 PROHIBITION ON CONTRACTING FOR CERTAIN TELECOMMUNICATIONS
AND VIDEO SURVEILLANCE SERVICES OR EQUIPMENT (NOV 2021)

(a) Definitions. As used in this clause—

*Backhaul* means intermediate links between the core network, or backbone network, and the small
subnetworks at the edge of the network (e.g., connecting cell phones/towers to the core telephone
network). Backhaul can be wireless (e.g., microwave) or wired (e.g., fiber optic, coaxial cable, Ethernet).

*Covered foreign country* means The People’s Republic of China.

*Covered telecommunications equipment or services* means–

1. Telecommunications equipment produced by Huawei Technologies Company or ZTE
Corporation (or any subsidiary or affiliate of such entities);

2. For the purpose of public safety, security of Government facilities, physical security
surveillance of critical infrastructure, and other national security purposes, video surveillance and
telecommunications equipment produced by Hytera Communications Corporation, Hangzhou Hikvision
Digital Technology Company, or Dahua Technology Company (or any subsidiary or affiliate of such
entities);

3. Telecommunications or video surveillance services provided by such entities or using such
equipment; or

4. Telecommunications or video surveillance equipment or services produced or provided by
an entity that the Secretary of Defense, in consultation with the Director of National Intelligence or the
Director of the Federal Bureau of Investigation, reasonably believes to be an entity owned or controlled
by, or otherwise connected to, the government of a covered foreign country.

*Critical technology* means–

1. Defense articles or defense services included on the United States Munitions List set forth in
the International Traffic in Arms Regulations under subchapter M of chapter I of title 22, Code of Federal
Regulations;

2. Items included on the Commerce Control List set forth in Supplement No. 1 to part 774 of
the Export Administration Regulations under subchapter C of chapter VII of title 15, Code of Federal
Regulations, and controlled-

   (i) Pursuant to multilateral regimes, including for reasons relating to national security,
chemical and biological weapons proliferation, nuclear nonproliferation, or missile technology; or

   (ii) For reasons relating to regional stability or surreptitious listening;
(3) Specially designed and prepared nuclear equipment, parts and components, materials, software, and technology covered by part 810 of title 10, Code of Federal Regulations (relating to assistance to foreign atomic energy activities);

(4) Nuclear facilities, equipment, and material covered by part 110 of title 10, Code of Federal Regulations (relating to export and import of nuclear equipment and material);

(5) Select agents and toxins covered by part 331 of title 7, Code of Federal Regulations, part 121 of title 9 of such Code, or part 73 of title 42 of such Code; or


Interconnection arrangements means arrangements governing the physical connection of two or more networks to allow the use of another's network to hand off traffic where it is ultimately delivered (e.g., connection of a customer of telephone provider A to a customer of telephone company B) or sharing data and other information resources.

Reasonable inquiry means an inquiry designed to uncover any information in the entity's possession about the identity of the producer or provider of covered telecommunications equipment or services used by the entity that excludes the need to include an internal or third-party audit.

Roaming means cellular communications services (e.g., voice, video, data) received from a visited network when unable to connect to the facilities of the home network either because signal coverage is too weak or because traffic is too high.

Substantial or essential component means any component necessary for the proper function or performance of a piece of equipment, system, or service.

(b) Prohibition. (1) Section 889(a)(1)(A) of the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (Pub. L. 115-232) prohibits the head of an executive agency on or after August 13, 2019, from procuring or obtaining, or extending or renewing a contract to procure or obtain, any equipment, system, or service that uses covered telecommunications equipment or services as a substantial or essential component of any system, or as critical technology as part of any system. The Contractor is prohibited from providing to the Government any equipment, system, or service that uses covered telecommunications equipment or services as a substantial or essential component of any system, or as critical technology as part of any system, unless an exception at paragraph (c) of this clause applies or the covered telecommunication equipment or services are covered by a waiver described in FAR 4.2104.

(2) Section 889(a)(1)(B) of the John S. McCain National Defense Authorization Act for Fiscal Year 2019 (Pub. L. 115-232) prohibits the head of an executive agency on or after August 13, 2020, from entering into a contract, or extending or renewing a contract, with an entity that uses any equipment, system, or service that uses covered telecommunications equipment or services as a substantial or essential component of any system, or as critical technology as part of any system, unless an exception at paragraph (c) of this clause applies or the covered telecommunication equipment or services are covered by a waiver described in FAR 4.2104. This prohibition applies to the use of covered telecommunications equipment or services, regardless of whether that use is in performance of work under a Federal contract.

(c) Exceptions. This clause does not prohibit contractors from providing—
(1) A service that connects to the facilities of a third-party, such as backhaul, roaming, or interconnection arrangements; or

(2) Telecommunications equipment that cannot route or redirect user data traffic or permit visibility into any user data or packets that such equipment transmits or otherwise handles.

(d) Reporting requirement. (1) In the event the Contractor identifies covered telecommunications equipment or services used as a substantial or essential component of any system, or as critical technology as part of any system, during contract performance, or the Contractor is notified of such by a subcontractor at any tier or by any other source, the Contractor shall report the information in paragraph (d)(2) of this clause to the Contracting Officer, unless elsewhere in this contract are established procedures for reporting the information; in the case of the Department of Defense, the Contractor shall report to the website at https://dibnet.dod.mil. For indefinite delivery contracts, the Contractor shall report to the Contracting Officer for the indefinite delivery contract and the Contracting Officer(s) for any affected order or, in the case of the Department of Defense, identify both the indefinite delivery contract and any affected orders in the report provided at https://dibnet.dod.mil.

(2) The Contractor shall report the following information pursuant to paragraph (d)(1) of this clause

(i) Within one business day from the date of such identification or notification: the contract number; the order number(s), if applicable; supplier name; supplier unique entity identifier (if known); supplier Commercial and Government Entity (CAGE) code (if known); brand; model number (original equipment manufacturer number, manufacturer part number, or wholesaler number); item description; and any readily available information about mitigation actions undertaken or recommended.

(ii) Within 10 business days of submitting the information in paragraph (d)(2)(i) of this clause: any further available information about mitigation actions undertaken or recommended. In addition, the Contractor shall describe the efforts it undertook to prevent use or submission of covered telecommunications equipment or services, and any additional efforts that will be incorporated to prevent future use or submission of covered telecommunications equipment or services.

(e) Subcontracts. The Contractor shall insert the substance of this clause, including this paragraph (e) and excluding paragraph (b)(2), in all subcontracts and other contractual instruments, including subcontracts for the acquisition of commercial products or commercial services.

9. INTENTIONALLY DELETED

10. FAR 52.252-2 CLAUSES INCORPORATED BY REFERENCE (VARIATION) (DEC 2003)

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full text. Upon request, the Contracting Officer will make the full text available, or the full text may be found at http://www.acquisition.gov.

11. The following clauses are incorporated by reference:

FAR 52.204-2 SECURITY REQUIREMENTS (MAR 2021) (Applicable when the contract may require access to classified information.)

FAR 52.204-9 PERSONAL IDENTITY VERIFICATION OF CONTRACTOR PERSONNEL (JAN 2011)
| FAR 52.204-10, | REPORTING EXECUTIVE COMPENSATION AND FIRST-TIER SUBCONTRACT AWARDS (JUN 2020) (Applicable if over $30,000 total contract value.) |
| FAR 52.204-13 | SYSTEM FOR AWARD MANAGEMENT MAINTENANCE (OCT 2018) |
| FAR 52.204-19 | INCORPORATION BY REFERENCE OF REPRESENTATIONS AND CERTIFICATIONS (DEC 2014) |
| FAR 52.204-23 | PROHIBITION ON CONTRACTING FOR HARDWARE, SOFTWARE, AND SERVICES DEVELOPED OR PROVIDED BY KASPERSKY LAB AND OTHER COVERED ENTITIES (NOV 2021) |
| FAR 52.209-6 | PROTECTING THE GOVERNMENT’S INTEREST WHEN SUBCONTRACTING WITH CONTRACTORS DEBARRED, SUSPENDED, OR PROPOSED FOR DEBARMENT (NOV 2021) (Applicable to leases over $35,000 total contract value.) |
| FAR 52.215-10 | PRICE REDUCTION FOR DEFECTIVE CERTIFIED COST OR PRICING DATA (AUG 2011) (Applicable when cost or pricing data are required for work or services over $2,000,000.) |
| FAR 52.215-12 | SUBCONTRACTOR CERTIFIED COST OR PRICING DATA (JUN 2020) (Applicable when the clause at FAR 52.215-10 is applicable.) |
| FAR 52.219-9 | SMALL BUSINESS SUBCONTRACTING PLAN (NOV 2021) ALTERNATE III (JUN 2020) (Applicable to Leases over $750,000 total contract value.) |
| FAR 52.219-16 | LIQUIDATED DAMAGES—SUBCONTRACTING PLAN (SEP 2021) (Applicable to leases over $750,000 total contract value.) |
| FAR 52.219-28 | POST-AWARD SMALL BUSINESS REREPRESENTATION (SEP 2021) (Applicable to leases exceeding the micro-purchase threshold) |
| FAR 52.222-21 | PROHIBITION OF SEGREGATED FACILITIES (APR 2015) |
| FAR 52.222-26 | EQUAL OPPORTUNITY (SEP 2016) |
| FAR 52.222-35 | EQUAL OPPORTUNITY FOR VETERANS (JUN 2020) (Applicable to leases $150,000 or more, total contract value. Full text may be found at [http://www.acquisition.gov](http://www.acquisition.gov)) |
| FAR 52.222-36 | EQUAL OPPORTUNITY FOR WORKERS WITH DISABILITIES (JUN 2020) (Applicable to leases over $15,000 total contract value. Full text may be found at [http://www.acquisition.gov](http://www.acquisition.gov)) |
| FAR 52.222-37 | EMPLOYMENT REPORTS ON VETERANS (JUN 2020) (Applicable to leases $150,000 or more, total contract value.) |
| FAR 52.223-6 | DRUG-FREE WORKPLACE (MAY 2001) (Applicable to Leases over the Simplified Lease Acquisition Threshold as well as to any Leases of any value awarded to an individual) |
| FAR 52.232–23 | ASSIGNMENT OF CLAIMS (MAY 2014) (Applicable to leases over the micro-purchase threshold.) |
| FAR 52.232-33 | PAYMENT BY ELECTRONIC FUNDS TRANSFER - SYSTEM FOR AWARD MANAGEMENT (OCT 2018) |
The information collection requirements contained in this solicitation/contract, that are not required by regulation, have been approved by the Office of Management and Budget pursuant to the Paperwork Reduction Act and assigned the OMB Control No. 3090-0163.