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Enhanced Wireless Mobility Modification Checklist for 132-53
 
I.   Introduction: This checklist is a guide to assist offerors in submitting complete and accurate modification requests as required by the solicitation. Solicitation provisions and clauses referenced can be found in Solicitation Number FCIS-JB-980001-B at FedBizOpps website at: www.fbo.gov. The following information is required for Information Technology (IT) Schedule 70 contractors who are submitting a modification to add new SIN 132-53 Wireless.
 
II.   Submission Instructions: The following information is required when requesting the modification to add SIN 132-53 to an existing IT Schedule 70 contract:
 
TAA Compliant Statement: __________ certifies that all proposed products are TAA compliant per The Trade Agreements Act (19 U.S.C. §§2501-2581). 

_ Letter of Commitment (Only applicable if offeror is other than the manufacturer/supplier and 
   adding a new manufacturer - See I-FSS-644 Dealers and Suppliers)
 
_ Terms of Service (TOS) Agreements (only if applicable) 
[bookmark: _vkxpudenmh5m]b.) Technical Proposal
(See SCP-FSS-001, SCP-FSS-004, CI-FSS-055 (b-k) and CI-FSS-152, Evaluation Factors
for Contract Award)
 
Descriptive Literature, as it applies to the new SIN. Product Literature/Technical Specifications can be in the form of brochures (product literature), design documents, technical specifications, etc. If enabling equipment is required, provide the equipment’s technical description. (See the solicitation provisions CI-FSS-152 and CI-FSS-055, for a description of additional information and page limitations.)

 Project Experience, as it applies to the two new SINs. (see solicitation provision CI-FSS-152,  
 Evaluation Factor 4 and CI-FSS-055 (b-k))

· The three submitted examples of project experience may be used for multiple subcategories.
· Vendors shall request consideration ONLY for subcategories of which they have actual service offerings.

· An internal scope review will determine the applicable subcategory to be assigned to each existing and prospective vendors under 132-53.
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The Company’s Commercially Available Price List.

Terms and Conditions. (See attachment to solicitation, Critical Information Specific to Schedule 70, SINs 132-53 for complete detailed submittal instructions.)
 
Proposal Price List Preparation (See attachment to solicitation, Proposal Price List Preparation) Additionally, the Price Proposal Template includes the prices offered to GSA with the IFF and without the IFF. Indicate whether proposed pricing is unit based (per person, per byte, per application, etc.). If the proposed pricing is daily, weekly, monthly, or annually, then clearly state so in your proposal and be able to support this pricing structure with supporting documentation. Note: The Price Proposal Template is in Excel format
 
Commercial Sales Practices Format (CSP-1) and Discounting Policies. (If none of the CSP data has changed, restate the CSP data that is in the company’s current contract. If the CSP information has changed, the new data must be the most current, accurate, and complete data and disclosed in its entirety.) Please note: This is only required for non-TDR contracts.
 
Pricing Support: (Please provide invoices, purchase orders previously awarded by a commercial entity or a Government entity, or other supporting pricing information that reflects pricing for the work that directly correlates to the SIN(s) proposed. Additionally, you may provide any other information that will assist the Government in proving the prices offered to the Government are fair and reasonable (e.g., competitor price comparables from GSA Advantage).
 
Proposed Economic Price Adjustment Mechanism and Supporting Documentation if different from original award. (Reference clauses 552.216-70 and I-FSS-969.) (This is only required for non-TDR contracts)
 
Delivery Schedule for the new SIN(s). (Complete clause GSAM clause 552.211-78, as it appears in the solicitation.)






Please select the desired subcategory under SIN 132-53 based on the brief description of the mobility sub-categories are listed below:

1. __  Wireless Carrier Services - Wireless Carrier Services include but are not limited to, Wireless Telecommunications Carriers and Telecommunication Resellers of Wireless Services) provide mobile communications services across CONUS and  OCONUS locations. 

2. __   Other Mobility End-Point Infrastructure - Mobility infrastructure - Includes mobile infrastructure equipment for implementing mobile solutions or enhancing wireless communications. Also includes end-points and miscellaneous hardware included with a mobile solution(s) or service.
 
3.  	__  Mobility-as-a-Service (MaaS) -A subscription-based, mobile management service suite enabling mobile endpoints , including service enabling devices to be managed, and utilized  as a service. In this context a mobile endpoint is a user interface that requires wireless connectivity to communicate with an enterprise or carrier network.  The service provider retains asset ownership of the endpoint(s) and provides service regarding asset issuance, endpoint performance management, service plan management, that mobility management software, and support services into a full solution that minimizes prior device-centric costs and operations.
 
4. 	__  Enterprise Mobility Management (EMM) - A cohesive set of tools, software, and service capabilities for provisioning, management, security, and control of mobile endpoint functionality, its applications, features, and content.

5.	 __  Mobile Backend-as-a-Service (MBaaS) - Mobile application development and delivery service comprised of platform, tools, services, and libraries to develop, integrate, test and publish mobile applications to backend cloud storage and processing resources.
 
6. 	__  Telecom Expense Management Services (TEMS) - Enterprise solutions that support the lifecycle management of mobility and telecom-related assets.
 
7. 	__  Mobile Application Vetting - Includes software, processes, and tools required to test, validate, and verify mobile apps against a baseline of security, privacy, and organization-specific requirements and policies.
 
8. 	__  Mobile Threat Protection (MTP) - Solutions and services that monitor the mobile device in real-time to identify mobile threats that may compromise the mobile device, mobile applications, or data residing on the device that are not addressed by EMM/MDM or App Vetting.
 
9.	__  Mobile Identity Management - Mobile Identity Management is a set of complementary products and solutions that issue and maintain certificates, which may include Derived PIV Credential usage.
 
10.  __  Internet of Things (IoT) - The design, development, operation or maintenance of an infrastructure of networked components comprised of computing resources, digital sensors, actuators, and human interfaces that are combined into systems to achieve specific goals.

11. __  Other/Mobile Services- wireless communication services not commonly used across agency enterprises due to unique usage, features, niche application or legacy technology requirements. Examples include: paging, short term rental/disposable endpoint component, and satellite-only communications providers. Vendors under 132-53 prior to SIN rewrite, who DO NOT fall under the subcategories, 1-10, will be placed under subcategory 11, (Other/Mobile Services).

III.   Submitting the Modification Request: You may submit your modifications electronically (only) to the following:
 
a.) Submit via www.eoffer.gsa.gov 

NOTE: Prior to the submission of your modification, please call your current IT Schedule 70 contracting officer (CO) to indicate your company is submitting a modification to add 132-53. 
 

