ePM Quick Reference Guide #127
User Access & Certification Administration

WHAT IS USER ACCESS & CERTIFICATION?

The User Access and Certification (UAC) Tool is a web-based application that allows users with specific
security categories the ability to create and process new ePM user accounts. The tool is also used to
facilitate ePM’s annual recertification requirement.

The User Access tab consists of 3 pages: User Request, User Approval, and Workspace Access.

e User Request: Provides the ability to create/submit new ePM user accounts for licensing

e User Approval: Provides the ability to approve/reject new user accounts, enter/attach
clearance documents, process waiver requests and license new user accounts

o Workspace Access: Provides the ability to grant and/or request workspace access

WHO WILL USE THIS?

Project Manager

Program Certifiers

Regional System Administrators
National System Administrator
Waiver Reviewer

Waiver Approver

LICENSED USER REQUEST

Project Certifiers (Project Managers) and Program Certifiers have the ability to request new users. After
requests are submitted, they will be routed through an approval and licensing process before activation.

For instructions on adding Contact Only users, refer to QRG 138: Create a Contact Only User.

1. Launch the UAC Tool from the ePM Portal.

I Electronic Project Management
o
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2. Click on the User Access tab.

Certification

User Access

3. Click on the User Request page. Click ‘Add’ in the toolbar.

User Access B Certification

29| o | & @0 -

Add |Remove || Submit Refresh || Logout AbuutH

Drag = column header and drop it here to group by that column

* T | Middle Name* Y | Last Name® T | Display Name Y | Title®

4. Inthe web grid, provide the following information:
e Select the Region
o Enter the Full Legal name: First, middle (if no middle name enter NMN), last
o Enter the Display Name
e Select a Title from the drop-down list
e Select a Company by clicking ‘Search’

F3)

Enter the company name in the Search box. Select the company and location as
displayed below:
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Select Company

|_| GSA Companies

2 Refresh Companies |A &R

(mim|sim)

[l o]

Company Name
> A & R Electric

DUNS #/AB Code

P

MHew
Location

If the required company is not found, please contact the ePM Help Desk at

epmsupport@gsa.gov or (§66) 367-7878 for assistance.

L el fod [v]

[l ]o7]

. 55555 144 Street Washington DC

(_) | Z AR Shippers Way Cornelius NC

& AR Shipping Way Route 1 Port 5 MyCity NC

T () | 22222 Park Avenue Arlington WA
[ oK | [ cancel

GSA

Note: When adding a GSA staff member, put a check box in the GSA Companies box to
display only GSA office locations.

Select Company

“—

[¥] GsA companies

=

{2 Refresh Companies | Search Company |

BREE

o

DUNS #/AB Code

LMI

LPOE SME

Michael Sullivan

New
Location

If the required company is not found, please contact the ePM Help Desk at
epmsupport@gsa.gov or (866) 367-7878 for assistance.

WO

Address 1 Address 2

Address 3
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If the location is not displayed, click on the ‘New Location’.
a. Select location type from the drop-down
b. Enter location name, street address, city, state, and zip code. Click Save.

New Location 2%

Company Name |A & R Electric |

*Location Name |

*Street Address |

*City/Town *State/Territory = | *Zip Code ‘

‘ Save ‘ ‘ Cancel

5. Enter the user’s phone number and email address. Select the User Type: Contact Only, Licensed

ePM User, or Analytics User.

212-396-7926  RichardBouchard@gsa.gov |» = New

Contact Only
Licensed User

Analytics User

Click ‘Submit’ in the toolbar.

| ser Access | Certfication
| UserRequest | Workspace Access _User Approval
=0 ©0 -
e = UAC NSA
Add  Remove Logout About

Drag a column header and drop it here to graup by that column

W Region™ T | First Name* T | Middle Name® T | Last Name® T | Display Name 1 | Title™ T | Phone™ T | Email* T | User Type® 1 | Status T

> |[] Rro2 William Francis. Sargus Bill Sargus Architect A &R Electric 410-555-7643  wsargus@arelectric.com  Licensed User  New

The user account will be created and in the Draft workflow state.

o User Access & Certification
| User Access | Certfication

| userRequest | Workspace Access  User Approval

20 & o
e = (‘T) O 2 Uachsa

Add Remove || Submit Refresh || Logout About

Drag a eolumn header and drop it here ta group by that column a

M [Region® T FirstName® T | Middic Name™ T LastName* T | Display Name T Title T Phoner T | Email®

. RO2 william Francis Sargus Bill Sargus architect A &R Electric 410-555-7643  wsargus@arelectric.com | Licensed User | Draft

If the user currently exists in ePM, the Status column will note an error (to view the details hover
over the icon in the Status column) the user record must be validated or removed to continue.
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9.

User Access & Certification

| User Access | Certification
| User Request | Access User Approval
29 @ @O0 -
— e . UAC Prj Auth
Add Remove || Submit Refresh || Logout About

Drag = column header and drop it here to group by that column

[ roz Richard NMN Bouchard Rich Architect RO2 212-679-8543  r.bouchard@gsa.gov Licensed User yiy

M Region® T | First Name® T | Middle Name® T Last Name® T | Display Name T Title* T | Phone™ T | Emal* T | User Type® T | Status T | Prg

|

The following Contacts or Staff appear to match one or more of your user requests
Please review the potential duplicate(s) and take the appropriate corrective actions.

RO2 : Richard Bouchard

To validate, put a check in the ‘Proceed’ column.

User Access & Certification

| User Access | Certification

Request | Workspace Access _User Approval

& (”) G if valid user-
UAC Pri Auth select Proceed.|
[Remove || submit Refresh || Logout About
i
lurmn header and drop it here to group by that column A

T Phone= T | Email T | User Type* T | Status T | Proceed

ROZ Richard HMN Bouchard Rich Architect RO2 212-679-8543  r.bouchard@gsa.gov Licensed User Foy

To remove, select the row and click ‘Remove’ in the toolbar.

e User Access B Certification

| User Access | certification

| UserRequest | Workspace Access  User Approval

o] & @0 -
a = UAC Prj Auth If user is not validated, Remvoe the user by clicking on the 1st box
Add |Remove| | Submit Refresh (| Logout About and selecting Remove in the tool bar-

T | Phone* T | Email™ T | UserType® T |Status T 1§

[¥] Roz Richard NMN Bouchard Rich Architect ROZ 212-679-5543  r.bouchard@®gsa.gov Licensed User FAy [

When complete click on the Logout icon in the top toolbar.

USER APPROVAL

Once user requests have been submitted, the user approval process must be completed prior to issuing

an ePM

User License and granting access to programs and/or projects.

The User Approval page is where the:

ePM 7.2

Capital or Small Program Certifying Authority approves or rejects ePM access
Regional System Administrator enters clearance information and requests waivers
Waiver Reviewer validates the waiver request

Waiver Approver approves or rejects a user

National System Administrator licenses ePM users



ePM Quick Reference Guide #127 GSA
User Access & Certification Administration

A. PROGRAM CERTIFYING AUTHORITY APPROVES OR REJECTS EPM ACCESS

1. Launch the UAC Tool from the ePM Portal.

6PM
G SA Electronic Project Management

Certification

User Reguest ‘Workspace Access | User Approval n

-\

Update

Validate Approv

3. Click on the User Approval page. Users requiring approval will display in the web grid. Select
user(s) by clicking in the select box in the first column.

User Access & Cel

| user Access . Certification

User Request ‘Workspace Access | User Approval ]

- ® v ", %% e L0 00

Approve Reject ;\tl:?d' Update || Validate Approve Reject Ucegse Update Add || Refresh || Logout About
File \. Mode ‘

Drag 2 column header and drop it here to group by that calumn

. Y,/ T FirstName* T Middle Name * T | Last Name * T | Company

.|‘_ & R

User Access & Certifi

| User Access | Certification

Workspace Access | User ﬁpproval]

H & : e " | 0
) Y a4 W
s x|0 B T, Y% B PID O
Approve Reject Att?ch Update || Validate Approve Rejec chegse Update Add Refresh || Logout About
File Mode
| |
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5. Confirm the selection.

User Access & Certification o

All selected rows will be approved for ePM Access,

Are you sure you want to proceed?

6. User Status will be updated to Pending Activation.

User Access & Certification

| User Access | Cartfication

User Request  Workspace Access | User Approval

Lol ‘ﬁi ! . .’ a ('h’ 0 ¥ Tatrice Avis

Approe: Rajact || Afcact Update || Validat prova Upd dd || Rafrash | Logout About
| File Maode |

L* T Middle Name* T LastName® T  Company T Email * T Requested By 1 Verified GCIMS* T GCMISStatus * T Waiver T UserName* T UserType 1 Status

i L] Licensed User Panding Activation
(] Licensed User Panding Activation
] Licansed User Panding Activation
(=) Licensed User Panding Activation
(] Licensed User Panding Activation
[ Licensed User Pending Activation

Licensed User Pending Activation
(] Licensed User Pending Activation
(=] Licensed User Pending Activation
(] Licensed User Panding Activation
(] Licensed User Panding Activation
[ Licensed User Pending Activation
(] Licansed User Panding Activation

[ Licensed User Panding Activation

7. Click ‘Logout’ in the top toolbar.

B. REGIONAL SYSTEM ADMINISTRATOR PROVIDES SECURITY STATUS AND
CLEARANCE DOCUMENTS

1. Launch the UAC Tool from the ePM Portal.

2. Atleast twice per week, go to the User Approval tab.

E [user access | centfication

User Request ‘Workspace Access | User Approval r

ay |
ot

Refresh
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3. Look up the user’s status in GSA Credential and Identity Management System (GCIMS).

4. In the UAC Tool, make a selection in the Verified GCIMS column.

5. Choose the GCIMS Status from the dropdown list. This status will determine what workflow status
the user account will transition to once the record is updated.

Full IT Access Pending License

Initial IT Access Pending Waiver

No IT Access Active (Contact Only) GCIMS Status is not applicable

Pending IT Access Pending Clearance

Other Federal Agency Pending License Attach Other Agency GSA Security Email

Table 1.1 — GCIMS Security Status options, User Security Workflow Status, and Notes

6. To attach Other Federal Agency documentation(s) to a user record in ePM, select the row and
‘Attach File’ in the Clearance section.

User Accass & Certification

| User Access | Certification

User Request  Workspace Access | User Approval |

7 famy | = £
R ! _ et ) G . Tatrics avis

o IUpdate alidate Approve L\é dd | Refresh || Logout About

T FirstName* T Middle Name * T |LastName® T Company \ai T RequastedBy 1 Varified GCIMS* T GCMISStatus* 7  Waiver 1 User Name * T

7. This opens the dialog box. Select the file to upload and click open.

A r— o= Prmr— —
(& Open “ @
&5 )v[) < Documents » UAC » PhaseZ - QRG = [ % | [ Search Phose2- QGRG o
Organize New folder = B IZQZI
ggtavontes D. Arrange by:  Folder =
Select the users clearance
> T documentation to attach to the
i Name user account.
- [l
. 18 Computer #l] UAC Phase 2 QRG
’?ﬂ Metwork
< [ma] 3
File name: ~ [ Files ¢ -]
| Open |v| [ Cancel ]
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C. WAIVER APPROVER REQUESTS VALIDATION

At least twice per week, the GSA Waiver Reviewer must review and validate the waiver request(s).

1. Users that require review and approval will be displayed in the web grid located under the toolbar.

& User Access & Certification
2

| User Access | Certification Select the user or users to validate

g (‘P) O ” UAC Waiver

e Add || Refresh || Logout About

User Request Access \ User Approval W

T | Email * T | Requested By T | GCIMS # * 1 | GCMIS Status * 1 | Waiver 1 | User Name * T |User Type 1 | Status
7 RO7 Donald M Varian Arturo Alonzo Sandoval - Artist, dvarian@email.org | UAC Auth 71013@GSA.GOV  Initial IT Access. Licensed User| Pending Activation
R10 R1 MNM L2 2nd Judical Circuit Court RiL2@update.com Daryl Dixen 2222@GSA.GOV  Initial IT Access Licensed User Pending Activation

R10 R1 MNM L5 2nd Judical Circuit Court RiL5@update.com Daryl Dixon 55555@G5A.GOV Initial IT Access Licensed User Pending Activation

2. In GCIMS, validate that the ‘Initial Investigation and Initial IT Access’ has a green check icon.

|WEME: cccoooccoooccoooocooo00ccoc |0ff Symbol |IRegion|Affiliation|Status..... | Investigation. . |Date

Full Legal Given (First) Name Full Legal Middle Name (or NMN) Full Legal Family (Last) Name Suffix Cordial (Nickname) Name D\splayvName
| N R S !
GSA Employment Information

Affiliation Status Region Major Organization ~ Office Symbol Sponsor Virtual Employee  Virtual Region
|[Active | [co 1] [iPoc |0 1 No ]
Work Email Address Work Phone Number Work Cell Number Work FAX Number
@gsagov [ |
Investigation Requested Investigation Status Status Date Determination MSO Reported Status Agency
| Tier 28 | |Tier 28 | ers2019 || | |Card Activated (process complete) | |GsA |
Job Title FERO Type Contracter Vendor Name Contracts Assigned

|| No I External I
GSA Access Card Status Investigation and IT Access

GSAAccess Card GSA Access Card GSA Access Card GSAAccess Card GSAAccess Card Initial Investigation and Final Investigation and
Needed Sponsored Enrolled Shipped to Region Activated Initial IT Access FullIT Access

5/1072019 5/14/2019 51292019 5/3012019 512012019 9/18/2019
Access System Information

3. Inthe UAC Tool, select the user or users to validate, by clicking in the select box to the left.

P User Accass & Certification
| UserAccess | Cartification

User Request  Workspace Access | User Approval |
~ ©) 0
s 5 Tatrice Auis

Rafresh || Logout About

License U
|| Mode

T FrstName * T | Middle Name * T | Last Name * T  Company T | Requested By 1  Verified GCIMS * T | GCMIS Status * T | Waiver 1

4. Select Validate in the toolbar and confirm selection.

ePM 7.2 9



ePM Quick Reference Guide #127 GSA
User Access & Certification Administration

User Access B Certification

| UserAccess | Certification

User Request  Workspace Access  User Approval |

g (n) O ‘: Tatrice Avis'

Rafresh || Logout About

T | Requested By 1 \Verified GCIMS * 1 | GCMIS Status * T | Waiver T

| ROZ L

O ROS |

0 & ru &
User Access & Certification .4

All selected rows will be validated to reflect any
changes made.

Are you sure you want to proceed?

5. Click ‘Logout’ in the top toolbar.

D. WAIVER APPROVER APPROVES OR REJECTS WAIVER REQUEST

At least twice per week, the GSA Waiver Approver must review and approve or reject waiver
request(s).

1. Users that require review and approval will be displayed in the web grid located below the
toolbar.

2. Select the user or users to validate by clicking in the select box to the left.

User Access & Certification

| User Access | Cartification

User Request  Workspace Access | User Approval |

- . . o | o i
% . '/__ e = i 5 ¥ (") O . Tatrice Avis

Refresh || Logout About

- || Mode

T | Requested By 1 \Verified GCIMS * 1 | GCMIS Status * T | Waiver T

5 ROZ [
O ROS L
& Rru1 =
ROS

3. Select ‘Approve’ or ‘Reject’ in the toolbar.
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User Access & Certification

i User Access | Cartification

User Reguest Workspace Access User Approval |

A ‘ . o ﬁl L Q (,,3 O ¢ Tatrice Avis

ct § Attach Update || Validate Approve Reject | License Update Add Refresh || Logout About
Fila || Mode

Drag a column header and drop it here to group by that column

. | RV T | Requested By 1
! W RO7
ROZ

O ROS

O & riu1

RO35

4. Confirm the selection.

User Access & Certification X

@ All selected rows will be approved for a waiver.

Are you sure you want to proceed?

5. Click ‘Logout’ in the top toolbar.

E. NATIONAL SYSTEM ADMINISTRATOR LICENSES USER

At least twice per week, the National System Administrator (NSA) licenses ePM users.
1. Login to the UAC Tool and select the License Mode.

2. Users ready to be licensed will appear in the web grid. To select a user, click in the box to the left
of the row, or select all users by clicking in the box in the top row.

3. Users must be validated in Active Directory (AD). If the user does not exist in AD, the NSA will
submit a ServiceNow ticket for the user to be setup.

4. Once confirmation of an active AD account has been received, the AD account name should be
entered in the User Name field.

Important: The User Name must match the AD account name.
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User Access & Certification

e

User Access | Certification

User Request  Workspace Accsss | User Approval |

[ ®|
8 F e sp 00 ...

ot || [ Update Add || Refresh || Logout About
Wode,

¥ First Name * 1 | Middle Name * T  Last Name * 1 | Company T Email = T Requested By |  Venfied GCIMS * |  GCMIS Status® 1 | Waiver 1  UserName® 1  User fype 1 | Status

(] R11 O Licensed User Pending
= R11 O Licensed User Pending

l Ro2 < Other Federal Agency Licensed User Pending
|. || & R11 Licensed User Pending
|._= RO2 @ Other Federal Agency Licansed User Pending
||_ RO9 I Other Federal Agency Licansed User Fending
|

5. Select ‘Add and Confirm’.

User Access & Certification X

All selected rows will have a user account created and
licenses applied.

Are you sure you want to proceed?

User Access & Certification

| User Access |  certification

User Request  Work: A | user Approval |

; =
T & 00 -
L - UAC NSA
Logout About
i

License Update  Add Refresh
de H

T | Email * T | Reguested By T | GCIMS # = T | GCMI5 Status * T | Waiver 1 | User Name * T | User Type T | Status T

R10 R R yar 2nd Judical Circuit Court rr@yar.com Daryl Dixon 12345@GSA.GOV | Initial IT Access W rryar Licensed User

6. Click ‘Logout’ icon in the top toolbar.

F. WORKSPACE ACCESS

Project Certifiers (Project Managers) and Program Certifiers are the only ones that can grant users
access to their projects or programs.

Administrators can only request Project and Program access, but Project and Program Certifiers are
the only ones that can grant user access to their own Projects and Programs.

Note: “Contact Only” user types will be exported to the desired Project or Program with no approval
required.

The Workspace access page provides the ability to request, approve, and export ePM users to
programs and projects.

1. Click ‘User Access’ .
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a ‘ User Access‘ Certification

2. Click on the Workspace Access page.

User Access & Certification

User Access Certification

User Request I Workspace Access I User Approval

@ 9 Ey (T) 9 » UAC Prj Auth

Approval Approve Reject || Logout About ‘

Mode

User Access & Certification

User Access Certification

User Request I Workspace Access I User Approval

' 9 Q -
o 3 o (—' UAC Prj Auth

ct || Logout About ‘

4. Select a user. Use the search box in the upper right hand corner or scroll page to page using the
arrows on the left.

Note: If a user cannot be found, try searching by last name only, first name only or display name.
only

5. Click ‘Add’ in the left column to select the user(s) to process. Once selected, the user(s) will be
displayed on the bottom half of the screen,

6. Click ‘OK’ to continue.
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Select Users =

Reuon [T . e g

[l B0

> | Add RO1  Richard Bartram Project Superintendent Physical Security, LLC Active
[ R10  Richard Beseler Project Management Specialist R10 Active
[ RO  Richard Bolger Project Manager KlingStubbins, INC Active
RO2  Richard Bouchard Architect/Engineer RO2 Active
Richard Bowles. Project Team Member Turner Construction Company Pending Activation
Richard Broderick Architect R10 Inactive
[ R11  Richard Brooks Deputy Director R11 Active
[ 1 Richard Brown Project Manager RL1 Active
RO3  Richard Bullen Project Manager Grunley Construction Co. Inc. Active
[ aga ROS  Richard Burch Project Superintendent DCK NORTH AMERICA, LLC Active
v

Region Company Name.

RO7  Richard Bowles Project Team Member Turner Construction Company

User(s) selected will now appear in the grid.

User Access & Certification

| user Access | Certification

Wiorkspace Access | User Approval
+ Expand (ﬂ} 0 -
. ® — UAC NSA

= Collapse
Logout About

>| @ [ | RO?7 | Richard Bowles Project Team Member Turner Construction Company Ho

ogram Projects Rem

M  Region| Display Name User Account| Security Categq

7. To request Workspace access; select the user (click in the box in front of Region) and then select
the desired workspace (program or project).

r Access & Certification

| User Access | Certification Use the Expand/Collapse options to display what workpace

uSerRequestﬂ Workspace Access | User Approval | BCessthe user currently has
) ‘: % Expand |f] [ () O -
s - Collapse T a o L X -’ UAC Prj Auth
Add  Remove Program| Projects |~ t Rs Logout About
Mode

M Region  Display Name Company User Account| Security Category™

RO7  Richard Bowles Project Team Member Tumner Construction Company Ho

>
Workspace Number Workspace Name Status

8. Select the Region. Click ‘Add’ (use the search box to narrow selection) for Project Access. Click
‘Next’ to select project(s).
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Select Program

[

Program Number Program Name

ROD04Small Region 04 - Southeast Region Small Project Program

ROD0SCapital Region 05 - Great Lakes Region Capital Project Program

Add RODOSSmall Region 05 - Great Lakes Region Small Project Program

ROD06Capital Region 06 - Heartland Region Capital Project Program

RODO&Small Region 06 - Heartland Region Small Project Program

Add RODO7Capital Region 07 - Greater Southwest Region Capital Project Program

Add R0007Small Region 07 - Greater Southwest Region Small Project Program

Add RODOSCapital Region 08 - Racky Mountain Region Capital Project Program

add Rr0008Small Region 08 - Rocky Mountain Region Small Project Program

Add RODO9Capital Region 08 - Pacific Rim Region Capital Project Program

' v

Program Number Pregram Name
RO007Capital Region 07 - Greater Southwest Region Capital Project Program

9. Select the Project(s) click on ‘Add’ (use the search box to narrow search) and click OK.

Select Projects

[IETRIE

Project Number Project Name.

15848 NY-Holtsville IRS HYAC and Parking

15539 NY-Holtsville TRS R&A

2803 NY-Holtsville-IRS Service Center-Tune Up/Systems

b4

Project Name

NY-Holtsville TRS R&

NY-Holtsville-IRS Service Center-Tune Up/Systems

User(s) selected and requested workspace access will now appear in the grid.

e
| User Access | Certfication

User Access & Certification

User Request | Workspace Access | User Approval

- @ 4+ Expand [ "

o x O

= Collapse

Add Rem

Region

= [] roz Richard Bouchard Architect/Engineer

UAC Prj Auth

Logout About

(] Weorkspace Mumber Workspace Name

> | [ | 2803 ille-TRS Service Center-Tune Up/Systems

NY-Holtsville IRS ReA

[[] 15539

Company r Account| Security Categ
RO2 Yes

Status

New

New

10. Select a Security Category by clicking on the magnifying glass icon.

ePM 7.2
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Select Security Category F

- fame

GOAL: Coordination on Projects; SUMMARY: No action allowed at the program. Can read
reporting registers. No ACR

Add Assistant Project Manager

€PM 1.3: No Access to ACR User can view all project data with exception of ACR
€PM 1.3: Read All Program Data User is able to read security permissions. L
Add €PM 1.3: Read All Project Data User can read all project data including the ACR

GOAL: Oversee Project Cost Information; SUMMARY: No action allowed at the program. Can

o Financial cantraller read reporting registers plus ACR

GSA Regional Reporting GOAL: Allow GSA Staff Proliance Program Views.

No Access No Access

GOAL: Oversee all activity on Projects; SUMMARY: No action allowed at the program. Can
read reporting registers plus ACR

GOAL: Authority on Cost Aspects of a project; SUMMARY: No action allowed at the program.
Can read reporting registers plus ACR

GOAL: Coordination of Project Contract documents; SUMMARY: No action allowed at the
oroaram. Can read reporting reqisters. M

€PM 1.3: Read All Project Data User can read all project data including the ACR

add Program Manager
Add Project Accountant

Project Contract Manager

11. Select Export in the toolbar.

User Access & Certifica

| User Access Certification

Workspace Access User Approval

- @ # Expand ™ ” [
= [
= = Collapse \ o

@
o ‘+ OO o ...

Approval App ject || Logout About
Mode

Refresh

12. Confirm the selection.

User Access & Certification X

The selected users will be granted the requested
access to the specified workspaces.

Are you sure you want to proceed?

| Yes | | Mo |

The Project or Program Certifier will receive an email notifying them of the requested action.
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a | User Access | Certification

User Request Workspace Access | User Approval

¢ Expand fany |
RS
=xport Refresh

Collapse

©0 -
b UAC Program Mary

provall Approve Reject || Logout About
d

13. The Project or Program Certifier will log into UAC Tool approve/reject the selected user’s access

to a project or program.
14. Click ‘Logout’ in the top toolbar.

REFERENCES

Reference the following ePM Quick Reference Guides (QRGs) for additional information. QRGs can be

accessed through the ePM Portal.

QRG 02 - Using the ePM Address Book

QRG 121 - UAC Tool: Project and Program Certification
QRG 122 - UAC Tool: Internal GSA ePM User
QRG 123 - UAC Tool: External GSA ePM User

QRG 138 - Create a Contact Only User
GCIMS

ePM 7.2
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