External RETA (eRETA) Account Request Form
For GSA External Client Users (non-GSA Government Employees and Contractors)

Complete Section 1 and have your supervisor complete Section 2.  Then, 
1) E-mail an electronic, signed copy to eRETA@gsa.gov .
2) Forward a copy to your Agency Security Department and/or Human Resources Division and instruct them to fill out Section 3.

For the Agency Security Department or Human Resources Division:  The General Services Administration, Personnel Security Division requires security clearance information on the requestor below in order to grant access to the General Services Administration’s eRETA application.  Please complete the third section below, which includes the investigative type of the requestor and his/her adjudication date.  Once Section 1-3 is completed, this information should be emailed to GSA.SecurityOffice@gsa.gov or faxed to 202-219-0572.  

	Section 1: Requestor’s Information

	[bookmark: Text1][bookmark: _GoBack]Name:      
	[bookmark: Text4]E-mail:      

	[bookmark: Text5]Telephone:      
	Fax:      

	Address:      
	City:      

	State:      
	Zip Code:      

	[bookmark: Text6]Agency/Department Name:      
	Bureau Name:      

	[bookmark: Check1]|_| Employee
	If Employee, are you a Contracting Officer?  |_| Yes  |_| No

	[bookmark: Check2]|_| Contractor
	[bookmark: Text8]If Contractor, Company Name:      

	Agency Bureau Code(s) User Requests Access To View in eRETA (please list four-digit code(s) only): 
     

IMPORTANT: Provide only Agency Bureau Codes recognized by GSA and used by GSA systems.  
A complete list of valid codes can be found at www.gsa.gov/rwa

	I agree to abide by all security policies, standards, and procedures of my agency.  I have also read and agree to abide by the GSA IT General Rules of Behavior.  I understand that GSA may monitor and audit my account usage and that using the system constitutes consent to such activities.  I agree to use the system only for authorized purposes related to official business.  I further agree that I am authorized to review information about Reimbursable Work Authorizations (RWAs) for all Agency Bureau Code(s) I have indicated above.

	[bookmark: Text2]Signature:      
	[bookmark: Text3]Date:      



	Section 2: Requestor’s Government Supervisor Information

	[bookmark: Text12]Name:      
	[bookmark: Text16]E-mail:      

	[bookmark: Text14]Telephone:      
	Fax:      

	I certify that I am a government employee and confirm the requestor has a need to review RWA information as part of his/her position.  If the user leaves my agency or transfers to another department, I agree to immediately notify eRETA@gsa.gov to have his/her account terminated.

	[bookmark: Text13]Signature:      
	[bookmark: Text15]Date:      



	Section 3: Requestor’s Personnel Security Office or Human Resources Division Information

	Name :      
	E-mail:      

	Telephone:      
	Fax:      

	Background Investigation Type of Requestor (e.g. MBI):      
	Adjudication Date of Requestor:      

	I certify that the investigation information for the Requestor identified in Section 1 above is current and accurate.  I have or will email this completed application to GSA.SecurityOffice@gsa.gov or fax it to to 202-219-0572.

	Signature:      
	Date:      




GSA Personal Security Division: After reviewing Sections 1-3 above, please provide a decision (valid clearance or invalid) to eRETA@gsa.gov so that a user ID can be issued or not.

	Section 4: GSA PBS Reimbursable Services Division

	Name: Steven Sacco
	Designee Name:      

	I approve an account for the user with read-only access to RWAs with the Agency Bureau Code(s) identified.

	Signature:      
	Date:      



	Section 5: GSA PBS CIO Information System Security Officer (ISSO)

	Name: John Adams
	[bookmark: Text18]Designee Name:      

	I approve an account for the user with read-only access to RWAs with the Agency Bureau Code(s) identified.

	Signature:      
	Date:      



Effective: March 1, 2011
