  Appendix A

Project Glossary


1. ABAMS – Automated Building Analytics and Measurement System

2. AMI – Advanced metering infrastructure

3. Archibus – Existing PBS vendor with building management software and database 

4. ARRA – American Recovery & Reinvestment Act of 2009

5. BACnet – BACnet is a data communication protocol for building automation and control networks developed by American Society of Heating, Ventilation, and Air Conditioning Engineers ANSI/ASHRAE 135-1995. A data communication protocol is a set of rules governing the exchange of data over a computer network. 

6. Backbone - The high traffic density connectivity portion of the communication network.

7. BAS – Building Automation System, also known as a EMCS

8. Baseline – focuses on usage for a period of time, what is a building doing

9. Benchmark – comparison to historical and industry standards and with other buildings

10. BIBBS - BACNET Interoperability Building Blocks

11. BMS – Building management system

12. Browser - A computer program that accesses and displays information from the Internet or intranet.

13. Category 6 cable - A type of wiring used for twisted pair Ethernet.  The electrical characteristics of Cat 6 wiring make it less susceptible to electrical interference than lower categories.

14. Chiller Plant Optimization - A group of BAS software routines designed to cause a chiller plant to operate with maximum efficiency.

15. Client - A system or device that makes use of another device for some particular purpose through a system request.

16. Commissioning – A process to ensure that building systems are designed, installed, functionally tested, and capable of being operated and maintained according to the owner’s operational needs. 

17. Conformance Classes - The set of requirements to be met in order for a device to conform to BACnet.  BACnet defines six (6) levels of required support for standard objects and services.  The higher the Conformance Class, the greater number of services provided.

18. Control Devices - Valves, dampers, variable frequency drives, and other appurtenances that change the properties and henceforth vary the conditions of the controlled parameter, such as temperature, air flow, pressure, etc.

19. Controlled Parameter - Air, water, glycol, steam or other media whose conditions are maintained or varied by the automatic control system and the control devices.

20. Controller – Processes data that is input usually from a sensor or other device, performs logical operations based on the device being controlled and causes an output action to be generated.

21. Data Link Layer - Part of the Protocol Stack.  The layer resides between the Physical Layer and the Network Layer.  It passes to the Network Layer only acceptable incoming BACnet messages received from the Physical Layer.  The Data Link Layer is responsible for adding a code to outgoing messages to identify them as BACnet messages before passing them on to the Physical Layer.

22. DDC – Direct digital controls, also known as EMCS  


23. DDE – Dynamic or Direct Data Exchange is a standard Microsoft windows message passing protocol that defines a mechanism for Windows applications to share information with one another. 

24. Demand limiting - A control function that enables management of peak demand level by shedding predefined loads when the building/facility demand nears a preset maximum.  

25. Device (BACnet) - A device, real or virtual, that supports digital communication using the BACnet protocol.  Examples would be an operator terminal, router, unitary controller, etc.

26. Distributed Facility Management – Management of building and facilities that are distributed over a wide geographical region. Although each building has its own EMCS systems, the buildings are also managed remotely from a central location through use of gateways and software applications. 

27. DMS – Division of Mechanical Services

28. DOE – Department of Energy

29. EMS – Energy Management System

30. ESCO – Energy Service Company

31. ESPC – Energy Savings Performance Contract

32. Ethernet - Ethernet is a widely used Local Area Network (LAN).  Ethernet, which conforms to IEEE Standard 802.3.

33. Events - Changes in the state of an object, typically between Normal, Off-Normal, and Fault Condition.  Events may be reported to other BACnet devices.

34. Fiber - An abbreviation for optical fiber cable.

35. Firewall - A security mechanism placed at the connection between networks and/or at networks outside connections.  The firewall restricts access to the network.

36. FMS – Facility Management System, also known as EMCS

37. Fully Open BAS - Building Automation System that all materials, hardware, firmware, and software can be procured through open market non-proprietary vendor warehouse distribution channels or a Pre-negotiated GSA Schedule; in addition to being installed and maintained by any AX JACE factory authorized/qualified Building Automation and Controls Company. 

38. Gateways – Devices that allow for integration of control networks with internet, so that the devices/controllers on the control network can be accessed through the internet

39. Gbps - Gigabits per second. A unit of data transfer speed equal to 1024 Mbps.

40. GUI - Graphical User Interface, a type of Operator Interface Device for a BAS.

41. Half Router - A device or node that can participate as one partner in an RS-232 point-to-point (PTP) connection.  The Half Router partners that form an active PTP connection act as a single router for as long as the PTP connection between the two is active.

42. Hardware address - The address assigned to a computer or DDC controller that attaches to a network.  A data frame sent from one hardware device to another hardware device must contain the recipient’s address.  A hardware address is also called the physical address.

43. Hertz - A unit of measure equal to an oscillation per second.

44. HTML - The source form used for documents on an the Internet or on an intranet.  HTML embeds commands that determine formatting along with the text to be displayed.

45. ID - Identification (name, number, plate, or tag).

46. Instance - A number which uniquely identifies an object within a device (e.g., Analog Input No.1, No. 2, etc.).  Device Objects are required to have an instance number that is unique to their internetwork.  Instance numbers may range from 0 to 4194303.

47. Internetwork - Two or more networks connected by routers (the Internet itself and internetwork), up to 65,535 interconnected networks are allowed by BACnet.  A BACnet internetwork provides only one message path between two devices.  Internetworks may contain similar or dissimilar physical types, so an internetwork may consist of two ethernet LANs, or an ethernet LAN and several MS/TP LANs, etc.

48. Interoperability – Ability of a device/controller or a product to work with other devices/controllers or products without special effort on the part of the customer. 

49. Intranet - A computer network with restricted access, as within a corporation, that uses software and protocols developed for the Internet.

50. I/P (IP) - Internet Protocol.  The protocol that defines both the format of packets used on a TCP/IP internet or intranet and the mechanism for routing a packet to its destination.

51. IP address - A 32-bit address assigned to a device that uses TCP/IP protocols.

52. JACE - JAVA Application Control Engine.

53. Java - A programming language defined by Sun Microsystems for use in Internets.

54. Kbps - A unit of data transfer equal to 1024 bits per second.

55. LAN - A LAN is a network of interconnected hardware devices sharing resources within a relatively small geographic area

56. LonTalk - A communication protocol for LonWorks devices to communicate with each other on a LonWorks network. LonTalk uses a proprietary device called a neuron chip for communication.  Lontalk can operate over a variety off physical media including twisted pair, power line carrier, and wireless transfers.

57. LonWorks – A networking platform created by Echelon Corporation

58. LPDU - Link Protocol Data Units are packets created and read by the Data Link Layer.  They contain a 3-byte header which identifies the packets as having been created by, and intended to be read by, a BACnet system.  The header is followed by the BACnet LPDU.

59. Mbps - A unit of data transfer equal to 1024 Kbps.

60. Meter - a device that measures the amount of energy used by a business or machine

61. MODBUS – A standard communication protocol developed by the Modicon Corporation. The MODBUS protocol is often used in facility metering applications. 

62. MS/TP - The Master-Slave/Token-Passing EIA-485 LAN developed for BACnet by ASHRAE.  Operates at 9600, 19.2K, 38.4K and 76.8 K BPS.  Master nodes (devices) pass around a speaking token which entitles the holder to initiate BACnet messages.  Slave nodes can only respond to messages from Masters.

63. Native BACnet - A Building Automation System that uses the BACnet protocol for its data transfer between hardware devices.

64. NIST - The National Institute of Standards and Technology is developing a BACnet device-compliance testing facility in Gaithersburg, MD.

65. NODE - A computer or digital device connected to a network, with an address on that network.

66. O&M – Operations and Maintenance

67. OBJECT (BACnet) - BACnet objects represent, in a standardized way, the information required for a building automation control system.  The analog input object, for example, represents sensor inputs such as temperature sensors.

68. Object Identifier - A 32-bit number which uniquely identifies an object within a device, or the device object internetwork-wide.  10 bits represent the object type and 22 bits the instance number.

69. OLE – Object linking and embedding is like DDE, a standard Microsoft Windows message passing protocol, which defines a mechanism for Windows applications to share information with one another. 

70. Optical Carrier (OC) - A set of standards adopted by common carriers for the high speed transmission of digital information over optical fiber.

71. Optical fiber - Glass fiber used in digital networks.

72. Optical modem - A modem that uses modulated light waves to provide digital communication.

73. OSI - Open System Interconnection standards.

74. Packet - A small, self-contained parcel of data sent across a digital network.

75. PAD (Packet-Assembler-Disassemblers) - A device that sends BACnet messages across BACnet incompatible networks.  The sending PAD receives the message from a BACnet network, encapsulates it in the correct format, and sends it on the non-compatible network to a receiving PAD.  The receiving PAD removes the message from its encapsulation and transmits it on another BACnet network.

76. PC - Personal Computer

77. Peer-to-Peer Communication - Communication between equals.  In BACnet, application programs (performing the functions of the BACnet devices on which they run) in devices of the appropriate conformance class talk to each other as peers, using the Protocol Stacks to deliver their message to each other.  Likewise, Network Layers may talk as peers to determine how to route messages

78. Physical Segment - A single continuous medium 9-wire to which BACnet nodes are attached

79. PICS (Protocol Implementation Conformance Statement) - A written document identifying the particular BACnet objects and services and other capabilities that are implemented in the device (see also Section 1.3.C, “Conformance Classes”)

80. PID - Proportional Integral and Derivative

81. Property - A particular characteristic of a BACnet object.  Examples of properties are Description (a text description of what the object represents, such as OSA for outside air, and analog input object), Present Value (22 for the same input) and engineering units (degrees Celsius)

82. Protocol - A design that specifies the details of how digital devices interact

83. Protocol Address - A number assigned to a digital device that is used as the destination address in packets sent to that device

84. Protocol Stack - The four layers through which BACnet messages pass when sent to or from a BACnet device. The Protocol stack provides data encoding, packetizing, sequencing, segmenting, routing and communication services

85. PTP - The Point-To-Point protocol provides serial communications between two BACnet half-router devices, typically for dial-up communications over-the-phone modems.  It may be also applied as a hard-wired interface.  For the duration of the connections, messages may be passed between networks on either side of the PTP connections

86. Repeater - A device that connects two or more physical segments of a LAN at the physical layer and exactly reproduces the electrical signals on either side so that nodes on either side of the repeater are considered to be on the same network

87. Router - A device which connects two or more networks, of same or different types, so that a BACnet message may be transferred across the appropriate networks to reach its destination

88. RS-232-C - The technical name of the standard for serial data connections such as those between a computer and a keyboard

89. Sampling Interval – The interval between two consecutive adjustments of control parameters. 

90. SEP – State Energy Program 

91. Server - A computer or hardware device which stores the resources accessed by other computers or hardware devices (clients)

92. Services (BACnet) - BACnet defines 26 standard services; some services read or write properties of objects in the receiving device, others convey notification of alarms or other special events, others read and write files, and so on

93. SMTP - Simple Mail Transfer Protocol.  E-mail or text message application. Often resides on a server

94. SNMP - Simple Network Management Protocol.  The protocol that specifies how a network management station communicates with agent software in remote devices such as routers.  SNMP defines the format of messages and their meaning

95. Submetering – The implementation of an utilties metering system that allows a multi-tenant property to bill tenants for individual measured utility usage

96. TCP/IP - The protocol suite used in the Internet.  Although the suite contains many protocols, TCP and IP are two of the most important

97. [bookmark: _GoBack]Time Series Data Base (TSDB) - a software system that is optimized for handling a time series. A time series is an associative array of numbers indexed by a datetime or a datetime range. TSDBs simplify the development of software with complex business rules in a wide variety of sectors. Queries for historical data, replete with time ranges and roll ups and arbitrary time zone conversions are difficult in a relational database. Compositions of those rules are even more difficult. This is a problem compounded by the free nature of relational systems themselves. Many relational systems are often not modeled correctly with respect to time series data. TSDBs, on the other hand, impose a model and this allows them to provide more features such as faster access to gigabytes of building performance data points.

98. Thin-client architecture - A term used to describe server/client system architectures in which one or more powerful hardware devices (servers) store the resources accessed by other less powerful hardware devices (clients)

99. Thinnet - A term used for the version of Ethernet that uses thinner coaxial cable

100. Token Ring Network - A Token Ring Network is a Local Area Network (LAN) in which each of the computers are connected in a ring or a star topology and a bit, or a token-passing scheme, is used in order to prevent the collision of data between two computers that want to send messages at the same time.  

101. TP Ethernet - Twisted pair Ethernet

102. UESC – Utility Energy Services Contracts

103. Unitary Controller - Devices which controls and/or monitors a single piece of equipment

104. UtiliPro – An older audit software program used by the state

105. WEB - A synonym for the World Wide Web.  In modern usage pertains to both the Internet and to intranets using the TCP/IP Protocol

106. Web-Enabled Device – Device that can be directly accessed from a standard internet browser.






