GSA IT Services’ PMP SA of FY09, as of 4/4/2007



A Strategic Assessment and Performance Management Plan for GSA enterprise-level agency-wide Information Technology (IT) Services
This is sponsored by the GSA Chief Information Officer and the Information Technology Council

Background: Each of GSA’s Services and Staff Offices (SSOs) submits annual strategic assessments as part of the Performance Management Process (PMP). The development of the strategic assessment has traditionally occurred with little, if any, agency-wide coordination of information technology (IT), even though IT services cut across GSA in support of the agency and its customers. To ensure and plan for enterprise-level IT services, the Office of the Chief Information Officer (OCIO) proposed, and the Information Technology Council (ITC) agreed, to develop this first strategic assessment for agency-wide IT services.
Purpose: Provide a strategic assessment of agency-wide IT services.
Enabling Application: This strategic assessment applies GSA-wide. As such, it represents a degree of collaborated, centralized strategy for IT services. It is applicable in enabling the planning, decision making, acquisition, and execution for individual SSOs and Business Level Program Areas (BLPAs). Strategic assessments for the GSA SSOs will be submitted separately for their program areas. OCIO will not be submitting a separate strategic assessment.
	PART I: SSO EXECUTIVE OVERVIEW 


Service or Staff Organization: Information Technology (IT) Services
	Section 1: Organization Description

	Organization: The IT Services Strategic Assessment is the responsibility of the CIO in partnership with members of the ITC (see diagram below). The ITC provides the mechanism for the OCIO, SSOs, and regions to collaboratively explore and identify actions that GSA must take in the area of IT to ensure that decisions have a sound business and IT investment basis. The mission of the ITC is to propose and monitor IT policies and programs, ensuring their consistency throughout the agency. In so doing, the ITC ensures that GSA’s internal IT customers are partners in implementing these policies and procedures.
IT services represent an agency-wide focus on a common theme: Provide agency-wide IT strategic direction to support business practices within our federated organization, and address data as a business asset, information and knowledge, IT infrastructure and shared IT services.

The IT Services Strategic Assessment encompasses planning for FY 2008–2011. It also addresses matters for the current fiscal year.

IT Services Mission: We provide high-quality IT solutions and services in support of GSA missions at best value in collaboration with our customers and stakeholders.

IT Services Vision: Information technology that enables excellence in the business of government.

Major Business Line(s)/Program Area(s): This IT Services Strategic Assessment does not address major business lines or program areas; the SSOs’ strategic assessments do that. This IT Services Strategic Assessment intends to inform the SSOs as they plan for their business lines and program areas.
Participants in the development of the IT Services Strategic Assessment are the CIO and SSO senior IT managers. The SSOs that participated in the process were PBS, FAS, OCSC, OCIO, OCAO, OCFO, OCHCO, OGP, and Regions. The OIG IT managers also participated. 
This PMP affects the entire internal facing IT workforce at GSA. Currently, there are a total of 727 FTEs distributed across the enterprise, of which 117 FTEs are at OCIO, 168 at FAS, 29 at PBS, 12 at OGP, 23 at OCSC, 135 at OCFO, 12 at OCAO, and 21 at OCHCO. Within the Regions, there are 6 FTEs in Region1, 9 in Region 2, 21 in Region 3, 16 in Region 4, 27 in Region 5, 24 in Region 6, 19 in Region 7, 22 in Region 8, 29 in Region 9, 14 in Region 10, and 23 in the National Capital Region. The detailed list of IT related FTEs is provided in Appendix A.
IT services include shared services as well as uniquely defined or specialized services. Below is a conceptual representation of GSA’s enterprise-wide IT services.
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	PART II: BUSINESS LINE/PROGRAM AREA ANALYSIS

	Section 1: Performance Analysis

	· Complete the following table, listing the GSA Strategic Goal, LTOGs shown in the approved PARTs or proposed LTOGs for the PARTs not yet successfully rated:

GSA Strategic Goal

Long-Term Outcome Goal

Performance Goal

Measure

FY 06

Target

FY 06 Actual

· Were there any significant variances between the targets and the actual level of performance? If so, please explain the key reasons for the variance.

· Identify any major actions to be taken as a result of a PART analysis for this BLPA.

· Did the organization have the appropriate Human Capital, Information Technology Infrastructure, and financial resources?

	This strategic assessment, represents the enterprise-level goals, measurable objectives, and strategies for the agency’s IT services. Each SSO contributed to the development of this enterprise-wide strategic assessment and represents a synthesis of their collective goals. The plans were developed from the emerging trends that face GSA and IT services at large. This IT Services Strategic Assessment represents our collaborative view of what the agency’s IT services stakeholders must do collectively for GSA and its customers.
The IT Services Strategic Plan goals relate to the GSA Strategic Plan goals as follows:
· GSA Stewardship Goal: Four of the seven IT services goals directly promote the importance of being good stewards of government resources, while also seeking ongoing improvements in areas such as use of quality data to improve decision making and IT governance.
· GSA Integrated, Collaboration and Communication Themes and Innovation Goal: The overriding strategy of this PMP is the centralized, collaborative nature of the IT services stakeholders working together for integrated solutions. Collaboration and increasing innovative approaches are a central theme in six of our seven goals.
· GSA Standardization and Customization Themes and Best Value Goal: Our primary goal, and its overriding strategy, addresses the need to improve value to the customer through standardization and customization.

· GSA Workforce and Training Themes and Workplace Goal: Enhancing and maintaining effective workforce skills are critical in IT as well as acquisition and program management. This is increasingly important given the rapid pace of changing technology and is a key goal and strategy.
The goals for IT services are presented below; they are not prioritized.

#

Long Term Outcome Goal

1

Standardize Processes: Increase standard business processes within GSA to enhance service delivery & maximize value to our customer

Corresponding GSA Goal(s): Best Value

#

Objective (Performance Goal)

Measure 
FY08 Target

FY07 Actual

1A

Reduce cycle time variance for selected business processes

Variance per selected business process; Complete a business activity monitoring architecture across FAS and CFO by 2008
Identify and establish; Architecture completed
Baseline
1B

Implement business process modeling standards in FY 2008 
Percent of SSO process modeling projects using the standard
100% 
Baseline
#

Long Term Outcome Goal

2

Agility: Increase agility and modularity using open standards and modular architecture

Corresponding GSA Goal(s): Best Value & Innovation

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

2A

Employ modular architecture when developing software 
Percentage of new projects employing modular architecture
Increase over time
Baseline

2B

Reduce total cost of ownership of software by  3% per year
Total cost of ownership 
3% per year

Baseline

2C

Define and update solutions architecture by 2010 for each business line and staff service
Number of business lines

20% per year

Baseline

2D

Adopt enterprise-wide service oriented architecture, business process management and technical architecture standards
Number of projects

2 per SSO per year

Baseline

#

Long Term Outcome Goal

3

Communicate & Collaborate: Enhance communications and collaboration across GSA

Corresponding GSA Goal(s): Innovation

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

3A

Develop and implement an IT communications plan 
Develop and implement

Develop by Q1 08; Implement by Q4 08

Baseline

#

Long Term Outcome Goal

4

Workforce skills: Enhance and maintain the skills of the GSA IT workforce

Corresponding GSA Goal(s): Stewardship & Superior Workplaces

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

4A

Develop and implement an IT Human Capital Plan
Number of employees who complete certifications; Percentage of designated; employees who complete training; Succession Leadership Plan; Score card Initiative

Increase by 10%; Implement

Baseline

#

Long Term Outcome Goal

5

Data-based Decisions: Improve the quality of information to support decision-making 

Corresponding GSA Goal(s): Best Value & Innovation

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

5A

Create and maintain GSA data architecture by segment
Number of standardized data elements per segment; Number of segments with completed data architectures
50 data elements per segment; 2 segments
Baseline

5B

Implement and maintain standards for interoperability to improve the flow, quality and presentation of information
Reduction in redundant capture of information; Number of standards

Reduce redundant capture; Increase number of standards

Baseline

#

Long Term Outcome Goal

6

Governance: Improve the GSA IT governance process and clarify the decision-making process and accountability

Corresponding GSA Goal(s): Best Value & Innovation

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

6A

Develop and implement a new decision-making model for use by the governance process
Completion and use; Customer survey
Implement Q4, FY08; 10% over first survey
Develop Q4, FY07; Baseline TBD
#

Long Term Outcome Goal

7

Reliable & Secure Infrastructure: Maintain a reliable and secure infrastructure

Corresponding GSA Goal(s): Stewardship & Superior Workplaces

#

Objective (Performance Goal)

Measure

FY08 Target

FY07 Actual

7A

Reduce the effects of security incidents 
Known high-risk vulnerabilities mitigated within 30 days

Increase to 100%

Baseline

7B
Enable identity access management solution by 2010
Percentage of employees with identity access

Increase by 50%

Baseline

7C
Expand secure infrastructure services and reduce its costs, including contracts.
Cost; Variance from defined SLAs

Service value compared to private sector
Reduce by 25%; Establish by FY09

+/- 2%

Average or better
Baseline; Better than average



	Section 2.1: Environmental Scan - Customer Needs

	How is this Business Line/Program Area meeting the needs of its customers?

· What is your core value proposition to your customers? (i.e. how do you ‘add value’ for customers)
· Who are your customers? Is your customer base growing, shrinking, or stable?

· Are their missions or ways of doing business changing significantly? Are their requirements changing? For example, do they need different products, services, locations, or service quality?

· Are there significant groups of potential customers that are not currently being reached?

· What do your customers like or not like about the service and products the BLPA offers? Consider the quality of your products and services, customer service, and the competitiveness of prices.

· How can you better meet the customer’s needs?

	This IT Services Strategic Assessment is not based on any single GSA SSO. It represents a collective strategic assessment of IT in GSA. It is primarily directed toward GSA internal customers. Through e-Gov and other relationships, GSA offers internal IT services to other customers in other federal agencies. This set of customers is also within the scope of this IT Services Strategic Assessment.

The two services, Public Buildings Service and Federal Acquisition Service, offer IT-related goods and services to external customers in other governmental agencies as well as industry partners. The Office of Citizen Services and Communications (OCSC) offers IT-related goods and services directly to citizens.



	Section 2.2: Environmental Scan - External Environment

	Describe the external environment facing the Business Line/Program Area.
· Are there important new or changed mandates from Congress or the Administration to be met?

· What business alternatives exist for your customers? How is “the competition” changing?

· Are there potential partners/collaborators that should be engaged to better meet customer needs?

· What are the external forces (i.e. economic trends, industry trends, policy issues, social trends, new technologies) that are likely to significantly influence IT services over the next five years? If so, how?

· What long-term and short-term opportunities do these trends and issues provide? Conversely, what threats do they pose to your continuing success?

	A number of external forces influencing GSA-wide IT. Some of the key forces are summarized in the table below:

External Forces

Likely to influence program success
Customer’s

Business Alternatives

Potential Partners & Collaborators
Opportunities provided

(LT - Long Term)

(ST - Short Term)

Disaster Response

· Public sector logistics

· DHS

· VA

· FEMA

· DoD

· State

· LT- Develop contract sources for infrastructure repair & preparedness

· ST-Provide supplies & services
· LT-Center of Excellence

Decreasing Agency Budgets

· Stop buying from GSA

· Procure Acq support
· Increase automation

· OMB

· OGA

· LT-Contract Acq Support services

· ST-OGAs with decreasing budgets buy GSA services

Strategic Sourcing

· Lead agency other than GSA

· OFPP

· LT- GSA provide increased Strategic Sourcing

Telecomm Convergence

· Direct purchase

· Agency other than GSA

· OMB

· OGA

· LT- Growth of Network/Alliant

· LT-Other GSA contracts

Enterprise Architecture promotes consolidation

· Outsourcing

· OMB

· OGA

· ST- Contracted services

Identity Mgmt & Authentication

· Commercial solutions

· Standards bodies

· Providers

· Customers

· OMB

· LT- Managing identity services

· ST- Provide new services

· LT-Leverage eAuth

Open Source

· Professional Open Source providers

· Customer

· IT providers

· ST- Compliance certification service

· ST/LT-Providing contracts

· LT- Assisted acquisition
· LT-Smart Buys

· LT-Software asset management

SOA

· Modular small buys

· Synchronization, replication or other alternatives to SOA

· IT providers

· LT- Agile, responsive applications

· LT-Registry of SOA services

· LT-Provide contracts

· LT-Assisted acquisitions

eGov and LoB

· OGA

· OMB

· OGA

· Commercial providers

· LT- Become the provider

Aging Workforce

· Contract out

· OPM

· OGAs

· LT-Provide contract services

Wireless Communicating

· Own contracts

· Wireless providers

· LT- Provide contracts

· LT-Provide managed solutions

Energy sustainability

· Internal

· Commercial providers

· LT-Green IT schedule

· LT-Telecommuting

· Lt-Green buildings

Other forces influencing GSA-wide IT services include the following:
· Homeland Security Presidential Directive 12 (HSPD-12) requires all agencies to implement a common identification standard for federal employees and contractors for both physical and logical access to facilities and IT systems. GSA has created a Program Management Office in the OCIO to plan and implement HSPD-12 compliant systems. In January 2006, OMB established an interagency HSPD-12 Executive Steering Committee, which is charged with developing a government-wide implementation strategy. Agencies will be expected to execute the HSPD-12 roles that OMB directs. While it is GSA’s intention to align our internal plans with the Executive Steering Committee plans, doing so adds risk and uncertainty to our internal implementation plan and our obligation to support other agencies.

· OMB’s Federal Enterprise Architecture Program Management Office (FEA PMO) issued EA Assessment Criteria 2.1 in December 2006, which places significantly more emphasis on using enterprise architecture to inform IT capital planning decisions and on showing results generated through the use of EA.

Some of the threats posed for continuing success are as follows:

· GSA has been losing market share and customers.

· GSA has seen damage to its reputation.

· When GSA is its own customer, contracting services have often been poor.

· Unfunded OMB mandates pose a threat to GSA’s business as scarce resources need to be allocated to compliance.

· Compliance with the HSPD-12 mandate has delayed access and therefore productivity of new hires and contractors at GSA.

· Emerging technologies are being adopted too slowly at GSA.

· There is a resistance to sharing information among agencies.

· The looming federal retirement boom will impact GSA’s business.

· The upcoming presidential transition will place constraints and opportunities for GSA.
Emerging trends that are likely to impact GSA include the following. These are also elaborated upon in Appendix B.
· Open source software. Open source software is an agreement by the legal owner of a software program to disclose the source code in which the program was written. Providing open source software acquisition opportunities benefits GSA because our customers demand it.

· Business activity monitoring. Business activity monitoring is the capability to aggregate financial and operational information during workflow execution from various data sources in an organization. It benefits GSA by providing new information in real time.

· Service-oriented architecture. SOA is an approach to representing the functional capabilities of an organization in terms of well-defined software units called services. Externally, SOA benefits GSA because current customers and suppliers demand that our systems interoperate based on SOA standards. Internally, SOA allows us to share information across incompatible systems.

· Federated identity and security and privacy services. Federated identity is the process of sharing digital identities to enable trust among partners under a written agreement. Security and privacy services are provided in initiatives such as eAuthentication, HSPD-12, and the Citizen Privacy Service, which are GSA core capabilities and essential service offerings. Federated identity benefits GSA because it uses the best practice to effectively authenticate citizens, federal employees, our customers, and industry partners. 

· Shared services and software as a service. Shared services reduce operating costs by standardizing and automating low-value, labor-intensive processes across organizational boundaries. Software as a service is a mode of software delivery in which a software provider includes the maintenance, daily technical operation, and support of a hosted software capability in its service offering. As a shared service provider, GSA can expand its service offerings. As a services consumer, GSA can acquire services such as the security offerings by EPA.

· Supply chain delivery capabilities. Supply chain delivery capabilities impact the ability to find, map, and deliver goods and services managed under GSA schedules and GWACS anywhere and at anytime. This will benefit GSA by improving the accuracy of tracking assets and providing an enhanced ability to respond.

· Virtualization and data center consolidation. Virtualization is a technology that removes dependency between the operating system software and the underlying hardware. This benefits GSA because it reduces the number and types of servers required to support our operations. Data center consolidation is the management of servers, networks, and applications through standardization and automation. This benefits GSA because it enables us to support our operations at the lowest cost, which includes staff, space, and power.

· Web 2.0 and social computing. Web 2.0 is the capability to use the Internet as a platform to harness the collective intelligence of the people that use it. Social computing is a perceived or proposed set of Internet services such as wikis and folksonomies and social networking services like blogs. These benefit GSA by providing communications platforms for people to collaborate on things such as humanitarian relief during and after natural disasters.

· Mobile computing and devices. The advent and phenomenal growth of low-cost, lightweight, portable computers concomitant with that of the Internet has led to the concept of mobile computing. Protocols and mechanisms used in Internet computing are being modified and enhanced to adapt to mobile computers. New protocols and standards are also being developed to enable mobile computers to connect to each other and the Internet through both wired and wireless interfaces. The primary goal of mobile computing is to accomplish tasks using all possible resources, i.e., data and services, available in the network, anywhere, anytime.



	Section 2.3: Environmental Scan - Internal Environment

	Describe the internal environment for this Business Line/Program Area.

· Identify key strengths and weakness of the BLP. What impacts do they have on your success?

· How well do your business processes support the achievement of your long-term goals?

· How well do current information technology systems assist in meeting your mission and long-term outcome goals? What investments will be proposed to support the strategic direction? (See Resource Section, pages 80-91 for detailed questions and further CIO Guidance & Materials)

· Are the key skills needed for your business/program changing? What strategies are planned and/or in place to offset these needs? (Cover in terms of acquiring new skills and/or in dealing with any skills that will not be needed in the future) What are the costs to be incurred with these strategies?
· How is your unit developing/improving/supplementing the critical skills and capabilities of your workforce to meet future needs?

· What other critical management issues need to be addressed?

· Are projected resources adequate to support the program? Are resources allocations optimal?

	The following internal strengths and weaknesses are listed in top-down priority order:

#

Strengths

#

Weaknesses

1

Established strong GSA brand recognition

1

Scarcity of funds for mandates, internal & external

2

Strong focus on citizen access to public info

2

Lack of clear & timely execution of decisions

3

Enhanced Workforce Skills in IT Expertise and project management

3

Lack of interoperability standards for key systems

4

Provide solid infrastructure with growing resources

4

Duplicative IT services and solutions within GSA

5

Selected as Financial Management Center for Excellence for FMLOB

5

No common understanding of Enterprise Architecture and value added

6

Participate in PMA’s e-Gov initiatives

6

Lack of marketing or communication plan to customers of available products and services

7

Information security is solid and proactive

7

Lack of an enterprise-wide data/system library (inventory)

8

Strong focus on external compliance

8

PM discipline not consistently applied across GSA

Impacts of strengths and weaknesses on GSA IT services:
The organization’s resources, capabilities, and competencies make up the internal environment of the organization. The internal environment plays a crucial role in the strategic management process of the organization. It is a direct reflection of what the organization can do to support a business-related requirement. 
Excellent performance of IT services has enabled GSA brand recognition as a provider of reliable, secure, and compliant IT applications to both internal and external customers. GSA’s recent establishment of the OCSC, with the purpose of increasing the level of efficiency and effectiveness in the delivery of information and information services, shows the strong focus on citizen access to public information. These actions provide GSA with a competitive advantage over other organizations with regard to the design and delivery of IT services. Gaining this competitive advantage requires specialized skills, assets, and capabilities.
Skill requirements change as rapidly as the technology. GSA has been able to adapt to these changes through reliance on training, recruiting, and contractors, allowing GSA to retain enhanced workforce skills in IT expertise and project management. Regardless, the primary skill set for government personnel remains the program management of the contractors’ IT technical skills. GSA recognizes that the Federal CIO Council’s CPAT skills gap survey and report will aid in the continued development of our IT workforce. The report will enhance GSA’s internal learning environment by leveraging diversity of skills via better knowledge of “who knows what.”
GSA has a broad base of IT services and solutions that support the solid infrastructure of both our business processes as well as employee services, benefits, and communication needs. The recent organizational change to consolidate IT functions of the major SSOs will increase efficiency, ensure common approaches where necessary, and leverage specialized knowledge and skills. With this type of continuous improvement to the GSA internal environment, GSA remains far ahead of our peers in providing IT infrastructure and related information security.
GSA’s IT has a strong focus on external compliance by translating legislative intent into intended program results. Within GSA, select communities are well defined with sufficient scope and participation, including ones that operate within the agency, across agencies, and in partnership with other government levels and non-government constituencies. Such cross-agency sponsorships provide support and guidance for strategic community initiatives that are focused on cross-agency opportunities, such as the implementation of the E-Government mandate. Hence, GSA is the “managing partner” for five E-Government initiatives and has been selected as a Financial Management Center of Excellence for the Financial Management Line of Business. One of these, USA Services, will be the electronic gateway to many E-Government initiatives. This initiative will transform how citizens, businesses, and other governments obtain information and services from the federal government. It will include integrated case management government-wide, and access to e-Authentication options for identity validation. These strengths show the value of GSA IT services provided to internal GSA stakeholders, supporting the ability of GSA to more effectively carry out its mission and, hence, in the end, providing value for its customers.
However, throughout GSA’s history, we have constantly reexamined our services, especially as services are affected by scarcity of funds for legislative mandates. Drivers for use of funding—including the President’s Management Agenda (PMA), e-Government, Inspector General (IG) audits, and Office of Management and Budget (OMB) requirements—continue to impact IT services GSA offers. To best use limited funds, an enterprise solution should drive both investment in and implementation of systems and technologies, while weighing external and internal stakeholder priorities, dependencies, and constraints. Leadership is critical in providing clear decisions for use of funding as well as clear direction for the timely execution of the decisions. Effective internal and external communications are the keys to successful execution. The following are critical management issues that need to be addressed agency-wide:

· TOM, Task Order Management, in acquisition, for “cross selling”
· CRM, Customer Relationship Management, enterprise wide, for “cross selling”
· Process automation and business activity monitoring
· System integration, within acquisition/financial management
· Portfolio redundancy
· Segment owners and the need for cohesion between LOB and EA

· Workforce specialization
· OLAP business reporting
· Resources versus competitive sourcing impact (MEO)

· Impact of FAS reorganization on GSA IT.
An enterprise approach to decisions related to these critical management issues would contribute to resource allocation by getting the most from the resources available and building GSA’s overall IT capability over time. An enterprise approach would help nurture the skills of employees, encourage more concerted actions and better coordination, and reduce redundancy.
Fragmentation within the organization prevents GSA from leveraging both its skill base and resource allocations; insufficient resources can limit access to and development of skills; and deficient skills mean botched problem solving and increased rework, thus draining resources. Interoperability standards for key systems, as well as elimination of duplicative IT services and solutions, could strengthen GSA’s position in providing efficient and effective IT services. A key internal driver to define interoperability standards and eliminate redundancy among services is the need for GSA to define and improve its business processes. Addressing interoperability standards and elimination of redundant processes and solutions would provide the framework for establishing an enterprise-wide data and system library that would benefit both internal and external customers. The current lack of integration within GSA SSOs reduces our effectiveness in meeting the needs of customers. Furthermore, internal redundancy increases GSA’s cost to carry out its mission. Solving these problems leads to the twin business imperatives for the integration and sharing of services, assets, processes, and information.
GSA should define what internal and external IT services are provided by one organization to another. As business and consumer markets become more competitive, and customers become more demanding, GSA must work harder to secure the fundamental relationships that fuel their business growth. Building distinctive relationships with customers is what branding is about, whatever the market, whoever the client. Currently, GSA lacks an enterprise-wide marketing or communication plan that informs customers of available products and services offered.
In GSA’s internal environment, PBS, FAS, and the regions have responsibility for managing programs and projects that support GSA’s customers, as well as supporting their own internal operations. However, Staff Offices also manage programs that are critical for supporting GSA’s enterprise operations, and some also provide customer services (such as the Office of Government-wide Policy and the Financial Management Line of Business offering by the Office of the CFO). Because of this division of responsibilities, the project management discipline is not consistently applied across GSA.
Unfortunately, there is no common understanding of EA and the value it adds in resolving weaknesses in GSA’s internal environment. EA is the blueprint for how GSA will provide services to citizens and to other agencies efficiently and effectively. The business architecture guides the implementation of initiatives to meet business goals and objectives such that both enterprise-level and SSO-level concerns are met and that different parts of the organization are working toward common goals and sharing resources wherever possible. EA uses the business architecture as the basis for the technical architecture to make sure that the IT infrastructure is serving business needs. GSA management can use EA to ensure that their program is meeting enterprise needs, that it uses shared services and assets, and that it provides services to other parts of the organization as required. The EA can also be used to guide GSA investments that build out the capabilities required to maintain and transform the business.


	Section 3: Strategic Analysis & Goals

	Describe any changes that need to be made to the Long-Term Outcome Goals.

· Based on the analysis of your customer’s needs and the external and internal environment, is the Business Line/Program Area well positioned to succeed over the next five years?
· Are the Long-term Outcome Goals sufficient for the next three to five years?

· How well is the Business Line/Program Area prepared to meet its current Long-term Outcome Goals?
· Are your existing strategies sufficient to reach those goals?

· If not, what changes to goals or strategies are necessary to respond to the key trends and issues you have identified, or to significantly improve performance?

	The overarching strategy for IT services is the collaboration with all IT organizations within GSA to develop this IT Services Strategic Assessment and its enabling application by all GSA IT stakeholders. Collaboration has enabled us to analyze our internal needs, external emerging trends, and customer needs from an enterprise-level perspective. Moreover, we are able to address the enterprise needs of the GSA infrastructure more cost effectively. Specific efforts to enable efficiencies for GSA and, indirectly, our customers  include the following:
· Enterprise architecture, which will provide resources to eliminate/reduce duplicative investments and leverage high-performing applications
· Interoperability and the increased use of open sources and software standards, which will increase efficiencies.
The following goals effectively position GSA for current conditions and emerging trends to support our mission and vision. 
 #

Long Term Goals

Description

1

Standardize processes

Increase standard business processes within GSA to enhance service delivery & maximize value to our customer
2

Agility 

Increase agility & modularity using open standards & modular architecture
3

Communicate & Collaborate

 Enhance communications and collaboration across GSA

4

Workforce Skills

Enhance and maintain the skills of the GSA IT workforce
5

Data-based Decisions

Improve the quality of information to support decision-making 
6

Governance

Improve the GSA IT governance process and clarify the decision-making process and accountability
7

Reliable & Secure Infrastructure

Maintain a reliable and secure infrastructure
These goals are sufficient in enabling the SSOs, and through collaboration, to fulfill the mission and vision. They were developed to address needs associated with providing data, infrastructure, information/knowledge, and shared services in support of our customers. Two areas may require additional planning:

· As addressed in Part II Section 1, the goals for IT services address all of the four strategic goals and all six of the common themes outlined in the DRAFT GSA Strategic Plan as of 2/27/07. 
· Five of the eight overarching enterprise weaknesses, if not sufficiently addressed and closely monitored, can affect our ability to meet the goals. These five are as follows: 
1

Scarcity of funds for mandates, internal & external

2

Lack of clear & timely execution of decisions

3

Lack of interoperability standards for key systems

4

Duplicative IT services and solutions within GSA

7

Lack of an enterprise-wide data/system library (inventory)

The emerging trends formed a significant contribution to the analysis and development of the goals. These emerging trends, in all cases, are recognized as already occurring, as well as becoming an increasing driver for positioning GSA’s future requirements. They were analyzed to ensure that goals and measurable objectives addressed all of them. As such, the goals are sufficient to meet the emerging trends. Specifically, given that the workforce is critical to meeting the work challenges, the goals address the emerging trends that affect the workforce skills, specifically in E1, E3, E4, and E9. For additional information, see the addendum on emerging trends.

#

Emerging Trends

E1

Open Source Software

E2

Business Activity Monitoring

E3

Service Oriented Architecture

E4

Federated Identity, Security & Privacy Services

E5

Shared Services & Software as a Service

E6

Supply Chain Delivery Capabilities

E7

Virtualization & Data Center Consolidation

E8

Web 2.0 & Social Computing

E9

Mobile Computing & Devices




	Section 4: Proposed Initiatives & Priorities

	Identify any significant new strategies or initiatives that need to be undertaken.

· List and rank the highest priority strategic initiatives and operational priorities required for success; identify any new proposals, anticipated outcomes, and link them to your strategic analysis. Identify Information Technology initiatives.

	GSA has identified the following initiatives as necessary in meeting GSA-wide IT services goals. The goals for IT services along with objectives and related initiatives are presented below. They are of equal importance and hence are not prioritized.

Goals

Objectives

Initiatives

Goal 1: Standardize processes: Increase standard business processes within GSA to enhance service delivery & maximize value to our customer
1A
Reduce cycle time variance for selected business processes

1A1   Identify and endorse financial & operational criteria for process standardization and identify process areas that need to be standardized
1A2   Use standardized or customized business processes as appropriate

1A3     Develop a business activity monitoring capability

1B     Implement business process modeling standards in FY 2008 
1B1
Promote the use of agency-wide business process modeling standards

1B2
Complete and use an acquisition segment architecture by FY09
Goal 2: Agility:
Increase agility and modularity using open standards and modular architecture
2A     Employ modular architecture when developing software
2A1
Develop SOA conversion plan by 2008

2A2
Provide standardized application hosting facilities on SOA platform

2B     Reduce total cost of ownership of software by 3% per year
2B1
Develop selection criteria for open source and closed source software portfolio to support operations at lowest cost

2B2
Reduce labor costs as a component of total cost of ownership

2C     Define and update solutions architecture by 2010 for each business line and staff service
2C1
Standardize representation of business purpose in technical architecture

2C2
Complete a federal acquisition business architecture

2D     Adopt enterprise-wide service-oriented architecture, business process management and technical architecture standards
2D1
Develop SOA governance plan

2D2
Establish GSA service registry (UDDI)

2D3
Institutionalize an open source management program by 2009

Goal 3: Communicate & Collaborate: Enhance communications and collaboration across GSA
3A     Develop and implement an IT communications plan 
3A1
Develop IT communications plan

3A2
Implement IT communications plan

3A3
Implement “social computing” standard and policy
Goal 4: Workforce Skills: Enhance and maintain the skills of the GSA IT workforce
4A      Develop and implement an IT Human Capital Plan
4A1   Follow CHCO procedures for developing and implementing an IT Human Capital Plan
4A2   Develop & implement IT succession mgmt plan across GSA

4A3
Develop a reliable method to assess IT workforce competencies and skills by 2008

4A4   Increase certifications in project mgmt, security, EA, service delivery

4A5
Develop incentives to stay current with technology 

Goal 5: Data-based Decisions: Improve the quality of information to support decision-making.

5A      Create and maintain GSA data architecture by segment
5A1
Establish data architecture and standards

5A2
Populate GSA data reference model by 2010

5A3
Establish enterprise-wide message schemas associated with services composed into business processes

5B      Implement and maintain standards for interoperability to improve the flow, quality and presentation of information
5B1
Establish GSA-wide application/systems inventory. Start by FY 2008

5B2
Establish standards for interoperability/interfaces by FY 2008

5B3
Increase timeliness and accuracy of information delivered to our customers 

Goal 6: Governance:
Improve the GSA IT governance process and clarify the decision-making process and accountability

6A      Develop and implement a new decision-making model for use by the governance process.
6A1
Roll out Integrated Portfolio Management (IPM)

6A2
Update GSA program management model to include governance milestones and perform oversight of PM through governance process

6A3   Improve customer and stakeholder clarity in the decision-making process
Goal 7: Reliable & Secure Infrastructure: Maintain a reliable and secure infrastructure

7A      Reduce the effects of security incidents
7A1
Standardize and implement IT security requirements

7B      Enable identity access management solution by 2010
7B1
Implement a uniform security policy for IT contractors/services by 2008. 
7B2   Reduce time to issue HSPD-12 cards

7B3
Implement identity and access management as an infrastructure service (single sign-on, provisioning, authentication, logical access control using HSPD-12 credentials)

7C      Expand secure infrastructure services and reduce its costs including contracts
7C1   Monitor the health of IT infrastructure 

7C2
Reduce number of data centers

7C3
Define portfolio of services, shared cost, shared risk financial plan for application hosting and infrastructure services
7C4
Provide standard IT contracts for ordering products and services




	PART III: PROPOSED STRATEGIC DIRECTION

	Section 1: Proposed Strategic Direction

	· Relate your Strategic Analysis/SWOT findings to your:

· Long Term Outcome Goals;

· Strategies;

· Mission

· Briefly describe the “highest priority” trends or issues likely to significantly influence your organization’s direction over the next three to five years.

· Briefly describe a proposed strategic direction for the next 3 to 5 years as a result of the strategic assessment findings. List your organization’s most important strategic initiatives and operational priorities for the planning year. Include key business solutions to address the trends and issues identified above, to meet GSA’s strategic goals and improve your organization’s overall business performance.
· Make sure that you address what changes or adjustments will be needed in FY 2006 and FY 2007, as well as FY 2008. Also, indicate which strategies previously proposed that will remain the same.



	GSA has four overarching strategies supporting its seven IT goals.
· Strategy 1: Collaborate with all IT organizations within GSA to develop the IT vision, strategies, goals, objectives, and initiatives. This strategy supports goals 3 and 6.

· Strategy 2: Use the One GSA EA to guide IT investment decisions. This strategy supports goals 1, 2, 3, and 5.

· Strategy 3: Develop and modernize the IT workforce with the skills necessary to support the strategic and tactical directions of the agency. This strategy supports goal 4.

· Strategy 4: Safeguard the agency information and IT infrastructure. This strategy supports goal 7.

IT GOALS. The seven IT goals are described below in terms of the strengths, weaknesses, opportunities, and threats associated with each. The emerging trends that can facilitate each goal also are identified. These trends influence GSA’s strategic IT direction. Some of the strengths, weaknesses, opportunities, threats, and emerging trends apply to more than one goal.

Goal 1. Standardized Processes: Increase standard business processes within GSA to enhance service delivery and maximize value to our customers.
· Strengths—strong brand name recognition, strong focus on citizen access to public information, and active participation in PMA e-government initiatives.

· Weaknesses—lack of interoperability standards for key systems and lack of a coherent agency-wide plan to market GSA’s products and services to our customers.

· Opportunities— use of business process management and business activity monitoring as a center of excellence in the Financial Management Line of Business. 
· Threats—loss of market share of customers and damaged reputation. GSA has not consistently provided high-quality contracting services to itself as a customer. Internally, there is significant resistance to process standardization and to sharing information among SSOs.
· Emerging trends—business activity monitoring and supply chain delivery capabilities.

Goal 2. Agility: Increase agility and modularity by using open standards and modular architecture.

· Strengths—strong focus on citizen access to public information and provision of a solid IT infrastructure with growing resources.

· Weaknesses—scarcity or lack of funds for mandated IT activities and initiatives, lack of interoperability among some of the agency’s key systems, and considerable duplicative IT services and solutions within the agency. GSA has not developed a sound understanding of the EA or an understanding of the value that EA adds to the agency’s business operations. Finally, the agency lacks a coherent agency-wide plan to market our products and services to customers.

· Opportunities—expanded use of open source software within GSA and use of SOA method, framework, standards, and core infrastructure. GSA could offer its infrastructure services to other agencies, an opportunity offered through the Infrastructure Line of Business. Likewise it is positioned as a center of excellence under the Financial Management Line of Business to offer financial management services to other agencies, and it may be able to do the same in the Human Resources Line of Business. GSA’s IT expertise might be offered as consulting services to GSA program offices. Finally, GSA has the opportunity to consolidate its data centers.

· Threats—potential loss of GSA’s market share and customer base. More specifically, unfunded mandates from OMB continue, and GSA is vulnerable to not being able to meet the OMB deadline for implementing HSPD-12 because of the timing of the managed service offering for smart cards. GSA continues to exhibit an internal resistance to business process standardization and to sharing information. GSA has not yet determined the basis for sharing costs in a SOA model.

· Emerging trends—service oriented architecture, open source software, data center consolidation, and virtualization.
Goal 3. Communicate and Collaborate: Enhance communications and collaboration across GSA.

· Strength—strong GSA brand recognition and strong focus on citizen access to public information.

· Weaknesses—institutional lack of clear and timely execution of decisions, no common understanding of EA and its value, and lack of a plan to market products and services to customers.

· Opportunities—use of SOA method, framework, standards, and core infrastructure; offering of GSA infrastructure services to other agencies through the Infrastructure Line of Business; and offering of IT expertise as a shared service to GSA program offices.
· Threats—not yet identified.

· Emerging trends—business process management, business activity monitoring, social computing, and mobile computing and devices.
Goal 4. Workforce Skills: Enhance and maintain the skills of the GSA IT workforce.

· Strengths—enhanced skills in IT expertise and project management.

· Weaknesses—inconsistent application of project management disciplines across the agency and existence of duplicative IT solutions and services throughout the agency.

· Opportunities—enhanced workforce skills in IT expertise and project management. This was reflected in GSA’s being chosen as a center of excellence for the Financial Management Line of Business.

· Threats—GSA’s damaged reputation, slow adoption of emerging technologies, internal resistance to process standardization, and looming federal retirement boom.

· Emerging trends—service oriented architecture, social computing, open source software and mobile computing and devices.

Goal 5. Data-Based Decisions: Improve the quality of information to support decision making.

· Strengths—strong focus on citizen access to public information and strong emphasis on external compliance.
· Weaknesses—lack of interoperability standards for key systems, duplicative IT services and solutions throughout the agency, and lack of an enterprise-wide data and system library and inventory.

· Opportunities—SOA method, framework, standards, and core infrastructure and expanded use of business process management and business activity monitoring.

· Threats—loss of market share and customers and institutionalized resistance to process standardization and information sharing.

· Emerging trends—business activity monitoring and mobile computing and devices.

Goal 6. Governance: Improve the GSA information technology governance process and clarify the decision-making process and accountability.

· Strengths—strong focus on citizen access to public information, provision of a solid infrastructure with growing resources, and strong focus on external compliance.
· Weaknesses—lack of clear and timely execution of decisions, duplicative IT services and solutions, and no common understanding of EA and its value.

· Opportunities—use of open source software; SOA method, framework, standards, and core infrastructure; and business process management and business activity monitoring.

· Threats—damaged agency reputation and changes resulting from an administration change.

· Emerging trends—software as a service, service oriented architecture, open source software, business activity monitoring, and SOA.

Goal 7. Reliable and Secure Infrastructure: Maintain a reliable and secure infrastructure.

· Strengths—solid infrastructure with growing resources, active participation in the PMA e-government initiatives, effective information security program, and strong focus on external compliance.

· Weaknesses—internal and external limited or unfunded mandates, lack of interoperability standards for key systems, duplicative IT services and solutions within GSA, and lack of a common understanding of the EA and its value.
· Opportunities—expanded use of open source software; SOA method, framework, standards, and core infrastructure; offering of GSA infrastructure shared services to other agencies through the Infrastructure Line of Business, and offering of IT expertise as a shared service to GSA program offices.
· Threats—loss of market share and customers, impact of the managed service offering delay on the HSPD-12 program, slow adoption of emerging technologies, lack of understanding how to share costs for a SOA, institutionalized resistance to sharing information, and impact of a presidential transition.

· Emerging trends—open source software, federated identity and security services, shared services and software as a service, data center consolidation and virtualization.
HIGHEST PRIORITY TRENDS OR ISSUES. Please see the appended emerging trends document.

MOST IMPORTANT STRATEGIC INITIATIVES AND OPERATIONAL PRIORITIES. Each GSA SSO will be developing its own strategic action plans and initiatives. In addition, the processes required by the Clinger-Cohen Act will result in the annual IT capital planning select phase, in which the IT portfolio for FY 2008 will be modified and for FY 2009 will be created. Finally, a GSA Information Technology Strategic Plan is to be published in the Spring 2007 in which the priorities will be identified.


GLOSSARY

Bricks: The GSA Technical Reference Model is a taxonomy and structure that provides 1) a consistent set of service areas and interface categories and relationships used to address interoperability and open system issues, 2) conceptual entities that establish a common vocabulary to better describe, compare, and contrast systems and components, and 3) an aid for identifying, comparing, and selecting existing and emerging standards and their relationships.  GSA’s technical standards are expressed as a series of technology groupings or “bricks”.  The bricks provide a convenient standard way to depict the components that fall within the technology.  The Standards Profile is a listing that contains all of the current GSA IT standards.

Total Cost of Ownership: Total cost of ownership (TCO) is a financial estimate designed to help consumers and enterprise managers assess direct and indirect costs related to the purchase of any capital investment. A TCO assessment ideally offers a final statement reflecting not only the cost of purchase but all aspects in the further use and maintenance of the equipment, device, or system considered. This includes the costs of training support personnel and the users of the system, costs associated with failure or outage (planned and unplanned), diminished performance incidents (i.e. if users are kept waiting), costs of security breaches (in loss of reputation and recovery costs), costs of disaster preparedness and recovery, floor space, electricity, development expenses, testing infrastructure and expenses, quality assurance, incremental growth, decommissioning, and more. Therefore TCO is sometimes referred to as total cost of operation.
Cycle time variance: The difference between the expected and actual duration. 
Appendix A

GSA IT Services Staffing

Table A-1. Estimated number of FTEs at GSA SSOs (as of May 2006)
	Functions
	OCIO As-Is Gov FTE Head Count
	FAS As-Is Gov FTE Head Count
	PBS As-Is Gov FTE Head Count
	OGP As-Is Gov FTE Head Count
	OCSC As-Is Gov FTE Head Count
	OCFO As-Is Gov FTE Head Count
	CAO As-Is Gov FTE Head Count 
	CPO As-Is Gov FTE Head Count

	
	
	
	
	
	
	
	
	

	1 - Infrastructure/Operational Services
	34.86
	14.16
	1.85
	0.00
	0.00
	0.60
	0.00
	0.2

	2 - Customer Support/Help Desk
	11.14
	6.09
	2.24
	1.60
	0.00
	3.00
	0.00
	0.6

	3 - Local Computing
	1.12
	7.13
	0.90
	0.05
	0.00
	0.35
	0.00
	0.4

	4 - COOP
	2.66
	5.14
	0.20
	0.00
	0.00
	0.15
	0.40
	0.15

	5 - IT EA
	5.54
	2.72
	0.18
	0.25
	0.05
	0.70
	0.25
	0.15

	6 - CPIC
	13.41
	2.95
	0.68
	0.10
	1.90
	0.49
	0.85
	0.25

	7 - Policy
	6.71
	5.06
	0.17
	5.65
	2.80
	1.00
	0.00
	0.34

	8 - IT Financial Services
	11.71
	4.54
	0.50
	0.05
	0.55
	0.55
	0.00
	1

	9a - Internal IT Procurement Support
	7.34
	10.57
	1.92
	2.45
	3.65
	0.55
	1.40
	0.85

	10 - IT Human Capital Planning
	2.36
	1.95
	0.13
	0.35
	0.60
	0.59
	0.00
	0

	11 - IT Solutions Architect
	0.86
	0.77
	0.12
	0.00
	0.65
	0.37
	0.20
	0.2

	12 - Enterprise/Government Applications
	9.06
	2.77
	0.30
	0.00
	2.80
	27.72
	7.15
	13.2

	13 - Business Applications
	1.01
	92.80
	17.05
	1.00
	8.05
	94.03
	1.80
	2.21

	14 - IT Security
	9.06
	11.35
	2.74
	0.35
	1.45
	4.85
	0.10
	1.05

	Total All IT
	117
	168
	29
	12
	23
	135
	12
	21


Table A-2. Estimated number of FTEs in the GSA Regions (as of May 2006)
	Functions
	R1
	R2
	R3
	R4
	R5
	R6
	R7
	R8
	R9
	R10
	NCR

	
	
	
	
	
	
	
	
	
	
	
	

	1 - Infrastructure/Operational Services
	0.95
	1.50
	1.60
	2.95
	6.85
	5.15
	3.45
	2.05
	1.20
	3.25
	3.80

	2 - Customer Support/Help Desk
	0.35
	1.15
	2.35
	1.30
	7.05
	2.50
	2.10
	1.15
	4.15
	2.80
	3.60

	3 - Local Computing
	0.35
	1.15
	4.70
	2.40
	4.55
	3.89
	3.05
	1.10
	5.85
	2.20
	4.75

	4 - COOP
	0.20
	0.35
	0.80
	1.35
	2.00
	1.81
	0.95
	0.50
	1.21
	0.35
	0.30

	5 - IT EA
	0.00
	0.00
	0.02
	0.30
	0.40
	0.05
	0.10
	0.10
	0.10
	0.00
	0.00

	6 - CPIC
	0.00
	0.25
	0.02
	0.10
	0.00
	0.20
	0.05
	0.00
	0.00
	0.00
	0.00

	7 - Policy
	0.00
	0.00
	0.02
	0.40
	0.10
	0.47
	0.00
	0.30
	0.10
	1.05
	0.30

	8 - IT Financial Services
	0.00
	0.00
	0.00
	0.25
	0.00
	0.24
	0.05
	3.00
	0.55
	0.15
	1.05

	9a - Internal IT Procurement Support
	0.00
	0.40
	2.13
	3.00
	1.00
	4.05
	0.40
	0.00
	1.50
	1.20
	4.15

	10 - IT Human Capital Planning
	0.00
	0.00
	0.25
	0.00
	0.00
	0.02
	0.70
	0.00
	0.80
	0.75
	0.20

	11 - IT Solutions Architect
	0.00
	0.00
	0.02
	0.00
	0.00
	0.02
	0.00
	0.00
	0.00
	0.00
	0.00

	12 - Enterprise/Government Applications
	1.80
	0.00
	0.02
	0.00
	1.20
	0.22
	0.90
	0.20
	1.65
	0.00
	2.00

	13 - Business Applications
	2.50
	3.40
	8.77
	3.20
	2.55
	3.86
	6.70
	12.00
	10.65
	2.35
	1.30

	14 - IT Security
	0.30
	0.30
	0.55
	0.85
	0.80
	1.52
	0.60
	1.10
	1.10
	0.00
	1.55

	Total All IT
	6
	9
	21
	16
	27
	24
	19
	22
	29
	14
	23


Appendix B
Emerging Trends in Technology

A Primer for GSA Strategic Assessments and Planning
February 13, 2007

Emerging trends include technology initiatives that are recognized by experts as significant to organizations for use in strategic planning. We believe both GSA agency-wide business and information technology strategic planning can and should be informed by emerging technology trends.

1. Virtualization and Data Center Consolidation

What is virtualization and data center consolidation? Virtualization is a technology that removes the dependency between the operating system software and the underlying hardware. Removing this dependency enables IT organizations to combine computing resources and more effectively use the computing capacity of today’s modern computers. Virtualization allows applications to operate across a common set of hardware rather than have one application operate on only one set of hardware. Virtualization allows us to run multiple operating systems simultaneously on a single machine. Data center consolidation is the practice of simplifying the management of servers, networks, and applications through standardization and automation. Data center consolidation involves the planning for and migration of systems and facilities.
How does virtualization and data center consolidation benefit GSA? Virtualization benefits GSA because it reduces the number and types of servers required to support our operations. Virtualization also enables application consolidation across operating systems and higher utilization of available computing resources. Reducing the number of servers and increasing utilization means fewer human resources required to maintain the data center.
2. Data Center Consolidation

What is data center consolidation? Data center consolidation is the practice of simplifying the management of servers, networks, and applications through standardization and automation. Data center consolidation involves the planning for and migration of systems and facilities.
How does data center consolidation benefit GSA? Data center consolidation benefits GSA because we are able to support our operations at the lowest cost where cost includes staff, space, and power. Consolidating our data centers allows our service level agreements to remain comparable to those of other federal agencies and the private sector.

3. Open Source Software

What is open source software? Open source software is an agreement by the legal owner of a software program to disclose the source code in which the program was written.
How does open source software benefit GSA? Providing open source software acquisition opportunities benefits GSA because our customers demand it. In June 2006, DoD released the Open Technology Development (OTD) Roadmap Plan, which defines three fundamental acquisition challenges facing DoD: (1) changing the default acquisition behavior from product-based to service-based; (2) modifying existing acquisition processes and contract vehicles to ensure software assets already acquired are reused; and (3) increasing the agility and competitiveness of vendors that support its mission through market incentives. Using open source software is a best practice. It helps reduce the total cost of ownership in our portfolio of software assets. Professional services are now available to support open source software reducing adoption risk. GSA is in a position to leverage its investment in Open Source E-Gov Reference Architecture (OSERA) with DoD and other agencies.
4. Shared Services
 and Software as a Service

What are shared service centers and software as a service? Shared services reduce operating costs by automating low-value, labor-intensive functions by standardizing processes across organizational boundaries. Shared services focus on value in ways that can increase customer retention. The recent consolidation of desktop and help-desk services in GSA is an example of shared services. Software as a service is a mode of software delivery in which a software provider includes the maintenance, daily technical operation, and support of a hosted software capability in its service offering. An example of software as a service is Salesforce.com, which provides customer relationship management capabilities; the customer has to provide only the data as opposed to the traditional model in which an organization would have to buy and manage its own product, such as Siebel.

How do shared services and software as a service benefit GSA? Shared services and software as a service benefit GSA in two ways. As a shared services provider, GSA can expand its service offerings. A logical opportunity is for GSA to offer desktop and help-desk services to small agencies through the new Infrastructure Optimization Initiative Line of Business. As a services consumer, GSA can acquire services such as the security offerings by EPA in the Security Line of Business. As a commercial example, Microsoft plans to offer its customer relationship management capabilities as a service.
.
5. Web 2.0 and Social Computing

What are Web 2.0 and social computing? Web 2.0 is the capability to use the Internet as a platform to harness the collective intelligence of the people that use it. Social computing is a perceived or proposed set of Internet services, such as wikis and folksonomies, and social networking services like blogs. Unlike Web 1.0, which is a one-directional “push” of information, Web 2.0 is bi-directional, allowing users to interact and to create content.

How do Web 2.0 and social computing benefit GSA? Web 2.0 and social computing benefits GSA by providing communications platforms for people to collaborate on things such as humanitarian relief during and after natural services. Blogs or wikis, for example, could make it easier to have two-way discussion opportunities for the Administrator and other executives, or program managers discussing requirements with customers. Such discussions are transparent, that is, done in the open and accessible to many. It is up to our imagination how to apply Web 2.0 social computing capabilities to enhance collaboration.
6. Business Activity Monitoring

What is business activity monitoring? Business activity monitoring is the capability to aggregate financial and operational information during workflow execution from various data sources in an organization. Financial and operational information is often displayed on an executive dashboard to better enable executive decision making.

How does business activity monitoring benefit GSA? Business activity monitoring benefits GSA by providing new information in real time. Such information is not otherwise available in a single location nor is it timely. Such information allows executives to make more informed decisions.

7. Service-Oriented Architecture

What is service-oriented architecture? SOA is an approach to representing the functional capabilities of an organization in terms of well-defined software units called services. Services, in SOA, have standardized interfaces that allow changes to the underlying structure to occur without adversely impacting the services software. SOA is an architectural approach to decomposing common business functions so they can be reused to support multiple applications. The small, well-defined services can be aggregated in different ways to perform different larger functions. An example of a service is the shopping cart found on web sales sites. The shopping cart service is itself broken down into subfunctions, such as calculating sales tax. The sales tax service can be used in other applications that require sales tax calculation.
How does SOA benefit GSA? Externally, SOA benefits GSA because current customers and suppliers demand that our systems interoperate based on SOA standards. SOA provides a modern and standardized way to interface with our customers. Internally, SOA allows us to share information across incompatible systems.

8. Supply Chain Delivery Capabilities

What are supply chain delivery capabilities? Supply chain delivery capabilities impact the ability to find, map, and deliver goods and services managed under GSA schedules and GWACS anywhere and at anytime. Capabilities include geospatial awareness through service providers such as Google Earth using RFID and include both IPv6 and Project Blackbox. Google Earth combines the power of Google search with satellite and imagery service. RFID is a technology in which a unique identifier is attached to an object from which radio frequency waves are sent. IPv6 is a new Internet protocol with a larger address space, mobility, and other important advances. Project Blackbox is a data center in a shipping container that can be deployed anywhere at anytime.

How do supply chain delivery capabilities benefit GSA? Supply chain delivery capabilities benefit GSA by improving the accuracy of tracking assets and providing an enhanced ability to respond.

9. Federated Identity and Security and Privacy Services

What are federated identity, security and privacy services? Federated identity is the process of sharing digital identities to enable trust among partners under a written agreement. Security and privacy services are provided in initiatives such as e-Authentication, HSPD-12, and the Citizen Privacy Service. One should be able, eventually, to use an identification issued by a commercial entity such a bank rather that requiring the citizen to establish a separate identity with the federal government.
How do federated identity, security and privacy services benefit GSA? Federated identity benefits GSA because it uses the best practice to effectively authenticate citizens, federal employees, our customers, and industry partners. Security and privacy services such as e-Authentication, HSPD-12, and the Citizen Privacy Service are GSA core capabilities and essential service offerings.
9. Wireless Computing and Devices

What are mobile computing and devices? The advent and phenomenal growth of low-cost, lightweight, portable computers concomitant with that of the Internet has led to the concept of mobile computing. Protocols and mechanisms used in Internet computing are being modified and enhanced to adapt to mobile computers. New protocols and standards are also being developed to enable mobile computers to connect to each other and the Internet through both wired and wireless interfaces. The primary goal of mobile computing is to enable mobile computers to accomplish tasks using all possible resources, i.e., data and services, available in the network, anywhere, anytime
How do mobile computing and devices benefit GSA? TBD
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